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1 Document Overview

These Application Notes describe the configuration steps required for the Sonus Session Border Controller
(SBC) 1000 and SBC 2000 to interoperate with the Genesys 8.1 system and a SIP trunk group to PSTN.

The objective of the document is to describe the configuration procedures to be followed during interoperability
testing of SBC 1000 and SBC 2000 with a Genesys system and T1 trunk group to PSTN.

For additional information on Sonus SBC 1000 and SBC 2000 series, visit http://www.sonus.net

For additional information on Genesys, visit http://www.genesys.com

1.1 Overview

The Sonus SBC 1000 and SBC 2000 session border controllers have been designed to use the same application
software, boot image and Survivable Branch Appliance software. They differ in the number of physical Ethernet
connections and processing power but are otherwise viewed from a software standpoint as being the same.

With this in mind, this particular effort was tested with an SBC 1000 but is fully applicable to an SBC 2000.
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2 Introduction

This document provides a configuration guide for Sonus SBC 1000 Series (Session Border Controller) when
connecting to a SIP PSTN trunk group and a Genesys 8.1 PBX.

The Sonus SBC 1000 and SBC 2000 are Session Border Controllers that connects disparate SIP trunks, SIP
PBXs, and communication applications within an enterprise. The SBC can also be used as a SIP routing and
integration engine.

The Sonus SBC is the point of connection between the SIP trunk group to PSTN and the Genesys PBX.

2.1 Audience

This technical document is intended for telecommunication engineers with the purpose of configuring the Sonus
SBC 1000 and SBC 2000 and aspects of the SIP trunk group together with Genesys 8.1 product. There will be
steps that require navigating the third-party and Sonus SBC Command Line Interface (CLI). Understanding the
basic concepts of IP/Routing and SIP/RTP is also necessary to complete the configuration and for
troubleshooting, if necessary.

This configuration guide is offered as a convenience to Sonus customers. The specifications and information
regarding the product in this guide are subject to change without notice. All statements, information, and
recommendations in this guide are believed to be accurate but are presented without warranty of any kind,
express or implied, and are provided “AS IS”. Users must take full responsibility for the application of the
specifications and information in this guide.

Technical support on SBC 1000 and SBC 2000 can be obtained through the following:
e Phone: +1 888-391-3434 (Toll-free) or +1 978-614-8589 (Direct)

o  Web: http://www.sonus.net/company/maintenance/log-trouble-tickets

2.2 Requirements

The following equipment and software was used for the sample configuration provided:

Sonus Equipment Type Version
SBC 1000 SBC 1000 4.1.0 Build 369
3rd Party Equipment Type Version
Genesys SIP Server 8.1.100.98
Genesys GVP MCP 8.1.504.93
Polycom SoundPoint IP
501 SIP SIP Phone 21.3

While the SBC 2000 was not tested, at the same time the results obtained for SBC 1000 would be seem with the
SBC 2000 as they feature common code base.
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2.3 Reference Configuration

A simulated enterprise site consisting of a Genesys 8.1 PBX and a SIP trunk group to PSTN to connect to the
SBC 1000. The SBC 1000 was running software version 4.1.0 Build 396 during testing.

2.3.1 Network Topology

Genesys

Sonus
SBC1000

Internal IP Network

‘/fl‘,; Wb iy

Gi—=s

Figure 1: Network Topology

The figure above represents the equipment used for the integration and certification testing. The SBC 1000 is
used to route and facilitate calls between the PSTN and the Genesys system.

The SBC 1000 under test has 2 Ethernet ports configured. For more information on Media port deployment
options or other network connectivity queries, refer to the SBC 1000 Network Deployment Guide or contact your
local Sales team for information regarding the Sonus Network Design professional services offerings.
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3 Configuring Sonus SBC 1000 and SBC 2000 Series

3.1 SBC Configuration Diagram

Internal | External
Signaling Group: To/From Genesys |
Call Routing: Calls from Genesys Signaling Group: PSTN-Ext-DN1
l Call Routing: Calls From PSTN-Ext-DN’s
10.35.176.111:5060 I
Genesys SIP 10.35.177.226:5060 10.35.177.226:5060
Server 8.1 | P > PSTN-Ext-DN1
—— : PSTN-Ext-DN2
[Qﬂﬂ] . ) 10.220.250.xxx:5060

P 7>

Signaling Group: Genesys-RDN
Call Routing: Calls From Genesys RDN

Figure 2: SBC 1000 SIP Trunk Diagram
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3.2 SBC Default Profiles

3.2.1 Default SIP Profile

SIP Profiles control the how the Sonus SBC 1000/2000 communicates with SIP devices. They control
important characteristics such as: session timers, SIP header customization, SIP timers, MIME payloads,
and option tags. Below is the default SIP profile used for the SBC 1000 for this testing effort.

Description Default SIP Profile
T —
Session Timer MIME Payloads

Session Timer Disable ELIN Identifier LOC
PIDF-LO Passthrough Enable
Unknown Subtype Passthrough Disable

B i e ——
Header Customization Options Tags

UA Header SonusSBC 100rel Supported

Subscription State
Passthrough

FQDN in From Header Disable

Enable Update Supported

Send Assert Header Trusted Only
Trusted Interface Enable

RFC

Calling Info Source Standacd

Diversion Header Selection Last

Timers SDP Customization
Transport Timeout Timer 5000 Send Number of Audio Channels True
Maximum RFC Standard Connection Info in Media Section True

Retransmissions Origin Field Username SBC

Session Name VoipCall
RFC timers

Timer T1 500

Timer T2 4000

Timer T4 5000
Timer D 32000
Timer B 32000 ms
Timer F 32000 ms

Timer H 2000 s
o (64*TimerT1)

’ 32000 ms
Timerd i qeTimerT1)

Figure 3: SIP Profile
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3.2.2 Default Voice Codec Profile

Below are the default voice codec profiles used for the SBC 1000 in this testing effort.

Voice Codec Configuration

Description  Default GT11A
Codec G711 A-Law
Payload Size 20

Figure 4: G.711A Codec Profile

Voice Codec Configuration

Description  Default G711u
Codec G711 p-Law
Fayload Size 20

Figure 5: G.711U Codec Profile
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3.2.3 Default Media Profile

Media Profiles allow you to specify the individual voice and fax compression codecs and their associated
settings, for inclusion in a Media List. Different codecs provide varying levels of compression, allowing one
to reduce bandwidth requirements at the expense of voice quality. Below is the default media profile used
for the SBC 1000 and is for reference only.

Description Default Media List

Default G7114 -
Default G7llu

Media Profiles List &

Crypto Profile I Mone
Media DSCF 46
RTCF Mode RTCP
Dead Call Detection  Disabled

Silence Suppression  Emabled

Gain Control Digit Relay
Receive Gain 0 Digit (ODTMF) Relay Type RFC 2833
Transmit Gain 0 Digit Relay Payload Type 101

Passthrough/Tone Detection

Modem Passthrough  Enabled
Fax Passthrough Enabled
CMG Tone Detection  Disabled

. ______________________________________________________________________
Figure 6: Default Media List
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3.3 External Peer Side SBC Configuration

3.3.1 Node Interfaces

The Sonus SBC 1000 allows you to configure the Identification information, Physical Data Layer, and
Networking Layer for the Ethernet ports. If you want to change the IP Address, you must configure the
associated Logical Interface or use the Modify Ethernet IP task found under the Tasks tab.

Below are the settings for the Ethernet connection between the Sonus SBC 1000 and trunks acting as
PSTN.

3.3.1.1 Node Ports

Identification/ Status Networking
Primary Key 2 Frame Type Al
Port IDD  Ethernet 1 Default Untagged VLAN  Ethernet 1 VLAMN

Hardware Type Ethernet
I/F Index &
Port Alias
Description Tagged VLANS *

Operational Status  Up
Up/Down Since  System Startup

Physical/Data Layer Spanning Tree

Configured Speed  Auto MSTP State  Disabled

Megotiated Speed 1000 Mbps
Configured Duplexity  Auto
Megotiated Duplexity  Full

Figure 7 : Node Port
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3.3.1.2 Node Interfaces

Identification/ Status
Interface Mame  Ethernet 1 IP
I/F Index 2
Alias
Description
Admin State  Enabled
Networking

MAC Address  00:10:23:e0:01:47 ACLIn Mone

IP Address 10.35.177.226 ACL Out  Mone

IP Metmask  255.255.255.192 ACL Forward Mone

IP Assign Method  Static

Primary Address  10.35.177.226
Primary Metmask  255.255.255.192
Configure Secondary Interface  Disabled
Secondary Address

Secondary Netmask

Figure 8: Logical Interface

3.3.2 PSTN-Ext-DN’s
3.3.2.1  SIP Signaling Group

Signaling groups allow telephony channels to be grouped together for the purposes of routing and shared
configuration. They are the entity to which calls are routed, as well as the location from which Call
Routes are selected. They are also the location from which Tone Tables and Action Sets are selected. In
the case of SIP, they specify protocol settings and link to server, media and mapping tables.
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Description  PSTN-Ext-DN1
Admin State  Enabled
Service Status  Up

SIP Channels and Routing

Action Set Table None
Call Routing Table Calls From PSTN-Ext-DNs
Mo. of Channels &0
SIP Profile  Default SIP Profile
SIP Mode  Basic Call
Agent Type Back-to-Back User Agent
SIP Server Table PSTN-Ext-DN1
Load Balancing Round Robin
Channel Hunting  Most Idle
Motify Lync CAC Profile  Disable
Challenge Request Disable
Cutbound Proxy
QOutbound Proxy Port 5060

No Channel Available Override  34: Mo Circuit/Channel Available

Call Setup Response Timer 255

Audio/Fax Stream Proxy Mode
Audio/Fax Stream DSP Mode
Video/Application Stream Proxy Mode
Media List ID

Play Ringback

Tone Table

Early 183

Music on Hold

Media Information

Enabled

Enabled

Disabled

Default Media List
Auto

Default Tone Table
Disable

Disabled

Mapping Tables

SIP To Q.850 Override Table Default (RFC4497)
Q.850 To SIP Override Table Default (RFC4497)
Pass-thru Peer SIP Response Code  Enable

SIP IP Details

NAT Traversal MNone

Signaling DSCP 40

Signaling/Media Source IP Ethermet 1 IP (10.35.177.226)

Listen Ports

Total 2 SIP Listen Port Rowis

5060 uop N/ A

Federated IP/FQDN

Total 1 SIP Federated IP Row

10.220.250.55

255.255.255.255

s060 TCP /A

Figure 9: SIP Signaling Group to PSTN-Ext-DN’
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3.3.2.2 Call Routing Table

Call Routing allows calls to be carried between signalling groups, thus allowing calls to be carried between ports,
and between protocols (like ISDN to SIP). Routes are defined by Call Routing Tables, which allow for flexible

configuration of which calls are carried, and how they are translated. These tables are one of the central

connection points of the system, linking Transformation Tables, Message translations, Cause Code Reroute,
Tables, Media Lists and the three types of Signaling Groups (ISDN, SIP and CAS).

Description
Admin State
Route Priority
Call Priority

Mumber/Mame Transformation Table

Route Details

Enabled
1
Mormal

Match 10 digits to Genesys

Destination Signaling Groups

Message Translation Table Mone

Cause Code Reroutes MNone

Destination Information

Destination Type MNormal

Cancel Others upon Forwarding Disabled
Fork Call No

[SIP) To/From Genesys -

Media

Audio/Fax Stream Mode DSP

Quality of Service

Quality Metrics Number of Calls 10

Video/Application Stream Mode  Disabled Quality Metrics Time Before Retry 10
Media Transcoding Enabled Min. ASR Threshold 0
Media List Mone

Enable Max. R/T Delay Enabled
Max. R/T Delay 65535

Enable Max. Jitter  Enabled
Max. Jitter 3000

Figure 10: Call Routing Table

Copyright © 2014, Sonus and/or its affiliates. All rights reserved.
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3.3.2.3 Transformation Tables

Transformation Tables facilitate the conversion of names, numbers and other fields when routing a call. They
can, for example, convert a public PSTN number into a private extension number, or into a SIP address (URI).
Every entry in a Call Routing Table requires a Transformation Table, and they are selected from there. In

addition, Transformation tables will be configurable as a reusable pool that Action Sets can reference.

Description  Match 10 digits to Genesys
Admin State  Enabled
Match Type  Optional

Input Field Output Field
Type Called Address/NMumber Type Called Address/Number
Value 2086040d{4)) YValue 20880441

Figure 11: Transformation Table matching Genesys extensions

Description
Admin State  Enmabled
Match Type Mandatory

Input Field QOutput Field
Type Called Address/Number Type Called Address/Number
Value (% Value A1

Figure 12: Transformation Table Matching all

Copyright © 2014, Sonus and/or its affiliates. All rights reserved.
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3.3.2.4 SIP Server Table

SIP Server Tables contain information about the SIP devices connected to the Sonus SBC 1000/2000. The
entries in the tables provide information about the IP Addresses, ports, and protocols used to communicate
with each server. The Table Entries also contain links to counters that are useful for troubleshooting.

Server Lookup
Priority

Host

Port

Frotocol

Server Host

IP/FQDN

1
10.220.250.55
5060

UDP

Transport

Manitar  Mone

3.3.3 Remote DN’s

Remote Authorization Table

Contact Registrant Table

Figure 13: SIP Server Table

Remote Authorization and Contacts

MNone

MNone

3.3.3.1  SIP Signaling Group

Signaling groups allow telephony channels to be grouped together for the purposes of routing and shared

configuration. They are the entity to which calls are routed, as well as the location from which Call

Routes are selected. They are also the location from which Tone Tables and Action Sets are selected. In

the case of SIP, they specify protocol settings and link to server, media and mapping tables.

Copyright © 2014, Sonus and/or its affiliates. All rights reserved.
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Description  Genesys-RDN
Admin State  Emabled
Service Status  Up
R ——
SIP Channels and Routing

Media Information
Action Set Table Mone
Call Routing Table Calls from Genesys RDN Audio/Fax Stream Proxy Mode Enabled
Mo. of Channels &0 Audio/Fax Stream DSP Mode  Enabled
SIP Profile  Default SIP Profile Video/Application Stream Proxy Mode  Disabled
SIP Mode Local Registrar Media List ID  Default Media List
Registrar Local Registrar #2 Play Ringback Auto
Agent Type  Access Mode Tone Table Default Tone Table
Interop Mode  BroadSoft Extension Early 183 Disable
Load Balancing Round Robin Music on Hold  Disabled
Channel Hunting  Most Idle

Motify Lync CAC Profile Disable )
Mapping Tables

Cutbound Proxy
Outbound Proxy Port

Mo Channel available Override  34: Mo Circuit/Channel Available

SIP To Q.850 Override Table Default (RFC4497)
Q.850 To SIP Override Table Default (RFC4497)

Call Setup Response Timer 255
Pass-thru Peer SIP Response Code  Enable

SIP IP Details

MNAT Traversal Mone
Signaling/Media Source IP Ethermet 1IP (10.35.177.226)
Signaling DSCP 40

. —
Listen Ports Federated IP/FQDN

Total 2 SIP Listen Port Rowis Total 1 SIP Federated IP Row

10.220.250.0 255.255.255.0

Message Manipulation Disabled

Figure 14: SIP Signaling Group to Remote DN’s
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3.3.3.2 Call Routing Table

Call Routing allows calls to be carried between signalling groups, thus allowing calls to be carried between ports,
and between protocols (like ISDN to SIP). Routes are defined by Call Routing Tables, which allow for flexible

configuration of which calls are carried, and how they are translated. These tables are one of the central

connection points of the system, linking Transformation Tables, Message translations, Cause Code Reroute,
Tables, Media Lists and the three types of Signaling Groups (ISDN, SIP and CAS).

Description
Admin State
Route Priority
Call Priority

Number/Mame Transformation Table

Route Details

Enabled
1
Mormal

Match 10 digits to Genesys

Destination Information

Destination Type  Mormal
Message Translation Table Mone
Cause Code Reroutes Mone
Cancel Others upon Forwarding  Disabled
Fork Call MNo
(SIP) To/From Genesys -
Destination Signaling Groups &
-
Media Quality of Service
Audio/Fax Stream Mode DSP Quality Metrics Mumber of Calls 10
Video/Application Stream Mode  Disabled Quality Metrics Time Before Retry 10
Media Transcoding Enabled Min. ASR Threshold 0
Media List Mone Enable Max. R/T Delay Enabled
Max. R/T Delay 65535
Enable Max. Jitter  Enabled
Max. Jitter 3000

Figure 15: Call Routing Table

Copyright © 2014, Sonus and/or its affiliates. All rights reserved.
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3.3.3.3 Transformation Table

Transformation Tables facilitate the conversion of names, numbers and other fields when routing a call. They
can, for example, convert a public PSTN number into a private extension number, or into a SIP address (URI).
Every entry in a Call Routing Table requires a Transformation Table, and they are selected from there. In
addition, Transformation tables will be configurable as a reusable pool that Action Sets can reference.

Description  Match 10 digits to Genesys
Admin State  Enabled
Match Type Optional

Input Field QOutput Field
Type Called Address/Number Type Called Address/Number
Value 2086040d{4h Value 2086041

Figure 16: Transformation Table matching Genesys extensions

Description
Admin State  Enabled
Match Type  Mandatory

Input Field Output Field
Type Called Address/Number Type Called Address/NMumber
Value (M Value A1

Figure 17: Transformation Table matching all
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3.3.3.4 SIP Server Table

SIP Server Tables contain information about the SIP devices connected to the Sonus SBC 1000/2000. The
entries in the tables provide information about the IP Addresses, ports, and protocols used to communicate
with each server. The Table Entries also contain links to counters that are useful for troubleshooting.

Server Host Transport

Server Lookup  IP/FQDN Monitor  Mone

Priority 1
Host  0.0.0.0
Part 5060

Protocol  UDP

Remote Authorization and Contacts

Remote Authorization Table  Authorization Genesys

Contact Registrant Table  Mone

Figure 18: SIP Server Table

3.4 Internal Side SBC configuration

3.4.1 Node Interface Ports

The Sonus SBC 1000 allows you to configure the Identification information, Physical Data Layer, and
Networking Layer for the Ethernet ports. If you want to change the IP Address, you must configure the
associated Logical Interface or use the Modify Ethernet IP task found under the Tasks tab.

Below are the settings for the Ethernet connection between the Sonus SBC 1000 and trunks acting as
Internal.
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3.4.1.1

Node Ports

Identification/ Status

Brimary Key 4
Port I Ethernet 1
Hardware Type Ethernet
I/F Index 22
Port Alias
Description
Admin State  Enabled
Operational Status  Up

Tagged VLANS

Networking
ACLIn  None
ACL Forward Mone
Frame Type All
Default Untagged VLAN  Ethernet 1 VLAN

Up/Down Since

System Startup

Physical/Data Layer

Configured Speed  Auto
MNegotiated Speed 1000 Mbps
Configured Duplexity Auto

Spanning Tree

MSTP State  Disabled
Protocol BPDU Wersion Rx None
Protocol BPDU VWersion Tx  MSTP

Megotiated Duplexity  Full

Figure 19: Internal Node Interface Port

3.4.1.2

Node Interfaces

Identification/ Status
Interface Name Ethernet 1 1P
I/F Index 2
Alias
Description
Admin State  Enabled
Networking

MAC Address  00:10:23:e0:01:47
IP Address 10.35.177.226
IP MNetmask  255.255.255.192
IP Assign Method  Static

ACLIn MNone
ACL Out  Mone
ACL Forward  MNone

Primary Address 10.35.177.226
Primary Metmask  255.255.255.192

Secondary Address

Secondary Netmask

Configure Secondary Interface  Disabled

Figure 20: Internal Node Logical Interfaces

Copyright © 2014, Sonus and/or its affiliates. All rights reserved.
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3.4.2 Signaling Group

Signaling groups allow telephony channels to be grouped together for the purposes of routing and shared

configuration. They are the entity to which calls are routed, as well as the location from which Call

Routes are selected. They are also the location from which Tone Tables and Action Sets are selected. In

the case of SIP, they specify protocol settings and link to server, media and mapping tables.

Description  To/From Genesys

Admin State  Enabled

Service Status  Up

SIP Channels and Routing

Action Set Table

Call Routing Table

No. of Channels

SIP Profile

SIP Mode

Agent Type

SIP Server Table

Load Balancing

Channel Hunting

Notify Lync CAC Profile
Challenge Request
Authorization Realm
Local/Pass-thru Auth Table
Nonce Expiry

Monce Lifetime

Outbound Proxy

Outbound Proxy Port

Mo Channel Available Override

Call Setup Response Timer

None

Calls From Genesys

60

Default SIP Profile

Basic Call

Back-to-Back User Agent
SIP Trunk to/From Genesys
Round Robin

Most Idle

Disable

Enable

genesys
genesys_incoming
Limited

60

5060
34: No Circuit/Channel Available
255

Media Information

Audio/Fax Stream Proxy Mode Enabled
Audio/Fax Stream DSP Mode Enabled
Video/Application Stream Proxy Mode Disabled
Media List ID  Default Media List
Play Ringback Auto
Tone Table Default Tone Table
Early 183 Disable
Music on Hold  Disabled

Mapping Tables

SIP To Q.850 Override Table Default (RFC4497)
Q.850 To SIP Override Table Default (RFC4497)
Pass-thru Peer SIP Response Code  Enable

SIP IP Details

NAT Traversal MNone
Signaling/Media Source TP Auto
Signaling DSCP 40

Listen Ports Federated IP/IFQDN
Port ”u...h..-..l "'nlzn-nﬂ-"! IP/FQDN |
5060 uop /A 10.35.176.111 255.255.255.255
5060 TCP /A
Message Manipulation Enabled
Inbound M Outhound M ;
Change sendrecy to inactive - -

Message Table List

Message Table List

Figure 21: Signaling Group
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3.4.3 Call Routing Table

Call Routing allows calls to be carried between signalling groups, thus allowing calls to be carried between ports,
and between protocols (like ISDN to SIP). Routes are defined by Call Routing Tables, which allow for flexible
configuration of which calls are carried, and how they are translated. These tables are one of the central
connection points of the system, linking Transformation Tables, Message translations, Cause Code Reroute,
Tables, Media Lists and the three types of Signaling Groups (ISDN, SIP and CAS).

3.4.3.1  SIP Call Routing Table to PSTN

Route Details

Description
Admin State  Enabled
Route Priority 1
Call Priority  Mormal

Mumber/Mame Transformation Table Passthrough Untouched

Destination Information

Destination Type  MNormal
Message Translation Table Mone
Cause Code Reroutes MNone
Cancel Others upon Forwarding  Disabled
Fork Call Ne

(SIP) PSTM-Ext-DN1

Destination Signaling Groups =

Media Quality of Service
Audio/Fax Stream Mode DSP Quality Metrics Number of Calls 10
Video/Application Stream Mode  Disabled Quality Metrics Time Before Retry 10
Media Transcoding  Enabled Min. ASR Threshold 0
Media List  Mone Enable Max. R/T Delay Enabled

Max. R/T Delay 65535
Enable Max. Jitter  Enabled
Max. Jitter 3000

Figure 22: SIP Call Routing Table To PSTN
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3.4.3.2 Call Routing Table To RDN

Route Details

Description
Admin State  Enabled
Route Priority 1
Call Priority  Normal

Mumber/Mame Transformation Table To-Genesys-RDN

Destination Information

Destination Type  MNormal
Message Translation Table Mone
Cause Code Reroutes MNone
Cancel Others upon Forwarding  Disabled
Fork Call Mo

[SIP) Genesys-RDN

Destination Signaling Groups *

Media Quality of Service
Audio/Fax Stream Mode  DSP Quality Metrics Number of Calls 10
Video/Application Stream Mode  Disabled Quality Metrics Time Before Retry 10
Media Transcoding  Enabled Min. ASR Threshold 0
Media List  MNone Enable Max. R/T Delay Enabled

Max. R/T Delay 65535
Enable Max. Jitter  Enabled
Max. Jitter 3000

Figure 23: ISDN Call Routing Table To/From PSTN

3.4.4 Transformation Table

Transformation Tables facilitate the conversion of names, numbers and other fields when routing a call. They
can, for example, convert a public PSTN number into a private extension number, or into a SIP address (URI).
Every entry in a Call Routing Table requires a Transformation Table, and they are selected from there. In
addition, Transformation tables will be configurable as a reusable pool that Action Sets can reference.
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3.4.4.1 Passthrough Untouched
Description
Admin State  Emabled
Match Type Mandatory

Type

Value

Input Field

Called Address/Mumber
"

Type

Value

Output Field

Called Address/Number
AV E

3.44.2

Description

Admin State
Match Type

Figure 24: Transformation Table to match all

To Remote DN

Enabled
Optional

Type

Value

Input Field

Called Address/MNumber
207e040d{4})

Type

Value

Output Field

Called Address/Number
20760401

Figure 25: Transformation Table to Remote DN
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3.4.5 Local/Pass-thru Auth Table

Local Pass-through Tables contain entries with information about SIP endpoints, The Sonus SBC

1000/2000 uses this information to challenge SIP request messages such as REGISTER. It is used in the
SIP Signaling Group when the Challenge Request is enabled.

Type of Address of

Address of Record URI

Authorization Parameters

Record Lo

Authentication

sip:2221234567@10.35.177.226:5060

User Mame  genesys

Password Setting  Use Current

Figure 26: Local/Pass-thru table

3.4.6 SIP Server Table

SIP Server Tables contain information about the SIP devices connected to the Sonus SBC 1000/2000. The
entries in the tables provide information about the IP Addresses, ports, and protocols used to communicate
with each server. The Table Entries also contain links to counters that are useful for troubleshooting.

Server Lookup
Priority

Host

Port

Protocol

Server Host

IP/FQDN

1
10.35.176.111
5060

UDP

Transport

Manitor  Mone

Remote Authorization and Contacts

Remote Authorization Table  Authorization Genesys

Contact Registrant Table Mone

Figure 3: SIP Server Table
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3.4.7 Remote Authorization Table

Remote Authorization Tables and their entries contain information used to respond to request message
challenges by an upstream server. The Remote Authorization tables defined in this page appear as options
in the Remote Authorization and Contacts Panel for SIP Servers.

Realm
Authentication ID
Password Setting

From URI User Match
Match Regex

SIPSwitchl
genesys
Use Current
Regex

"

Figure 28: Remote Authorization Table
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4 Genesys configuration

This section provides the configuration required for the Genesys components.

4.1 Accessing Genesys Tools and Interfaces

1. Genesys is configured using several different tools and interfaces. The tools and interfaces used in this
document are shown below to include their location and method of access.

To access these items, a Remote Desktop Connection (RDC) to the Genesys server is required. The
username, password, and IP address of the system to be accessed should be provided by the person(s)
installing the Genesys system.

2. Once logged onto the Genesys system, click the Start button and look for the installed applications shown
below. If the applications are not visible on the Start Menu, find them using
the search box just above the Start button.

l MNotepad »

- |

Start Solution Cantral Interface The Solution Control Interface can be used to start/stop the various
applications as well as identify the configuration of each application.
Start Configuration Manager

L s
WinSCP 3
= The Configuration Manager is a tool that is used to configure and verify the
@ Start Interaction Routing Designer many settings on the different applications.
Command Prompt
: g S A The Interaction Routing Designer is used to create and configure Route

Points and strategies.
I: Start Genesys Deplayment Agent

Use Internet Explorer (not shown in the startup menu) to access the
Genesys Administrator. The URI should be available from those who
installed the platform.

L4 All Programs

It is important to know that certain steps can be performed using multiple

|Isearch programs and fes ¥J  tools. For example, starting or stopping an application can be performed in
- I e the Genesys Administrator as well as the Solution Control Interface.
e B 7 21

3. Below is a snapshot of the Solution Control Interface. In this application, click View, top left, to gain access
to the area of interest. Click Applications and expand the folders of interest. In this example, SIPServer1
properties are displayed. Clicking the various links will display the appropriate property windows. You can
Start/Stop/GracefulStop any application from within this tool.
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| Solution Control Interface - SCS [mohawk-¥m1:2050] - Not connected to DB Server

iFi\a Action View Help

[|=[@ & @l @R [EE] N6

Centralized Log

Alarm Conditions:
2
Yo
Sciipts
a
-
Alarm History
(i
—2

Audit

(] rattle-vm1:2020 [default]
(] Active Alarms

-] Solutions

(] Seripts

[ Alarm Conditions

-] Hosts

=1+ Applications

(] Client Apps

(2] Framewark

2] GvP

=17 GY¥P_MCP_Groupl_LRG
B2 MOP_sroupt

-] G¥P_Unassigned

i (] Resources

A

=] Routing
&y statServerl
r StatServer2
-39 URS1
&7 URS2
-] Centralized Log
-] Alarm Histary
(] Awdit

| Host

[ status Mode Type Version
SIPServerl Started PRIMARY T-Server 81,100,958
SIPServer2 Stopped T-Server &.1.100.98

rattlz-vml
mohawk-vml

13 sIPServert

l(_;ene ral ptions
Start Info " J
E - log-filter-data

{Options
BTV |<key-name> |
Clens ~ log-filter
lAlarm Conditions (defauitfitertype copy
-Log
& Open \verbnse \II
[ Sstop all loptigenesys/logs/SIP Server/SIP Server
[ Graceful Stop ‘segment [10MB
4N Configure Logs ‘E’(Pim ‘10
- link-control
[restart-cleanup-limit o
‘reslan—cleanup—dly ‘0

lrsins rlnmrian [aton

Figure 4: Solution Control Interface

The Configuration Manager is used to configure the platform and its applications. Once opened, click
Applications/Media (it's possible that your SIP Server is in a different folder under Applications) and the
upper left pane will display both SIP Servers. Double-click SIPServer1 and a dialog box will open. To view
all options for this server, click the Options tab, and then click the TServer section.
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F configuration Manager - default default (default), Server rattle-vml v. 8.1.300.14 on port 2020

[Erea— I3 8 OERXE-D-&E-|P2]0
Conbents of “IConfigunation/Environment 12 policationsksci’
MName  * Type Werghon Server

Frias back bars S Erer bet busre ¥ Ercer te T Ererte.
!gml ] T-Server 8.1.100.98 Trups
T-Sarver 8.1.100.598 Trues

% sipserverl [rattle-vm1:2020] Properties

7y Framewor

GYF
) Routing

B D) GVP_MCP_Groupl LRG

B I GYP_Unassigred
) Solutions % aperi-reservalion
() Sweching Offices s backug-syne
[+ ﬁ Resources s call-chsanup
T estroutes
L e
s ink-conirol
L]
Log
% log-filter

=5

Figure 5: Configuration Manager

Note that there are many option parameters. Type the name of the option in the filter and it will filter in real
time. Some options can be set at both Application and Switch/DN levels. The option setting at the DN level
takes precedence over the Application-level setting. See the Genesys SIP Server Deployment Guide for
details.

¥ sipserverl [rattle-vmi1:2020] Properties

General | Swiches | ServerInfo | StartInfo | Corections Options | Annex | Secusiy | Dependency |
F —

(% T5erver ) DX (EBe %
T — Vahie -

E ity 1t b ] SLE rhes te hiseed ?_I

b dccepl-drrtype sextension +postion +acdquee soutedn Wiunk sioutequens”

Tbs acwinide foica teady e

s alter-rouling-timeout "0

s agent-enmurlogivorcal “false”

s agent-group

‘2t agentlogout-orumeg alse®

‘bs agentlogout-ieassos “Talse™

s 3gent-no-snswer-ovelllow

b agentnoanswardimeout 15"

St agent-coly-piivate-calls alse"

:m agent-sinct-id Yalse"

Figure 6: SIP Server Properties

The Interaction Routing Designer is a tool used to create Route Points and/or Strategies. Access the
Strategies by clicking “Routing Design” in the upper left and then select Strategies. Double-clicking any
strategy will bring up a second window (not shown here). This second window is where Strategies can be
created and modified.
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6.

;':s Interaction Routing Designer 8.1.300.22 - Server rattle-ym1l on port 2020

File | Edit “iew Tools Help

| = ||Fh:suurces j| 0O I =
——i"Ix :
Strategies

Tame ~ | Description Ready Loaded Arcess Trace Lc

il

=] Scripts RHD
----- announ_route_to_agent_w2 W ® RHD
----- anhoun_route_to_external_number_w2 H ] RHD
----- o¢ Prompt_For_Digits [ RHD
----- ¢ route_to_agent % ¥ RHD
----- o raute_to_agent_with_greeting % RHD
----- o route_to_external " RHD
a b RHD
----- zelection_by_dtmf_w2 W ® RHD

Location file: C:YGenesys\ GCTHIRD route_to_external_number w2 .rbn
Biwtecode: ansi

wersion of IRD: 8,1,300,22

rreatad 111217014 115731 40 ho defanlk

Figure 7: Interaction Routing Designer

Access the Genesys Administrator with a web browser. Contact the administrator or person(s) who
performed the install of the system to determine the URL. Once opened, click the Provisioning tab and
under the Navigation area click Switching. Under Switching, click Switches to display the names of the

Switch objects.
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< Genesys Genesys Administrator

m@ SEREOVHERT SEERETONS _

PROVISIONING > Switching > Switches

Navigation “  Switches
| = Search + v || MNew ... Mew Folder (57 Edit ... [f5 Remove ... Change state |7} Move to
= *®
|- Environment & Name | Switch Type
4$5witching =|| | T | Filter Filter
IE DN Groups View: =] Root = [ Switches
SIPSwitch1 SIP Switch
[} Places

[} Place Groups
[zl Switching Offices
[ IVRs
Figure 8: Genesys Administrator - Switches
Double-click the switch name and then click the DNs tab. The DNs for your SIP Switch will be shown. Each

folder can be double-clicked to access the contents. Underlined are the bread crumbs for navigation.
Circled is the icon area to add new DNs or delete existing ones.

< Genesys Genesys Administrator

Bl oo e e

PROVISIONING > Switching > Switches > SIPSwitchl

Navigation « SIPSwitchl - \Switches),
[y} Search +| | 3¢ Cancel [l Save & Close [l Save [l Save & New Laﬂdoad
[ 3} Environment + Configuration |' Options |,' Permissions _=| Dependencies '|_ Agent Logins E DNs J
|3} Switching = CJi | Mew ... 2 New Folder &7 Edit ... ﬁi‘g@dﬁngem [72Move to
E DN Groups Number - Type State
[ Places T | Fitter Filter Filter
[ Place Groups View: [=]| SIPSwitch1 > (7] DNs
[ Switching Offices I CialPlans Enabled
ICZ) Extensions Enabled
[} Switches
IC2) GVP Extensions Enabled
[} IVRs ) RoutePoints Enabled
I Trunks Enabled

Figure 9: Genesys Administrator - DNs
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4.2 Creating SIP Switch in Genesys Administrator

1. Within Genesys Administrator, create Switching Office —> SIPServer Switching Office.

~—

@GENESYS Genesys Adm]nlerOTOr Tenant: | Environment P New Window | Logout | 40b

el "0 il Rt __

LOVISIONING > Smbd’1|ng > Smh:hlng Offices > SIPserver

lavigation .<£____.smseruer \Switching Offices\

2 Search 3-F__ 3 cancel H H H Save & New EReload

2 Environment 5.‘!'1; Jr Configuration H Options " Permissions “ Diependendies

= Switching [=I]]

3} DN Groups * Name: SIPserver

"= Places * Switch Type: ¥

Place Groups

! p

"3 Switching Offices
3 Switches

3 VRs

State: Enabled

5 RoutingfeServices
5 Deskiop

# Aomun.;s
;.Voioe Platform

1E9) (€3] [E3[E3) €3]

= Outbound Contact

Figure 10: Genesys Administrator - Creating SIP Switch

2. Within Genesys Administrator, create a SIP Server Switch and associate the Switching Office created in the
previous step with this switch.
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= Genesys

Genesys Administrator

New Window | Log out | v | @ ~

e —

Switches > SIPSwitchl

PROVISIONING > Switching >
Navigation

' Search

_p Environment

= Switching

[3) DN Groups

[} Places

(3 Place Groups

[ Switching Offices

(3 Switches

3 IVRs

o Routing/eServices
' Desktop

) Accounts

o Voice Platform

= Outbound Contact

<«

&

)

+] 1] |+ | [+]| [+

] STPSwitch1 - \Switches),
3 Cancel (= Il save (el save & New | ZReload

Configuration Options Permissions Dependencies Agent Logins DNs

| * General

* Name: |

* Switching Office:

* Switch Type:

T-Server: SIPServerl
DN Range:

State: Enabled

| Access Codes

Figure 11: Genesys Administrator - SIP Switch Association

General Access Codes

3. Under the SIPSwitch created in the above step, define Routing Points to run URS strategies from, the SIP
trunk representing connection of SIP Server to Sonus, and a “msml” VoIP service DN required to integrate
SIP Server with Media Server to support call hold and conferencing functionalities.
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= Genesys

Genesys Administrator

New Window | Log out = &b v | [

PROVISIONING > Switching > Switches » SIPSwitchl

Navigation

o Search

5 Environment

@ Switching

{5 DN Groups

[} Places

[ Place Groups
[ Switching Offices
() Switches

3 MRs

= Routing/eServices
« Deskiop

= Accounts

o Vaice Platform

) Outbound Contact

View:

13

3
3
4
4
3

101
1012
1013
1014
1015
8000

Figure 12: Genesys Administrator - Define Routing Points

«|| | () SIPSwitch1 - \Switches\

= SIPSwitch! = [DHs = [ RoutePoints

Routing Point
Routing Point
Routing Point
Routing Point
Routing Point
Routing Point

Pageft of1| b k| | @

Mave to

+| | 3 cancel (=] el lel Save &hew | Reload
Configuration Options Permissions Dependencies
= ¥ [T]MNew .. (% New Folder &7 ? o Change state (73
Number Type
T | Filter Filter

Agent Logins

DNs

State
Filter

Enabled
Enabled
Enabled
Enabled
Enabled
Enabled

Displaying objects 1 - 6 of 6

Subsequent steps of this section (see Step #8) provide additional details required to configure these DNs.

4. Define DNs of type Extension under SIPSwitch with the following options in the TServer section for various
SIP end points that will register to SIP Server.

use-contact-as-dn=true — Specifies whether SIP Server will use the username of the Contact header

as ThisDN.

contact=" — Specifies the contact address of the extension DN to which SIP Server should send the
SIP call. Here the Contact option value is the IP address of the internal interface of Sonus through

which the SIP REGISTER message was received by SIP Server.

cpn=<2086041001> — SIP Server uses the value of this option as the user part of the SIP URI in the
From header of the INVITE message that it sends from this DN to the destination DN. Since this option

is used to provide customized caller-ID information to the destination, this option must be configured in

the originating DN.

sip-cti-control=talk,hold — The SIP method NOTIFY (event talk) or NOTIFY (event hold) is used to

request the end point to answer or place a call on hold, respectively.
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| 1001 - \Switches\SIPSwitch1\DNs\Extensions\

X Cancel (=l A izl Save & New
Configuration Options Permissions Dependencies
i | Mew |iggDelete 2 Export 3 Import View: Advanced View (Annex) *
Mame « Section Option Yalue
T | Filter Filter Filter Filter

= TServer (4 Ttems)

TServer/contact TServer contact *
TServericpn TServer cpn 2086041001
Toervensip-cli-control TServer sip-cti-control talk, hold
TServer/use-contact-as-dn TServer use-contact-as-dn true

Figure 13: Genesys Administrator - Extension Options

5. Define a SIP trunk DN to represent all SIP calls arriving from the Sonus NBS internal interface to SIP
Server. Configure the following options under the TServer section of the Trunk DNs.

Trunk DN:

e contact=<10.35.141.52:5060> — IP address and TCP/UDP port number of the SIP Signaling Port of the
Sonus SBC 5000 configured for Genesys. The SIP Signaling Port IP address is used by SIP Server to
route or receive calls from test phones through this interface.

e cpd-capability=mediaserver — Specifies whether SIP Server will use the username of the Contact
header as ThisDN.

¢ dial-plan=DialPlaninbound — Specifies which dial-plan DN will be applied to calls

e prefix=<214340> — (NPANXX) Specifies the contact address of the extension DN to which SIP Server
should send the SIP call. Here the Contact option value is the IP address of the SIP Signaling Port of
the Sonus SBC 1000/2000 through which the SIP REGISTER message was received by SIP Server.

36 of 56
Copyright © 2014, Sonus and/or its affiliates. All rights reserved.



| Bock-SBC-Priv - \Switches\SIPSwitchl\DNs\Trunks)

|3 Cam:el'ﬂ Save & Close H Save .ﬂ Save & Mew

Configuration Options

i|New i3 Delete % Export _; Import
Name « Section
T | Filter Filter

= Tserver (7 Items)

TServer/contact TServer
TServericpd-capability TServer
TServeridial-plan Toerver
TServer/prefix TServer

Permissions

Dependencies

View: Advanced View [Annex) w
Cption Yalue
Filter Filter
contact 10.35.144.52:5060
cpd-capability mediasenser
dial-plan DialPlaninbound
prefix 214340

Figure 14: Genesys Administrator - SIP Trunk Options

Defining a MSML voice over IP service DN with the following options in the TServer section:

e contact-list=<IP Address:Port> — SIP IP address and listening port for Resource Manager.

e oos-check=15 — Specifies how often (in seconds) SIP Server checks a device for out-of-service status.

e oos-force=20 — Specifies the time interval (in seconds) that SIP Server waits before placing a device

that does not respond in out-of-service state when the oos-check option is enabled.

. refix=msml= — Required for conference and monitoring services only.
y

e service-type=msml — Specifies the configured SIP device type or service.

¢ subscription-id=Resources — Specifies the type of subscription ID.
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| MediaServer - \Switches\SIPSwitchl\DNs\ Trunks)

M Cancel &= ' | |l Save & New
Configuration Options Permissions Dependencies
i | Mew |13 Delete i Export 3 Import View: Advanced View (Annex)
Name « Section Option Value
T | Filter Filter Filter Filter

= TServer (6 Items)

TServer'contact-list TServer contact-list 10.35.176.112:5060, 10.3...
TSemver/oos-check TServer oos-check 13

TServer/oos-force TServer oos-force 20

TServer'prefix TServer prefix msml=
TServerservice-type TServer service-type m=ml
TServersubscription-id TServer subscription-id Resources

Figure 15: Genesys Administrator - Define MSML

Verify GVP_RM Pair settings:

e prefix=msmi= - Required for conference and monitoring services only.

¢ refer-enabled=false — Specifies the configured SIP device type or service.

¢ ring-tone-on-make-call=false — Affects the TMakeCall request when using the re-INVITE procedure.
When the ring-tone-on-make-call option is set to false, there is no ring tone.

¢ make-call-rfc3725-flow=1 — Setting this option to 1 instructs SIP Server to use the 3pcc call flow as
defined in the RFC 3725.
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| GVP_RMPair - \Switches\SIPSwitchl\DNs\Trunks\

¥ Cancel |5 il =l save & New
Configuration Options Permissions Dependencies
i | Mew |i3¢ Delete 2 Export 3Impurt View: Advanced View (Annex) L
MName = Section Option Walue
T || Filter Filter Filter Filter

= TServer (9 Items)

TServer'contact-list TServer contact-list 10.35.176.112:5060, 10.35....
TServer/make-call-rfic3725-flow TServer make-call-fc3v2s-... 1

TServer/oos-check TServer oos-check 15

TServer/oos-force TServer oos-force 20

TServer/prefix TServer prefix msml=

TServer/refer-enabled TServer refer-enabled false
TServerfring-tone-on-make-call TServer ring-tone-on-make... false

TServer/service-type TServer service-type msml

TServer'subscription-id TServer subscription-id Resources

Figure 16: Genesys Administrator - GVP_RM Pair Settings

8. Create DNs of type Routing Point in the SIPSwitch which should match the Request URI user part. In this
instance it was extensions 1011-1015.
| 1011 - \Switches\SIPSwitch1\DNs\RoutePoints),
3¢ cancel =l - | |l 5ave & New
Configuration Options Permissions Dependencies
General Advanced Routing & Orchestration Cost Based Routing Default DNs
| * general h
* Number:
* Type: ¥
* Switch:
Association:
* Register: True ¥
State: Enabled <
| * Advanced
Alias: 1011_SIPSwitchl
* Route Type: Default i
Group: [Unknown Group] P
Use Override: True -
Override:
DN Login ID:
* Switch-specific Type: 1
* Trunks: ]
v
Figure 17: Genesys Administrator - Create DN of Type Routing Point
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4 | Routing & Orchestration

Orchestration Application: y o
i ies: = P |
Routing Strategies [l add . sEdit i3 Remove
Routing Strategy - Router
route_fo_agent URS1
route_fo_agent URS2

- | Cost Based Routing

Figure 18: Genesys Administrator - Routing Strategies

9. SIP Server must have Full Control permission for the DN objects under the SIP Server Switch, in order to
update various configuration objects under it, such as the Extension DNs.

By default, it does not have this permission. You must grant “Full Control” permission for the System
account for the all DNs on the corresponding switch. It is done for all DNs at once by changing the
permissions for the system account on the DN folder in the switch object. Or, you can start SIP Server
under another account that has change permission on the necessary DNs.

With this full control access, the SIP Server Switch grants DNs like Extension to update their options like
“contact” when a new SIP register message is received from end points moving to a new IP location.

4.3 SIP Server Configuration in Genesys Administrator

Follow these steps to configure SIP Server to monitor SIP Server Switch resources, such as SIP extensions/SIP
end points registered to SIP Server. SIP Server also monitors various route points and notifies URS whenever
the call arrives on the Route Point.

1. Install and configure SIP Server as per Genesys Framework SIP Server Deployment Guide.

2. Add a connection to the SIP Server Switch created above, to monitor all the resources under this switch:
Genesys Administrator-> Provisioning->Environment->Applications->SIP Server Application.

Also, SIP Server should add a connection to the tenant.
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< Genesys Genesys Administrator

New Window | Logout | &8+ | (@ =

s ——

PROVISIONING > Environment > Applications > SIPServerl

Navigation «|| | [] SIPServerl... - Started - Primary - \Applications\Media\

| Search +| | ¢ Cancel [ Save & Close | Save [l Save & New | 3 Reload | [s3 Uninstall
|z Environment ~!||| configuration | options Permissions
[} Alarm Conditions ~

[ Scripts ~]* General

[ Application Templates
[} Applications

[ Hosts

[} Solutions

[ Time Zones

~|* Server Info
~| * Network Security

4| T-Server Info

Tenant: Resources
[ Business Units/Sites
[ Tenants
@ Table Access Points
[ Formats

[ Fields
[ Switching

Switches: Add <3 Edit [ig¢ Remove

Name ~ Suitch Type
SIPSwitch1 SIP Svitch

[ o Routing/eServices
o3 Desktop
[ o Accounts

Ly Woice Platform
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Figure 19: Genesys Administrator - SIP Server Tenant

3. Add a connection to Message Server.

= Genesys

Genesys Administrator

New Window | Logout | &~ | (@ +

e e —
licati > 1

PROVISIONING > =
Navigation « E‘ SIPServerl... - Started - Primary - \Applications\Media\
[ Search +11| 3 cancel [l Save & Close [l Save [l Save & New | [ZiReload | (G Uninstall
| Environment i Configuration Options Permissions Dependencies Alarms
@ Alarm Conditions ~
3 Scripts «|* General
[ Application Templates * Name: SIPServerl
[5} Applications * application Template: | TServer SIPPremise 811
[ Hosts. * Type:
[ Selutions Version:
[} Time Zones Server: 7
[ Business Units/Sites State: Enabled
[} Tenants Connections: ) Add <Z3Edit [ R
[} Table Access Points -
Server + Connection Protocol Local Timeout

[} Formats G MessageServer! addp 80
[3 Fields
[y} Switching d ~|* Server Info
|y Routing/eServices +

-|* i
[y Decktnn = Network Security
|.eg) Accounts v | T-Server Info
| gl Voice Platform +
|3} Outbound Contact +

ctart [ stop [ Graceful Stop

Logs

General Server Info Metwork Security T-Server Info

Remote Timeout Trace Mode

90 Trace Is Tumed Off

Figure 20: Genesys Administrator - Add Connection to Message Server

4. Configure the following options in the TServer section in the SIP Server Application object using Genesys

Administrator or Configuration Manager:
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e sip-enable-moh=true — Enables music on hold.

e msml-support: true — This option and sip-enable-moh (above) allow SIP Server to integrated with
Genesys Media server to provide msml/momi-based media services.

e map-sip-errors=false — Genesys Universal Router makes the routing decision for the SIP Server-
based solution. If a call fails to route properly, the SIP Server generates an appropriate T-Library error
message to inform the router. With this new parameter, SIP Server can now propagate SIP error
messages to the router. Setting map-sip-errors=false triggers this functionality in SIP Server.

¢ internal-registrar-persistent=true — Enables SIP Server to update the DN attribute contact in the
configuration database. When an endpoint registers, SIP Server takes the contact information from the
REGISTER request and updates or creates a key called contact in the Annex tab of the corresponding
DN.

¢ sip-dtmf-send-rtp=true — In order to support DTMF tone generation on behalf of a 3pcc-based SIP
end point application such as Interaction Workspace SIP end point. When this option is set to true, SIP
Server requests Media server to generate RFC 2833 DTMF tones on behalf of the end point.

e after-routing-timeout — Set to 10 seconds. If SIP Server does not get a response on routing a call to
SIP agent/Extension DN, it will attempt to route the call to another DN (or default-dn) on expiration of
this timer. You must set this timer to be less than the parameter rq-expire-tmout value of 32000 (32

seconds).

5. SIP Server is able to start properly with the proper FlexLM license installed.

4.4 Genesys Media Server Deployment

Follow these steps to configure a Media Server deployment.

1. Media Server platform consists of Resource Manager and Media Control Platform applications in the
Genesys Voice Platform product suite. To deploy, Media Control Platform and optionally a Resource
Manager are required to be installed. When installed, Resource Manager serves as the ingress point to
Media services and provides a MCP resource as a media service to the network/calling side.

2. Install and configure MCP (Media control Platform) using the Genesys Media Server Deployment Guide.

3. Within the MCP application’s Connections tab, add connections to SNMP Master Agent, Message Server,
and Reporting Server (optional).

The connections to applications are added for the following reasons:
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Message Server - To ensure that component log information reaches the Log database and can be viewed
in the Solution Control Interface (SCI)

Reporting Server - (Optional) To ensure that these components detect the Reporting Server to which they
are sending reporting data.

SNMP Master Agent - To ensure that alarm and trap information is captured.

Verify VoIP service DN of type=msml as specified in section 4.2, Creating SIP Switch in Genesys
Administrator to support SIP Server-Media Server MSML interactions to support treatments and
conferencing capabilities.

To play music on hold (MOH) and music treatments, verify the following options are set in MCP and SIP
Server:

MCP->msml-> play.basepath = file://$InstallationRoot$ (this is the installation folder of Media Server. After
this is, it will automatically look for the music sub folder).

“MOH” and music treatments are located in the “music” folder.

The ‘announcement” folder should contain ‘prompt’ files with proper IDs to support. Used in the URS
Routing Strategies as mentioned in chapter 4.7.

SIP Server->TServer->msml-support=true

Install and configure Resource Manager as per Genesys Media Server Deployment Guide.

Note: If SIP Server and Resource Manager are on the same machine and within the Resource Manager
application, then the default SIP listening port number should be increased by 100 so the Resource
Manager listening port is set to 5160 and the SIP Server application listens on port 5060. Make the
necessary port changes within Resource Manager’s sip, proxy, register, subscription, and monitor sections.

Within the Resource Manager application’s Connections tab, add connections to SNMP Master Agent,
Message Server, and Reporting Server (optional).

The connections to applications are added for the following reasons:

Message Server - To ensure that component log information reaches the Log database and can be viewed
in the Solution Control Interface (SCI).

Reporting Server - To ensure that these components detect the Reporting Server to which they are sending
reporting data. (Optional).

SNMP Master Agent - To ensure that alarm and trap information is captured.

Within the Integrating Media Control Platform with the Resource Manager, click the Media Control
Platform Application object. The Configuration tab appears.

Click the Options tab, and use the View drop-down list to select Show options in groups...
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Select sip to find the routeset option.

In the Value field, type the following:

<sip:IP_RM:SIPPort_RM;lr>

Where IP_RM is the IP address of the Resource Manager, and SIPPort_RM is the SIP port of the Resource
Manager—typically, 5060.

Note: You must include the angle brackets in the Value field in the sip.routeset and sip.securerouteset
parameters.

In the Value field of the securerouteset option, type the following:

<sip:IP_RM:SIPSecurePort_RM;lr>

9. (G.729 media codec is not configured by default as a supported codec or as a codec that can be
transcoded. This support can be enabled by adding “g729” as one of the values to the mpc.codec and
mpc.transcoders space separated list. The G.729 media codec was not provisioned in this Genesys
deployment and is only mentioned here for completeness.

Example:

mpc.transcoders=PCM GSM G726 G729
mpc.codec=g729 pcmu pcma g726 gsm h263 h263-1998 h264 telephone-event

10.

Alternately Media Server (specifically MCP component) can be configured to respond a multiple codec offer
request with a single codec response. This feature support is available starting with MCP 8.1.4 release.

This setting can be enabled by setting mpc.answerwithonecodec=1 (Default=0 — MCP responds to
multiple codec offer with a multiple codec response list).

This step is optional and is only required if multiple media control platform (MCP) instances are deployed
and need to be controlled by Resource Manager for load balancing.

Log in to Genesys Administrator.

On the Provisioning tab, click Voice Platform > Resource Groups.

On the Details pane tool bar, click New.

The Resource Group Wizard opens to the Welcome page.

On the Resource Manager Selection page, add the Resource Manager Application object for which you

want to create the group. On the Group Name and Type page: enter MCPGroup or any custom name

without spaces. Select type as Media Control Platform.

On the Tenant Assignments page, add the child tenant to which the Resource Group will be assigned.
o Note: -The above bullet item is required only if you are creating the Resource Group in a multi-

tenant environment.
On the Group Properties page, enter the information as specified below for the Resource Group that
you are configuring.

o Monitoring Method: Retain the default value: SIP OPTIONS.
o Load Balance Scheme: Select round-robin.
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o Port Usage Type: Select in-and-out.
o Maximum Conference Size: Enter -1.

o Maximum Conference Count: Leave blank.

Note: For the Media Control Platform group, the Max.Conference Size and Max.Conference Count, and the
Geo-location options are optional.

For a complete list of resource-group options and their descriptions, refer to the Genesys Voice Platform
User’s Guide.

11. In this step, you create a default IVR Profile that can be used to accept calls other than those specified in
the dialing plans.

Log in to Genesys Administrator.
On the Provisioning tab, select Voice Platform > IVR Profiles.
In the Tasks panel, click Define New IVR Profile. The IVR Profile Wizard opens to the Welcome page.
On the Service Type page, enter the name of the default IVR Profile, IVR_App_Default.
Select either Conference or Announcement from the drop-down list. (Only one service type per IVR
Profile is supported.)
If you selected Conference, on the Service Properties page, enter a conference ID number.
e If you selected Announcement, on the Service Properties page, enter the URL of the announcement,
for example, http://webserver/hello.wav.
e Click Finish.
o Note: When you use the IVR Profile Wizard to create the default profile, the gvp.general and
gvp.service-prerequisites sections are created for you and include the required parameters
e Inthe gvp.general section of the Tenant’s Annex tab, set the default-application to this default IVR
Profile name — IVR_App_Default.

12. This completes installation and configuration of Media Server. Make sure Resource Manager and MCP are
started successfully.

4.5 Stat Server Configuration

This section explains configuration of Stat Server that connects with T-Servers/SIP Servers and maintains
agent and/or extension status which is used by URS during call routing.

1. Install and configure Stat Server as per Genesys Framework Stat Server Deployment Guide.

2. Add connections to SIP Server, Message Server to perform real-time monitoring of the SIP agent status.
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S Genesys Genesys Administrator New Window | Log out | G} ~

Bl ™o e e

PROVISIOMWING > Environment > Applications > StatServerl

Navigation <i_ StatServerl... - Started - Primary - \Applications\Routing\,
[’y Search + | ¥ cancel el Save & Close gl Save [l Save 8 New | [ Reload | [ Uninstall | = start [ stop [} Graceful Stop
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E Scripts | * General
[3) Application Templates * Name: x
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[} Time Zones Server: ] True
[ Business Units/Sites State: Enabled
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@ Formats v MessageServer! addp 60 90 Trace Is Turned Off
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| Desktop & :
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Figure 21: Genesys Administrator - Stat Server Connections

4.6 Universal Routing Configuration in Genesys Administrator

This section explains how to configure a Universal Routing Configuration (URS) to support execution of call
routing on SIP Server.

1. Install and configure Universal Routing Server as per Genesys Universal Routing Deployment Guide.

2. Add connections to Message Server, Stat Server, and SIP Server.
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Figure 22: Genesys Administrator - URS Configuration

|| URS1 - Started - Primary - \Applications\Routing
3¢ Cancel | 52 |l save [ save & New .jﬂehad i3 Uninstall <tart [l stop [ Graceful Stop
= Configuration || options i (b dencies Alarms Logs |
I R o ) General Séwer Info Network Security Advanc

| * General

* Name: URS] b

* Application Template: UR Server 813 52

* Type: v

Version:

Server: 7] T

State: Enabled

Connections: [Eladd £3Edit [Ff Remove
Server » Connection Protocol Local Timeout Remoie Timeout Trace Mode
MessageServerl addp 60 90 Trace Is Turned Off
SIPServert addp 60 90 Trace Is Turned Off
StatServeri addp 80 90 Trace Is Turned Off

Add connection to SIP Server to monitor events received by SIP Server for various route points and
extensions on the SIP Server Switch.

Add connection to Stat Server to query Stat Server for routing calls to available and ready agents.

Use any of the strategies below to test your configuration.

4.7 URS Routing Strategies

This section shows examples of five URS routing strategies used during testing.

4.7 1

Strategy #1 - Route Call to Available Agent

When RP 1011 is invoked, this strategy routes the call to the next available agent. If no agent is available,
it plays MOH until one becomes available.
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— Statistics

 Min — =

& M M arne StatTimelnk eadyS atel

+ hax
— Targets

7% W W ClearTaget  Timeout [3393 =l

Type Name StatServer

1|5kl Testhill == 1 SkatServerl

Figure 23: URS Strategy #1

4.7.2 Strategy #2 - Play Announcement and Route to Available Agent

When RP 1012 is invoked, this strategy plays an announcement and routes the call to the next available
agent. If no agent is available, it plays MOH until an agent becomes available.

Treatments

é’.ﬁ Selection properties

"General Busy |TalgetSelecli0n|

ZF X

[v Use Treatments

Treatmenkt
Flay Announcement

Figure 24: URS Strategy #2
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['LANGUAGE',", MSGID',", MSETRT, ", 10
['MUSTC_DN', 'musicfin_queue','DURAT 110
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‘?.s Selection properties

.Generall Busy  Target Selection I

— Statizticz
= Min R .
Mame StatT imelnFeadyState e
% hax
— Targets
= 3 W Clear Taget Timeout |9395 j Sec
Type Name StatServer
1 |5kl Testskill == 1 Stakgerverl

Figure 25: URS Strategy #2 - Target Selection

4.7.3 Strategy #3 — Play Announcement and Collect Seven Digits

When RP 1013 is invoked, this strategy verifies that any seven digits can be collected and then routed to
an available agent. If no agent is available, it plays MOH until an agent becomes available.

[¥ \wait far Treatmert end

¥ Parameter Yalue

oLl ZZZZZ|E>]Z 1 LANGUAGE
.................... ] B MR DIGITS 7
......................... 3 QBORT_DIGITS
......................... 4 IGNCRE_DIGITS
......................... 5 SACKEPACE DISITE
[ R 3 TERM_DIGITS #

7 RESET_DIGITS
......................... B CLEAR_DIGITS
......................... 5 SRt TIMEGLT
[ R 10 DIGIT_TIMEGLT
......................... T TATAL THEGLT
......................... 12 MSGEID
LTIl 13 MEGTAT

Figure 26: URS Strategy #3
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J& Play announcement and collect digits properties

"Parameters  PROMPT |

7 X

Interruptable i (0] Digits User_Ann_ID Text User_ID
1 v 100z

Figure 27: URS Strategy #3 - Prompt Tab

5.\ selection properties

"General Busy |TargetSeIection|

Treatment:

i [ Use Treatments

Treatment Parameters Timeout
[usic ['MUSIC_DN','musicfin_queue’,'DURATION 10

Figure 28: URS Strategy #3 - Busy Tab

5.\ Selection properties

.Generall Buzy  Target Selection |

r Statistics
" Min — _
Hame StatTimelnR eadyState) i
i+ Max
— Target:
e v Clear Target Tirneot ISSSS 'I Sec
Type Name StatServer
1 |skil TestSkil == 1 StatServerl

Figure 29: URS Strategy #3 - Target Selection

4.7.4 Strategy #4 — Route to External SIP Carrier Number

When RP 1014 is invoked, this strategy immediately routes the call to an external SIP Carrier number.
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Figure 30: URS Strategy #4

4.7.5 Strategy #5 — Route to External SIP Carrier Number

When RP 1015 is invoked, this strategy plays an announcement and then immediately routes the call to an
external SIP Carrier number.

‘)‘.‘Playannouncementproperties
N — I ParameterslPHDMPTl
l—i(‘h&ﬁ“ =@ -
------- — 1 [V Wwait for Treatment end
D ¥
....................... IE:>| . Parameter yalue
P . 1 LAMGLIAGE
............................. > MEEI
S 3 MSETRT

Figure 31: URS Strategy #5
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J.s Play announcement properties
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Figure 32: URS Strategy #5 - Prompt Tab

5.\ Function properties
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Figure 33: URS Strategy #5 - Function Properties
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5 Exceptions

5.1 SBC1000/2000 Exceptions

5.1.1 Call hold using RFC 2543 method

This method is not supported by the SBC1000/2000 because its obsolete and replaced by RFC 3264. The
workaround is to create Message Manipulation Rules applied on Internal Signaling Group that will match
connect IP 0.0.0.0 and replace a=sendrecv with a=inactive.

SIP Message Manipulation feature is used by a SIP Signaling Group to manipulate the incoming or
outgoing messages. This feature is intended to enhance interoperability with different vendor equipment
and applications, and for correcting any fixable protocol errors in SIP messages on fly without any changes
to firmware/software.

Description  Change sendrecv to inactive
Applicable Messages  All Messages
Table Result Type Optional

Figure 46: Message Rule Table

Description Check for connect IP 0.0.0.0
Condition Expression
Admin State Enabled
Result Type Mandatory

Match Regex cIMIP4.0.0.0.0 *
Replace Regex c=IM IP4 0.0.0.0 *

Figure 60: Message Manipulation Rule 1
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Description change sendrecv to inactive
Condition Expression
Admin State Enabled
Result Type Mandatory

Match Regex ah=sendrecy *
Feplace Regex a=inactive *

Figure 61: Message Manipulation Rule 2

Appendix A

SIP Server and DN configuration

SIP Server standard configuration

sip-hold-rfc3264=true
router-timeout=30

default-dn=
blind-transfer-enabled=true
resource-management-by-rm=true
msml-support=true

sip-enable-moh=true

DN standard configuration

Name Number Name in CME Options TServer Comment
CME section
MGW- MGW- MGW- refer-enabled=true TSE
TRUNK TRUNK TRUNK contact=<TSE_CONTACT>
oos-check=10
oos-force=5
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oosp-transfer-enabled=true
sip-replaces-mode=2

Ext-DN1 2221234567 N/A N/A

Ext-DN2 2221234568

SIP-DN1 2086041020 1020 refer-enabled=false

SIP-DN2 2086041021 1021 ring-tone-on-make-
call=false
make-call-rfc3725-flow=1
contact="

SIP-RDN 2076041025 1025 refer-enabled=true SIP endpoint
ring-tone-on-make- which
call=false supports the
make-call-rfc3725-flow=1 BroadSoft
contact=" SIP
sip-cti-control=talk,hold Extension

Event
Package.

SIP-UNKN 2086041025 N/A N/A

RP 2086041011 1011

RP1 2086041012 1012

RP2 2086041013 1013

SVC_MSML SVC_MSML SVC_MSML prefix=msml= MS
contact=<MS_CONTACT>
service-type=msml
subscription-id=
Environment

SIP Server and DN non-standard configuration per test case

12: Caller is put on hold and retrieved by using RFC
2543 method

SIP SERVER: sip-hold-rfc3264=false

15: 3PCC Alternate from consult call to main call
SIP-DN1

refer-enabled=true

17: 1PCC Attended Transfer to external destination:
MGW-TRUNK

refer-enabled=false, oosp-transfer-enabled=true

21: 3PCC Single Step Transfer to internal busy
destination using REFER

MGW-TRUNK: refer-enabled=true; sip-busy-type=2

22: Early Media for Inbound Call to Route Point with
Treatment

MGW-TRUNK: sip-early-dialog-mode=1

23: Early Media for Inbound Call with Early Media
for Routed to Agent

MGW-TRUNK: sip-early-dialog-mode=1

24: Inbound call routed outbound (Remote Agent)
using INVITE without SDP

MGW-TRUNK: oosp-transfer-enabled=false

25: Call Progress Detection: MGW-TRUNK

cpd-capability = mediaserver; refer-enabled=false

27: SIP Authentication for outbound calls

MGW-TRUNK: on the Annex tab configure
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AuthClient section with options
username=<username> password=<password>

28: SIP Authentication for incoming calls MGW-TRUNK: authenticate-requests=invite
;password=1234
29: T-Lib-Initiated Answer/Hold/Retrieve Call for SIP-RDN: sip-cti-control=talk,hold; authenticate-

Remote SIP endpoint which supports the BroadSoft | requests=REGISTER; password=1234
SIP Extension Event Package

32: 1PCC Attended Transfer from Remote SIP MGW-TRUNK: refer-enabled=false
endpoint to external destination

EpiPhone configuration

Content of configuration file esttt.conf:

[TcCM]

sitel = UTE_HOME
connect-on-startup = true
open-log-on-startup = false
log-to-file = epi-phone.log
#
[UTE_HOME]

server = (host=<SIP_SERVER_HOST_IP>,port=<SIP_SERVR_TLIB_PORT>)
sip-register = false

dn1 =7101,name="Alice",mkcall="7102"

dn2 = 7102,name="Bob"

dn3 = 7200,name="John"

dn50 = 5000,script=",pool="shared"
dn5=5001,pool="shared",script="annc=(PROMPT=(\"1\"=(INTERRUPTABLE=1,ID=1)))"

dn6=5002,pool="shared",script="collect=(MAX_DIGITS=4,RESET_DIGITS=11,BACKSPACE_DIGITS=22,T
OTAL_TIMEOUT=100)"
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