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Deployment Guide

Welcome to the Multimedia 7.6 Deployment Guide. This guide introduces you
to the architecture, required components, and procedures relevant to the
deployment of a Genesys Multimedia solution in your contact center.

This guide is valid only for the 7.6 release(s) of this product.

Note: For releases of this document created for other releases of this product,
please visit the Genesys Technical Support website, or request the
Documentation Library DVD, which you can order by e-mail from
Genesys Order Management at ordermanegenesyslab.com.

This preface provides an overview of this document, identifies the primary
audience, introduces document conventions, and lists related reference
information:

+  Multimedia and the CIM Platform, page 12

« Intended Audience, page 14

+  Chapter Summaries, page 14

«  Document Conventions, page 15

+ Related Resources, page 17

«  Making Comments on This Document, page 19

- Document Change History, page 19

Genesys Multimedia is a series of components working together to handle
interactions from disparate media-based devices. It allows you to centralize
your handling of the various communication channels that customers use to
reach your interaction contact center. Bringing your Multimedia solution into
production requires that you deploy a number of Genesys components, as well

as several separate, third-party software applications, without which
Multimedia cannot work.

11
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Multimedia and the CIM Platform

Multimedia and the CIM Platform

CIM Platform

Multimedia

12

Genesys Multimedia (formerly Multi-Channel Routing) is a cover term for
Genesys components that work together to manage interactions whose media
is something other than traditional telephonic voice (for example, e-mail or
chat).

Multimedia includes some parts of the Genesys Customer Interaction
Management (CIM) Platform, plus certain of the media channels that run on
top of the Platform. See Figure 1 on page 13.

The CIM Platform consists of the following components:
* Management Framework
* Reporting (CC Analyzer, CCPulse+)

* Interaction Management, which in turn consists of:
+ Universal Routing
+ Interaction Workflow
+ Knowledge Management
+ Content Analysis
+ Universal Contact History
On top of the CIM Platform are various media channels. Some, such as

Genesys Network Voice, handle traditional telephony. Others, such as Genesys
E-mail, handle other media.

Multimedia, then, consists of the following components:

* From the CIM Platform, all of Interaction Management components except
for Universal Routing. This includes:

+ Interaction Workflow—Centralized handling of interactions
irrespective of media type.

+ Knowledge Management—Creation and maintenance of standard
responses and screening rules.

+ Content Analysis—Optional enhancement to Knowledge Management,
applying natural language processing technology to categorize
interactions.

+ Universal Contact History—Storage of data on contacts and on
interactions (linked as threads).

Universal Routing is not considered part of Multimedia because it deals
with both traditional telephonic interactions and the nontraditional
interactions that are handled in Multimedia.

0
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Multimedia and the CIM Platform

From the media channels, at least one of the following components:

+ Genesys E-mail—E-mail support.

+ Genesys Web Media—Chat capability.

+ Genesys Open Media—Ability to add customized support for other
media (such as fax).

+ Optionally, Web Collaboration—The ability for agents and customers

to co-browse (simultaneously navigate) shared web pages. This is an
option that you can add to either Genesys Web Media or Inbound

\oice.
Media r (o_theg) Genesys | Genesys | | Genesys Genesys | Genesys
Inbound Network | | E-mail Web Open
Chann6|8 Voice \oice Media Media
Interaction Managelnent
Universal Routing Knowledge Management
% Content Analysis
“:43: Interaction Workflow Universal Contact History
= | ]
= Reporting
@)
Framework

Figure 1: Multimedia in Relation to the CIM Platform and Media Channels

Note: Although Universal Routing is not considered part of Multimedia, any
functioning solution (platform plus channels) that includes any part of
the Interaction Management sector requires Universal Routing.

Licensing

Licensing requirements are:
 For each agent, one Multimedia Agent seat.

 For each media option, one media channel (E-mail and/or Web Media and/or
custom media).

» For Genesys Content Analyzer, NLP Content Analysis license.
See the Genesys 7 Licensing Guide for additional details.
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Intended Audience

Reporting

Reporting templates are available for Multimedia. For details see the Reporting
Technical Reference Guide for the Genesys 7.x Release.

Intended Audience

This guide, primarily intended for system administrators and anyone else who
wants to configure and install Multimedia 7.6.1, assumes that you have a basic
understanding of:

« Computer-telephony integration (CTI) concepts, processes, terminology,
and applications.

* Network design and operation.
* Your own network configurations.
» Internet, e-mail, chat, and World Wide Web basics.

You should also be familiar with Genesys Framework architecture and
functions.

Chapter Summaries

14

In addition to this preface, this document contains the following chapters:

» Chapter 1, “Overview,” on page 21, lists the components required for
Multimedia 7.6.1, describes a sample architecture, and summarizes
configuration methods. This chapter also includes a list of new features
available in this release.

» Chapter 2, “Deployment Task Flow,” on page 31, provides a complete flow
of the steps required to deploy your Multimedia solution, as well as links to
the detailed procedures found elsewhere in the document.

» Chapter 3, “Deployment Planning,” on page 37, provides procedures and
worksheets used in the planning phase: algorithms for calculating database
size, a worksheet to help organize configuration values, and a table listing
all required connections.

» Chapter 4, “Deploying Third-Party Web Applications,” on page 55,
describes how to install non-Genesys components that are prerequisites for
Multimedia 7.6.1. It also outlines platform issues that may be relevant to
your environment.

» Chapter 5, “Model Configuration and Installation on Windows,” on
page 91, provides instructions for installing Genesys components for a
model installation of Multimedia 7.6.1 using a Windows environment.

0
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» Chapter 6, “Deploying an E-Mail System in Secured Mode,” on page 145.
desrcibes how to configure an e-mail system to work in secured mode
using SSL.

» Chapter 7, “Deploying Multimedia in UNIX Environments,” on page 153,
provides instructions for installing Genesys components for a model
installation of Multimedia 7.6.1 using a Solaris, Linux, or AIX
environment.

» Chapter 8, “Manual Deployment—Web Components and UCS,” on
page 177, describes how to manually configure and install Web API
Server, Web Compound Samples, Universal Contact Server, and Universal
Contact Server Manager.

» Chapter 9, “UCS Proxy and Interaction Server Proxy,” on page 183,
describes the manual deployment of Universal Contact Server Proxy and
Interaction Server Proxy.

» Chapter 10, “Uninstalling Multimedia,” on page 189, describes how to
uninstall Multimedia 7.6.1.

» Chapter 11, “Starting and Stopping Procedures,” on page 193, describes
how to start and stop Multimedia 7.6.1.

* The Appendix, “Deploying an E-Mail Solution Using MIME
Customization,” on page 199, describes how to ensure your e-mail solution
is compliant with MIME standards.

Document Conventions

This document uses some stylistic and typographical conventions with which
you might want to familiarize yourself.

Document Version Number

A version number appears at the bottom of the inside front cover of this
document. Version numbers change as new information is added to this
document. Here is a sample version number:
76mm_dep_03-2007_v7.6.001.00

You will need this number when you are talking with Genesys Technical
Support about this product.

Deployment Guide 15
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Examples

Examples

Example

Document Conventions

Type Styles

[talic

In this document, italic is used for the titles of documents, when a term is being
defined, for emphasis, and for mathematical variables.
» Please consult the Genesys 7 Migration Guide for more information.

» Acustomary and usual practice is one that is widely accepted and used
within a particular industry or profession.

» Do not use this value for this option.
* The formula, x +1 = 7 where x stands for . . .

Monospace Font
A monospace font, which is shown in the following examples, is used for all
programming identifiers and GUI elements.

This convention includes the names of directories, files, folders, configuration
objects, paths, scripts, dialog boxes, options, fields, text and list boxes,
operational modes, all buttons (including radio buttons), check boxes,
commands, tabs, CTI events, and error messages; the values of options; logical
arguments and command syntax; and code samples.

* Select the Show variables on screen check box.
* Click the Summation button.

* Inthe Properties dialog box, enter the value for the host server in your
environment.

* Inthe operand text box, enter your formula.
» Click oK to exit the Properties dialog box.

» The following table presents the complete set of error messages T-Server®
distributes in EventError events.

» Ifyou select true for the inbound-bsns-calls option, all established
inbound calls on a local agent are considered business calls.

Monospace font is also used for any text that users must manually enter during
a configuration or installation procedure, or on a command line:

* Enter exit at the command line.

Screen Captures Used in This Document

Screen captures from the product GUI (graphical user interface), as used in this
document, may sometimes contain a minor spelling, capitalization, or
grammatical error. The text accompanying and explaining the screen captures
corrects such errors except when such a correction would prevent you from
installing, configuring, or successfully using the product. For example, if the

0
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Related Resources

name of an option contains a usage error, the name would be presented exactly
as it appears in the product GUI; the error would not be corrected in any
accompanying text.

Square Brackets

Square brackets indicate that a particular parameter or value is optional within
a logical argument, a command, or some programming syntax. That is, the
parameter’s or value’s presence is not required to resolve the argument,
command, or block of code. The user decides whether to include this optional
information. Here is a sample:

smcp_server -host [/flags]

Angle Brackets

Angle brackets indicate a placeholder for a value that the user must specify.
This might be a DN or port number specific to your enterprise. Here is a
sample:

smcp_server -host <{confighost)

Related Resources

Deployment Guide

Consult these additional resources as necessary:

« Multimedia 7.6 Reference Manual, which provides a reference listing of all
configuration options and of field codes used in standard responses.

* Multimedia 7.6 User’s Guide, which provides overall information and
recommendations on the use and operation of Multimedia.

* Multimedia 7.6 Universal Contact Server Manager Help, which is a guide
to the Universal Contact Server Manager user interface.

* Multimedia 7.6 Knowledge Manager Help, which is a guide to the
Knowledge Manager user interface.

« Multimedia 7.6 Web API Reference, which is a Javadoc listing of classes,
methods, fields, and constants of the Web API portion of the Web API
Server component.

* Multimedia 7.6 Web API Client Developer’s Guide, which describes the
structure of the Web API, explains the Simple and Compound Samples,
and describes procedures for customizing them.

» Genesys 7 Events and Models Reference Manual, which includes a set of
basic interaction models, showing the components involved and the event
messages sent among them. These models and events were formerly
presented in the Open Media Interaction Models Reference Manual. The
request messages that were also described in that book are now
documented in the API References of the Platform SDK.

17
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Related Resources

For the Web Collaboration option, the following documents describing
design and administration for the KANA Response Live Server, which is
supplied by Genesys as part of the Web Collaboration product:

+ Hipbone Client API Reference Guide

+  KANA Response Live Organization Administration

+  KANA Response Live Server Installation Guide

+  KANA Response Live System Administration Tool User Guide

Genesys Desktop 7.6 Deployment Guide, which describes deployment
procedures for the Genesys Desktop.

Genesys Desktop 7.6 Developer’s Guide, which describes customizing the
Genesys Desktop.

Genesys Desktop 7.6 Agent Help, which is a guide to the Genesys Agent
Desktop.

Genesys Desktop 7.6 Supervisor's Help, which is a guide to the Genesys
Supervisor Desktop.

Universal Routing 7.6 Reference Manual, which contains descriptions of
all routing strategy objects, including those that are specific to Multimedia.

Universal Routing 7.6 Strategy Samples, which describes the sample
strategies supplied with Universal Routing.

Universal Routing 7.6 Business Process User’s Guide, which contains
step-by-step instructions for using Interaction Routing Designer to design
interaction workflows. It also describes the sample business processes
supplied with Multimedia.

Universal Routing 7.6 Interaction Routing Designer Help, which is a guide
to Interaction Routing Designer, including the portion of it that designs
interaction workflows and business processes for Multimedia.

“Multimedia Log Events” in Framework 7.6 Combined Log Events Help,
which is a comprehensive list and description of all events that may be
recorded in logs.

The Genesys Technical Publications Glossary, which ships on the Genesys
Documentation Library DVD and which provides a comprehensive list of
the Genesys and CTI terminology and acronyms used in this document.

The Genesys 7 Migration Guide, also on the Genesys Documentation
Library DVD, which contains a documented migration strategy for
Genesys product releases 5.x and later. Contact Genesys Technical Support
for additional information.

The Release Notes and Product Advisories for this product, which are
available on the Genesys Technical Support website at
http://genesyslab.com/support.

The documentation on the other three members of the Genesys Customer
Interaction Platform: Universal Routing, Reporting, and Management
Framework.

0

Multimedia 7.6 Q


http://genesyslab.com/support
http://genotype.genesyslab.com/support/dl/retrieve/default.asp?item=AACD2BA6319CF7E2EDE8E30A6D90D616&view=item
http://genotype.genesyslab.com/support/dl/retrieve/default.asp?item=ACD1197663705D3A970491DA1F648CF0&view=item
http://genotype.genesyslab.com/support/dl/retrieve/default.asp?item=AED517861584138211800F727980EA0A&view=item
http://genotype.genesyslab.com/support/dl/retrieve/default.asp?item=ADD31C7A5836A432A02EACCE343A3F3D&view=item

Preface

Making Comments on This Document

Information on supported hardware and third-party software is available on the
Genesys Technical Support website in the following documents:

»  Genesys Supported Operating Environment Reference Manual

» Genesys Supported Media Interfaces Reference Manual

Genesys product documentation is available on the:

» Genesys Technical Support website at http://genesyslab.com/support.

» Genesys Documentation Library DVD, which you can order by e-mail
from Genesys Order Management at ordermanegenesyslab.com.

Making Comments on This Document

If you especially like or dislike anything about this document, please feel free
to e-mail your comments to Techpubs.webadminegenesyslab.com.

You can comment on what you regard as specific errors or omissions, and on
the accuracy, organization, subject matter, or completeness of this document.
Please limit your comments to the information in this document only and to the
way in which the information is presented. Speak to Genesys Technical
Support if you have suggestions about the product itself.

When you send us comments, you grant Genesys a nonexclusive right to use or
distribute your comments in any way it believes appropriate, without incurring
any obligation to you.

Document Change History

This section lists topics that are new in the current release of this document, or
that have changed significantly from the preceding release.

New in Version 7.6.1

Deployment Guide

The following topics have been added or significantly changed since the initial

7.6 release:

» Chapter 4, “Deploying Third-Party Web Applications,” on page 55 was
updated to include KANA Response Live deployment procedures for
Linux.

» Chapter 6, “Deploying an E-Mail System in Secured Mode,” on page 145
is new for the 7.6.1 release.

» Chapter 9, “UCS Proxy and Interaction Server Proxy,” on page 183 is new
for the 7.6.1 release.
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Chapter

Overview

Genesys Multimedia is a platform on which you can assemble a coordinated
suite of components that processes, manages, and archives customer/agent
interactions in the media of your choice. This chapter introduces the
components, functionality, and concepts behind them.

The information in this chapter is divided among the following topics:

+  Functions and Components, page 21

« Architecture, page 25

+ Required Software Components, page 27

« How to Configure, page 28

« New in This 7.6.1 Release, page 29

Functions and Components

Figure 2 shows the overall functionality of Multimedia, with any media type.
This figure shows functions only, not components.

—{ Workflow control
Media interface [&
j
L Agent
End customer
Data storage and
organization

Figure 2: General Functioning of Multimedia
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Functions and Components

The three major functions shown in Figure 2 are:

* The media interface, which brings interactions into the system. It may
interface with e-mail, the Web, or other media.

» A database, which stores the history of the interaction and associates it
with related interactions to form a thread. It also stores contact information
and other types of data used at different points in the processing of
interactions.

»  Workflow control, which determines where the interaction goes and what
happens to it.

For some media types (such as chat), the media interface also communicates
directly with the agent desktop.

The following sections explain these functions further and describe the
components involved.

Media Interfaces

Data Storage:

22

The media interfaces available with Multimedia 7.6.1 are E-mail Server Java
and Chat Server.

Note: Multimedia 7.6.1 also supports the processing of open media
interactions with the help of Genesys’s Open Media SDK and
Interaction SDK products. See the documentation for those products
for more information.

* E-mail Server Java interfaces with the enterprise mail server and the
Genesys Web API Server, bringing in new e-mail interactions and sending
out replies or other outbound messages.

» Chat Server works with Web API Server to open, conduct, and close chat
interactions between agents and customers.

To the workflow control components, these interfaces transmit operational data
about each interaction, consisting of an identifying code plus some data about
the interaction (date received, originating party, and so on).

To the data storage components, they transmit the body of the interaction—that
is, a transcript of the e-mail or chat session.

Universal Contact Server

Universal Contact Server (UCS) interfaces with a database that stores the
following:

+ Contact information, such as names, addresses, phone numbers
« Contact history: previous interactions with this contact

» Other data used in processing interactions, such as standard responses and
screening rules.

0
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Functions and Components

Your Multimedia installation (as part of the Universal Contact Server
installation package) includes scripts for setting up the database (Microsoft
SQL Server, Oracle, and DB2 are supported). Universal Contact Server
Manager provides a user interface for setting data-archiving and pruning
functions.

Workflow Control

Deployment Guide

The components illustrated in Figure 3 handle workflow control.

( N\ ( )
y

—
@ URS, IRD
To media interface P |
) Stat
- Interaction Server Server

Interaction
Server/cache

To data storage - N
T
- Classification Server ©
- Knowledge Manager
C) MCR component

r-------‘ -

------J - T

g(Knowledge Management ) Y, @ Cther Genesys component

Figure 3: Workflow Control Components

Not shown in Figure 3 are other required Genesys Management Framework
components, such as Configuration Server and the Management Layer.

The workflow control components fall into three groups, described in the
following sections.

Interaction Server

Interaction Server is the central interchange for interaction flow.
* It receives interaction operational data from the media interface.

» It stores the operational data in a cache (a database) while receiving and
transmitting information about the interaction. This cache also contains
gueues through which the interaction passes as part of its processing.

« It works in concert with the Routing components to route interactions
according to interaction workflows and routing strategies (see the
“Routing” section).

* It provides the means for agents to log in and indicate readiness.
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Functions and Components

Routing

Routing components include the following:

* Interaction Routing Designer (IRD) and Universal Routing Server
(URS) design and execute routing strategies, which trigger functions such
as automatic responses and screening; apply logic (segmentation and
conditional branching) to the flow; and ultimately deliver the interaction to
an agent or other target. Routing strategies are one of the two main types of
objects used in interaction workflows (see the “Interaction Server”
section).

* Interaction Design, a sub component of IRD, creates and displays
Business Processes, which plot an overall path for interactions. Interaction
workflows map a route for the interaction between contact center objects,
principally queues and routing strategies (see the “Knowledge
Management” section). Interaction workflows are executed by Interaction
Server.

» Stat Server accumulates data about places, agents, and place/agent groups;
converts the data into statistically useful information; and passes these
calculations to other software applications. In particular, Stat Server
provides information to URS about agents’ capacities in terms of the
number of interactions, the media type of an interaction, and so on.

Knowledge Management

Genesys Knowledge Management is made up of the following:

» Classification Server, which applies screening rules when triggered to do
so by a routing strategy. Screening rules are basic pattern-matching queries
performed on interaction contents. The results of these queries can then be
referred to by further routing strategy logic. In the Genesys Content
Analyzer option (see below), Classification Server also applies models to
categorize incoming interactions. Both screening rules and models are
stored in the Universal Contact Server database.

» Training Server, which trains the system to recognize categories. It is
active only in the Content Analyzer option (see below).

+ Knowledge Manager, which is the user interface component for
Knowledge Management. You use Knowledge Manager to:
+ Manage the Standard Response Library, which is a collection of ready-
made responses to common inquiries and topics.
+ Manage screening rules.
+ Manage categories, which are used to organize standard responses.

Genesys Content Analyzer is an optional enhancement to Knowledge
Management, requiring a separate license. It uses natural language processing
technology to analyze incoming interactions for assignment to the categories
of the standard response category system. The statistical tools that enable this

0

Multimedia 7.6 Q



Chapter 1: Overview

Architecture

analysis, called models, are built up and refined by Training Server as it
processes collections of preclassified interactions. Setting up and scheduling
these training sessions is another function of Knowledge Manager.

FAQ works with Genesys Content Analyzer to convert your category structure
and standard responses into an Frequently Asked Questions (FAQ) list. You
can either post the resulting list as text on your web site or use it as the source

for an automatic question-answering facility.

Summary

To summarize interaction flow:

* At the highest level the flow is controlled by interaction workflows that
Interaction Server executes.

» Each interaction workflow contains queues and routing strategies.

* Routing strategies may bring in other applications/components to apply
processing to the interaction—for example, sending a transcription of the
chat session to the customer.:

*

*

*

*

Send an acknowledgment or an automatic reply.
Apply a screening rule.
Apply content analysis (with Content Analyzer option only).
Forward or redirect the interaction.

Architecture

E-Mail Client

Web Client

End customer

Note: Each Genesys
component also connects to
the Configuration Server for
configuration data.

Figure 4: Multimedia Architecture

Deployment Guide

This section presents the architecture for Multimedia 7.6.1. Figure 4 shows the
main Multimedia components.

POP/SMTP
Mail Server

Server

N

E-Mail Server

Web API

Routing

Java

Interaction

Chat Server

Server

~

Genesys
Desktop

Agent

Universal
Contact Server

(ucs)

Note: Workflow control
components are simplified,
with Knowledge
Management and Routing
shown as single objects

Knowledge
Management

Note: WebAPIServer has a
direct connection to UCS to
allow WebSafe E-malil
functionality .
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Architecture

Note: For simplicity, not all connections and details are included in Figure 4.

For example, many components (including Web API Server) connect
to Stat Server.

Interaction processing generally proceeds according to the type of interaction.
The following sections describe how two of the most common interactions
types (e-mail and chat) are processed.

Processing E-Mail

26

This section describes how e-mails are processed.

1.

E-mail interactions arrive in one of two ways:

a. If the customer sends ordinary e-mail, the interaction arrives via the
enterprise mail server.

b. If the customer sends e-mail from a web site (by filling out a web
form), the interaction arrives via the Web API Server.

E-mail Server Java stores the body of the interaction in the Universal
Contact Server database, and then sends operational data on the interaction
to Interaction Server.

Interaction Server parks the interaction’s operational data in its cache and
starts processing the data according to an interaction workflow.

What happens next depends on the interaction workflow and the routing
strategies that it contains. The system may:
+ Apply a screening rule.

+ Assign the interaction to one or more categories (if Content Analyzer is
present).

+ Generate an automatic response.

+ Route the interaction to an agent’s desktop, possibly also sending an
automatic acknowledgment to the customer.

A supervisor may intervene at various points as long as the interaction’s
operational data remains in the Interaction Server’s cache and the
interaction is not being actively worked on by the Routing components.

The agent receives the interaction.

The agent may then:
+ Simply reply to the interaction.

+ Reply making use of a standard response. With the Content Analyzer
option, the interaction may have arrived already equipped with a
category assignment and associated suggested response. Otherwise, the
agent may search manually for a category with suggested response.

+ Transfer the interaction to another agent.
+ Produce a collaborative response by consulting with other agents.
+ Return the interaction to the system for further processing.

0
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1.

Required Software Components

When the agent or agents finally release the reply (typically to an
Outbound queue in the Interaction Server cache), the interaction workflow
may route it to a senior agent or supervisor for QA review. The reviewer
decides whether to let the reply continue through the outbound part of the
interaction workflow, return it to the agent for revision, or take other
action.

Processing Web Media

This section describes how chat interactions are processed.

1.

© © N o

Chat interactions begin processing when the Web Client submits a
customer’s chat request to Chat Server.

Chat Server creates a chat session and asks Universal Contact Server to
create an interaction record.

Chat Server submits the interaction to Interaction Server.

Interaction Server places the interaction in its initial queue and begins
processing it according to an interaction workflow.

The interaction workflow and its component routing strategies may do
various things, including sending a message to a customer prior to an agent
actually handling the interaction, but eventually they select an agent who is
available for chat sessions and send an invitation to that agent to participate
in a chat session.

The agent accepts the invitation and connects to the chat session.
Agent and customer conduct a chat session.
The chat session ends.

Chat Server writes the content of the chat session to the Universal Contact
Server database.

Any postprocessing occurs; for example, a transcript of the chat session is
e-mailed to the customer.

Required Software Components

The components that you must have running to operate a Multimedia 7.6.1
environment can be grouped into the following categories. In this list, when the
item is a generic description it is followed in parentheses by a typical instance:

Deployment Guide

Genesys components
+  Framework

+ Any third-party items that Genesys Framework requires, such as a
database engine and databases to run with DB Server. (See the
Genesys Supported Operating Environment Reference Manual for a
list of supported databases.)
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How to Configure

+ Configuration Layer
+ Management Layer
+  Stat Server (from the Real-Time Metrics Engine)

+ Genesys Universal Routing (either an Enterprise Routing solution or a
Network Routing solution)

+ Multimedia
+ Servers
+ Clients

Web components

+  Web Server (such as Microsoft 11S)

+ Browser (such as Microsoft Internet Explorer)

+  Website content (Genesys supplies Web Client, a starter application
that you can customize.)

Java components

+ Java virtual machine (such as Java Runtime Environment or JRE)

+ Java web application container (such as Tomcat)

Notes: The 7.6.1 release of Genesys Multimedia supports only specific
releases of Tomcat. Check the Genesys Supported Operating
Environment Reference Manual for more information.

The Tomcat web application container requires the Java
Development Kit (JDK), not just JRE.

Other items

+ Database engine for Interaction Server and Universal Contact Server
databases

How to Configure

28

You can configure Multimedia 7.6.1 in two ways:

Using the wizards supplied with the software.

Manually, using the following steps:

+ Creating objects in Configuration Manager, one for each Multimedia
component.

+ Giving the objects the proper settings for options and other attributes.
+ Assigning the various connections that link components together.

Note: Whether you are deploying Multimedia exclusively to a Windows

environment or to a Solaris, Linux, or AIX environment, Genesys
strongly recommends that you use wizards to install and configure
your Multimedia solution.

0
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New in This 7.6.1 Release

Chapter 4, beginning on page 55, describes the configuration for various third-
party software components that Multimedia uses, such as Apache or
Microsoft 11S for the web server. In your final deployment, you will of course
substitute your own architecture (more or fewer hosts), settings (Configuration
Layer Persons corresponding to actual agents in your environment), and third-
party applications (such as WebSphere, rather than Apache or Microsoft 11S).

Chapter 5, beginning on page 91, describes a model wizard deployment on a
single Windows host, such as you might use in a lab configuration. (The model
does not suggest a production environment.) The sample includes specific
values for all settings.

Genesys Multimedia 7.6.1 supports Windows, Solaris, Linux, and AlX
operating systems. The model installation uses a Windows environment.
Deployment for Solaris, Linux, and AlX environments is similar; the
differences are described in Chapter 7, beginning on page 153.

If you want to configure and install Multimedia 7.6.1 manually in a Windows
environment, consult:

» Configuration Manager 7.6 Help for instructions on using Configuration
Manager.

» This chapter, Chapter 1, beginning on page 21, and Table 7 on page 93 for
a list of required components.

» Chapter 5, beginning on page 91, and each component’s configuration
steps for the required connections between Multimedia components.

* Multimedia 7.6 Reference Manual for descriptions of all Multimedia
options.

New in This 7.6.1 Release

Deployment Guide

This release includes the following new features:

* Knowledge Management
+ You can select the language for standard response spell check.

+ Screening rules can match the POP box from which the e-mail entered
the Multimedia system, rather than the To address

+ Attachments to standard responses can be viewed in the Standard
Response Editor.

+ Searching for standard responses can use additional attributes, such as
active or not, approved or not, usage type, and others.

+ Increating a training object, you have the option of selecting an agent
group rather than individual agents.
* Interaction Server
+  Support for multiple agent desktops
+ Ability to limit number of records in Snapshot query results
+ Ability to add user fields to the Interaction Server database
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New in This 7.6.1 Release

+  Built-in scheduling in workflow

+ Pre-routing segmentation of interactions for proportional queuing
+ Event Logger storing reporting events

Platform support: IBM DB2 9.1.

Support for Windows Vista for Knowledge Manager and Universal
Contact Server Manager.

Support for Windows Vista for Interaction Workflow Samples and
Multimedia Configuration Wizards.

New components: Interaction Proxy Server and UCS Proxy Server.
E-mail Server Java: Support for internationalized domain names.
Web Collaboration

+ Support for Internet Explorer 7 and Red Hat Enterprise Linux 4.
+  Support for MSSQL 2005.

Current supported version of KANA Response Live is now version 10 R1
for Windows, and version 10 R2 for Solaris and Linux.

Relevant new features of other Genesys products:

+  Support for Supervisor Desktop ability to take interactions that are
being routed and removed them for redistribution.

+ Exposure of field code rendering in .NET SDK.

+ When afield code in a standard response returns an empty result, you
can have the desktop display the field code source code rather than
nothing.

0
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Chapter

Deployment Task Flow

This chapter guides you through the various actions you must take to plan,
deploy, and test your Multimedia solution.

You can find task flow information for the following operating systems:

+  Windows Deployment Task Flow, page 31

+  UNIX Deployment Task Flow, page 34

Windows

Deployment Task Flow

This task flow describes a model setup of a blended (e-mail and chat), single-
tenant Multimedia solution deployed on a single Windows host machine, such
as might be deployed in a lab setting. Complete these actions in the following
order to deploy your solution.

Table 1: Task Flow for Windows Deployment

Objective

Related Procedures and Actions

1. Plan your deployment. 1. Choose which machines will host Multimedia and various

third party components. For a sample architecture layout,
see “Component Distribution” on page 38.

2. Choose which machines will host your databases. To help
calculate the rough size of your databases, use the
formulas in “Estimating Database Size” on page 39.

3. Print out and complete the Configuration Worksheet
(Table 3 on page 43) with values that fit your deployment.

2. Complete all prerequisite actions. | 1. Verify that all prerequisite components are in place. See

Table 7 on page 93.
2. *“Create Host” on page 94.

Deployment Guide
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Windows Deployment Task Flow

Table 1: Task Flow for Windows Deployment (Continued)

Objective

Related Procedures and Actions

2. Complete all prerequisite actions.
(continued)

3. For deployments across multiple machines, see “Create a
Shared Directory” on page 94.

4. If you have already installed KANA Response Live, you
must stop it from running as a service. For more
information, see “Remove the KANA Response Live Start
Service” on page 94.

5. “Create Contact, Interaction (and Co-Browsing)
Databases” on page 95.

3. Install and configure third-party
software for processing Web-
based interactions (chat and web
e-mail).

Install, connect, and/or configure components that enable web
services. Use one of the following web server/application
container combinations.

Apache and Tomcat

For an Apache/Tomcat combination, complete these steps:
1. Downloading and installing the Java SDK, page 56.

2. Installing the Apache Web Server on Windows, page 57

3. Installing the Tomcat web application container on
Windows, page 59

4. Installing the JK1 Connector with Apache, page 63

IIS and Tomcat
For an 11S/Tomcat combination, complete these steps:

1. Installing the Tomcat web application container on
Windows, page 59

2. Installing the JK1 Connector with IIS, page 65

[1IS and JRun

This guide does not provide detailed procedures for this
configuration. Refer to the documentation from the relevant
vendors for more information.

4. Install and configure third-party
software for co-browsing *

*Skip this step if you are not using co-
browsing functionality.

To use Genesys co-browsing, install and configure the KANA
Response Live Server.

See Table 6 on page 75 for the deployment task flow.
1. Installing KANA Response Live for Windows, page 78
2. Configuring KANA Response Live for Windows, page 80

3. Testing the KANA Response Live installation on
Windows, page 82

4. Launching a co-browsing session, page 87

32
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Windows Deployment Task Flow

Table 1: Task Flow for Windows Deployment (Continued)

Objective

Related Procedures and Actions

5. Configure Multimedia objects.

1. Installing the Multimedia Configuration Wizards, page 96.

Create sample workflows for routing simple test
interactions through the contact center to an agent. See
Installing and Starting Interaction Workflow Samples,
page 96.

3. Configure Multimedia objects for installation. See
Configuring Multimedia objects using the wizard,
page 98.

4. Specify the web-api port for Chat Server, for dedicated
communication with Web API Server. See Specifying a
webapi-port for Chat Server, page 129.

6. Install Multimedia components

Performing an integrated installation of all Multimedia
servers, page 131

Note: For deployments across multiple hosts, you need to
launch the Integrated Installation one time for each host.

7. Verify connections

1. Double-check that the connections you made with the
configuration wizard are in place. For a list of necessary
connections, see Table 4 on page 52.

2. From Configuration Manager, add a connection from Stat
Server to Interaction Server. Stat Server uses this
connection to find and route interactions to available
Multimedia agents.

For more information, see Verifying connections, page 137.

8. Modify your databases to process
interactions

Running scripts for your databases, page 136

9. Test the components

1. Testing the Multimedia servers, page 138

2. Testing the components using the Web-based
TestTool761, page 139

Testing that Genesys Desktop can handle interactions,
page 140

10. Test the setup

1. Configuring ABC Simple BP for routing e-mail
interactions, page 141

2. Configuring ABC Simple Chat BP for routing chat
interactions, page 142

3. Sending a test e-mail to a Desktop agent, page 142
4. Starting a test chat session with a Desktop agent, page 143

5. Sending a test web form e-mail to a Desktop agent,
page 144

Deployment Guide
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UNIX Deployment Task Flow

For Solaris, AlX, or Linux deployments, Genesys recommends that you use
the Multimedia Configuration Wizards on a Windows host to configure and
install components to other hosts. Complete the actions in the following order
to deploy your solution.

Table 2: Task Flow for Solaris/AIX/Linux Deployment

Objective Related Procedures and Actions
1. Prepare your environment. 1. Define an environment variable for your Multimedia
directory.

GES_HOME_761

2. Create a shared directory on your UNIX host that your
Windows host can access.
OR
Create a shared directory on the Windows host that your
UNIX hosts can access.

3. If you have already installed KANA Response Live,
you must stop it from running as a service. Use the
following command:
rm -f /etc/rc2.d/S88hipctl

4. Create your databases.

2. Configure Multimedia objects for Launch the Multimedia Configuration Wizard from a
installation Windows host to configure the components that will run in
the Solaris, Linux, or AIX environments.

1. Installing the Multimedia Configuration Wizards,

page 96
2. Installing and Starting Interaction Workflow Samples,
page 96
3. Configuring Multimedia objects using the wizard,
page 98
3. Install Third Party Components On each host where you plan to install components, run the

Third Party Components installation package from the
following directory:

{platform\ThirdPartyComponents

Note: For an explanation of the difference between Third
Party Components and ThirdPartyApplications, see the note
on page 55.

4. Install the Multimedia components | Run the installation package for each remaining component:
{component)\<{platform>

0
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UNIX Deployment Task Flow

Table 2: Task Flow for Solaris/AIX/Linux Deployment (Continued)

Objective

Related Procedures and Actions

5. Install and configure third-party
software for processing Web-based
interactions

Install, connect, and/or configure components that enable
web services. Use one of the following web
server/application container combinations.

Solaris—WebLogic Web Application

1. Deploying Genesys web applications for WebL ogic,
page 170

2. Checking your WebLogic configuration file, page 171
Deploying your web applications, page 172

4. Testing the WebLogic installation and deployment,
page 175

Solaris—Apache and Tomcat
 Obtaining Apache documentation from the CD, page 72

» Obtaining Tomcat documentation from the CD and the
Web, page 73

Solaris—WebSphere Web Application
1. Deploying WebSphere on Solaris, page 160

2. Testing the WebSphere installation on AlX or Solaris,
page 169

AIX—WebSphere Web Application
1. Deploying WebSphere on AlX, page 157

2. Testing the WebSphere installation on AlX or Solaris,
page 169

Linux—Apache and Tomcat
1. Obtaining Apache documentation from the CD, page 72

2. Obtaining Tomcat documentation from the CD and the
Web, page 73

Deployment Guide
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UNIX Deployment Task Flow

Table 2: Task Flow for Solaris/AIX/Linux Deployment (Continued)

Objective

Related Procedures and Actions

6.

Install and configure third-party
software for co-browsing. (Solaris
and Linux only)

To use Genesys co-browsing, install and configure the

KANA Response Live Server.

See Table 6 on page 75 for the deployment task flow.

Solaris or Linux

1. Installing KANA Response Live for Solaris, page 83
2. Installing KANA Response Live for Linux, page 84
3. Creating the KANA database schema on Solaris or

Linux, page 85

4. Configuring KANA Response Live for Solaris or Linux,

page 86

5. Testing the KANA installation on Solaris or Linux,

page 86

6. Launching a co-browsing session, page 87

36
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Chapter

Deployment Planning

This chapter describes, in general terms, how to plan an effective deployment
process for Multimedia 7.6.1. It covers these topics:

Overview, page 37

Component Distribution, page 38
Estimating Database Size, page 39
Configuration Worksheet, page 41
Connections Table, page 52

For further information about specific issues, see also the “Ongoing
Administration and Other Topics” chapter of the Multimedia 7.6 User's Guide.

Note: Genesys recommends that you configure Multimedia using the wizards
provided with it and that, for Windows deployments, you install it
using the integrated installation package. These utilities configure and
install all Multimedia components

Overview

Chapter 5, beginning on page 91, and Chapter 7, beginning on page 153,
describe deployment in detail. Before beginning the deployment process there
are several things you can think about and do to make the process easier.

Genesys recommends that you configure Multimedia using the wizards
provided with it and that, for Windows deployments, you install it using the
integrated installation package. These utilities configure and install all
Multimedia components.

This chapter provides general information on deployment planning. For further
information about specific issues, see also the “Ongoing Administration and
Other Topics” chapter of the Multimedia 7.6 User’s Guide.
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Component Distribution

Genesys recommends that you divide Multimedia and associated components
among several host machines. See Figure 5 for a sample architecture.

Multimedia User Interfaces
Windows
¢ Interaction Routing Designer
* Knowledge Manager
e UCS Manager
— —
— host network —
/DDDDDDD\ /DDDDDDD\
Multimedia Core Components Date.abases )
. . Windows or Unix
Windows or Unix Server e Interaction Server cache
* Interaction Server (with separate ¢ Universal Contact Sever database
installation of DB Server)
e Universal Contact Server
e E-mail Server Java
e Chat Server F—
==
—
=5
| [
[0
/DDDDDDD\ /DDDDDDD\
_ Web API Server Co-Browsing Components
. and Thirdparty Web Co mp.onents Windows or Solaris Server
Windows Server Solaris Server * Genesys Co-Browsing Server
(one of the following) (one of the following)  Kana Response Live Server
* Apache and Tomeat * Apache and Tomcat (requires separate application
* lIS and Tomcat  IBM WebSphere container from Web API Server)
e IS and JRun ¢ BEA WebLogic
AIX Server Linux Server
o |BM WebSphere e Apache and Tomcat

Figure 5: Sample Architecture for a Single-Tenant Multimedia Deployment

When choosing host machines for your Multimedia deployment, keep the

following recommendations in mind:

» Keep web servers for different applications on separate machines. For
example, Kana Response Live server installs its own instance of the
Apache Tomcat application container, which you should keep separate
from the Apache Tomcat used for Web API Server (according to the
procedures available in this guide).

0
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 Install Multimedia graphical user interface (GUI) applications on Windows
hosts only. These GUI applications include:

+ Knowledge Manager
+ Universal Contact Server Manager
+ Interaction Workflow Samples
» Based on the load and nature of contact center media (e-mail, chat, or

blended), you might need to deploy the following components on separate
machines:

+ Universal Contact Server

+ E-mail Server Java

+ Chat Server

For information about distributing Multimedia components across multiple

hosts for load-balancing purposes, see the “Load Balancing and Backup
Configuration” chapter of the Multimedia 7.6 User’s Guide.

* You should also deploy the corporate mail server on a separate computer.

Estimating Database Size

Deployment Guide

This section suggests some ways of estimating the size of the Universal
Contact Server (UCS) and Interaction Server databases. Please keep in mind
that these are rough estimates only. The size of a database file on a hard drive
depends on a number of factors other than the number of interactions it
contains. For example:

» The size of a database file can vary according to the DBMS platform you
are using.

* Interactions are not uniform in size. An e-mail may be as small as 4 KB or
it may be 200 KB or more. Also, interactions can include attachments,
which can increase size greatly.

Note: You can configure Universal Contact Server Manager to automatically
archive and/or prune old messages to keep this database to a
manageable size. See Multimedia 7.6 Universal Contact Server
Manager Help for more information.

Beginning in 7.6.1, Event Logger functionality can be implemented. This
feature requires its own database. For more information on Event Logger,
including creating the database, refer to the “Event Logger” section in the
“Interaction Server: Advanced Topics” section of the “Ongoing Administration
and Other Topics” chapter of the Multimedia 7.6 User’s Guide.
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Procedure:
Estimating UCS database size for e-mail interactions

Start of procedure
1. Multiply the number of interactions expected each day by the number of
days you want to keep the interactions.

2. Multiply the result by 25 KB (estimating 20 KB for the message body and
5 KB for headers, comments, and indexes).

For example

If you anticipate 100 incoming interactions per day and you want to keep
90 days’ worth of history, reserve 100 x 90 x 25 KB or 225 MB of disk
space.

Note: Though the average interaction will probably be less than 25 KB in
size, this is a reliable estimate of the amount of disk space required
for contact and history records

3. Add 1 KB for each related contact in the database. So for 100,000 contacts,
allow 100 MB for the database.

End of procedure

Next Steps

» Estimating UCS database size for chat interactions

Procedure:
Estimating UCS database size for chat interactions

Start of procedure

1. Multiply the number of chat interactions expected each day by the number
of days you want to keep the interactions.

2. Multiply the result by 5 KB.
For example

If you anticipate 1000 incoming chat interactions per day, and you want to
keep 90 days’ worth of history, reserve 1000 x 90 x 5 KB, or 450 MB of
disk space.

3. Add 1 KB for each related contact in the database. So for 100,000 contacts,
allow 100 MB for the database.

End of procedure

Multimedia 7.6 &=
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Next Steps

» Estimating the size of the Interaction Server database

Procedure:
Estimating the size of the Interaction Server database

Start of procedure

1. Use the following formula:

(3.5+d)m=x KB

Where:

» 3.5 KB is the size of system data and business properties (also called
operational data). See the initialization script for the particular limit for
each property.

» disthe size, in KB, of attached user data. Attached data is normally 4
KB or less, but it may be more. Multimedia imposes an upper limit on
the size of attached user data written in the logs. However, there is no

limit set for the total amount of attached data that Interaction Server
has to process.

Tip: For more information about limits, see the Multimedia 7.6 User’s
Guide.

* mis the expected maximum number of active interactions. In choosing
this number for Genesys E-mail, take into consideration the large
number of e-mails that may build up during off hours or system
malfunctions.

Tip: For example, if you limit attached user data to 64 KB and you
expect a maximum of 10,000 active interactions, allow about 700 MB
for the database.

End of procedure

Next Steps

» Completing the configuration worksheet

Configuration Worksheet

Before you begin deployment, it is helpful to assemble information that the
configuration wizards will require you to supply.
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Use the following worksheet (see Table 3) to plan your Multimedia
deployment. After filling out the worksheet you are ready to start the
configuration wizards.

This worksheet lists:

» Values (mostly Application object names and port numbers) that the
wizards ask you to invent. You can invent them ahead of time in case you
want to incorporate some systematically (for example, you may want all
Application object names to start with a certain prefix, or you may want
port numbers to be consecutive or to all start with the same two digits).

* Model Setup Values used during our model deployment. These provide a
reference to help you during the deployment procedures.

* Names (or other attributes) of non-Multimedia objects that the wizards ask
you to enter. Some of these are likely to exist already. Of those which do
not, you can create them before, after, or (in some cases) while running the
Multimedia Wizard. Here are two examples:

+ Multimedia requires several databases (tablespaces): one for
Interaction Server, two for UCS, and one for Co-Browsing Server (if
you plan on deploying it). See “Databases and Associated
Configuration Objects” on page 44 for more information.

+ Multimedia requires a Person or Access Group object that UCS can use
to log in to Configuration Server (see “Login account” on page 46).

The wizards also ask you to select some items from a list. This worksheet does
not list most items of this type, but they are described in Chapter 5, beginning
on page 91.

Procedure:
Completing the configuration worksheet

Purpose: To provide a printable reference sheet that lists all the parameters
required to deploy a Multimedia solution.

Start of procedure

1. Print out Table 3.

2. Add deployment information for your environment in the Your Value
column.

3. Keep a copy of this worksheet with you during the deployment process.
End of procedure

Next Steps

» If you already have a web server and servlet for Web API Server installed,
continue with Chapter 5 on page 91.

0
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Configuration Worksheet

» If you still need to install a web server and servlet, before you start the
configuration of Multimedia objects, continue with:

Windows
UNIX

Table 3: Configuration Worksheet

Chapter 5 on page 91
Chapter 7 on page 153

Field Value

Model Setup Value

Description

Log In to Wizard Manager

User name

User password

User name for logging in to
Configuration Server

Password for logging in to
Configuration Server

Application Configuration Server
Manager Application object
name

Host Host of Configuration Server

Port Port on Configuration Server
host where Configuration
Server listens for queries

Solution

Name MM761 Invent a name for your

Multimedia solution.

Tenant (in multi-tenant environment)

Name

Name of the Tenant object
holding the Multimedia
solution that you are
configuring.

Deployment Guide
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Table 3: Configuration Worksheet (Continued)

Field Value Model Setup Value Description

Databases and Associated Configuration Objects

Note: Before installing Multimedia, you must configure and install a DBMS and create four
databases/tablespaces, one for Interaction Server, two for Universal Contact Server (one main, one
archive), and one for Co-Browsing Server (if you plan on deploying it). You can do this before or after
running the Multimedia Wizard.

Interaction Server Database Objects

Database Access Point (DAP)

DAP Name MM761_Ixn_DAP Invent a name for the DAP to
use with Interaction Server.

If you intend to use the Event
Logger functionality that is
available in version 7.6.1, you
will need another DAP.
Configuration and
deployment of Event Logger
is explained in the “Event
Logger” section in the
“Interaction Server:
Advanced Topics” section of
the “Ongoing Administration
and Other Topics” chapter of
the Multimedia 7.6 User’s
Guide.

DB Server

Name MM761_IxnDBServer Name of the DB Server
application object.

DBMS type Microsoft SQL Server Type of database management
system you are using
(Microsoft SQL, Oracle,
DB2).

Host MMHost Host where you want DB
Server installed.

Port 6110 Port where DB Server listens
for queries.

SNMP Port Not included in the model | Port where DB Server listens
setup. for management commands
(optional).

0
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Table 3: Configuration Worksheet (Continued)

Configuration Worksheet

Field Value Model Setup Value Description

DBMS name MMHost Name of your database
management system.

DBMS type Microsoft SQL Server Type of database management
system you are using
(Microsoft SQL, Oracle,
DB2).

Database IxnDB Name of the database

name (tablespace) for Interaction
Server.

User name sa User name for logging in to
the DBMS.

Password <password for user sa> Password for logging in to the
DBMS.

Universal Contact Server (UCS) Database Objects

DB Server

Not needed because UCS uses JDBC to connect with the database.

Database Access Point (DAP)

DAP name

MM761_UCS_DAP

Invent a name for the DAP to
use with UCS.

Host

MMHost

Host name where database is
running.

Port

1433

Port where the database
listens for queries (for
example, 1521 is the default
for Oracle, 1433 for Microsoft
SQL, 50000 for DB2).

DBMS type

Microsoft SQL Server

Type of database management
system you are using
(Microsoft SQL, Oracle,
DB2).

Database
name

Customer

Name of the database
(tablespace) for UCS.

User name

Sa

User name for logging in to
the DBMS.

Deployment Guide
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Table 3: Configuration Worksheet (Continued)

Configuration Worksheet

Field Value

Model Setup Value

Description

Password

<password for user sa>

Password for logging in to the
DBMS.

Universal Contact Server

Name MM761_UCS Invent a name for your UCS
Application object.

Host MMHost Host where you want UCS
installed.

Port 6120 Listening port for requests.

Universal Default port value Port for Remote Method

Contact Server Invocation (RMI) connection

API port to the UCS API. Must be

different from standard server
port.

Login account

Not specified for the
model setup. See the
description, and choose a
Person or Access Group
accordingly.

The User Account (Person) or
Access Group that UCS will
use to log in to Configuration
Server.

Note: This Person or Access
Group must have
Administrator or higher
access rights so it can update
information in the
Configuration Database. Use
an existing account with these
rights or create one for the
purpose.

Multimedia Switch

Name In the model setup, we Select or create a multimedia
select New-Style switch.
Interaction Server, which | Note: Include only one
creates a Multimedia multimedia switch per tenant
switch and switching to preserve Stat Server and
office automatically in URS support for Interaction
the background. Server.
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Table 3: Configuration Worksheet (Continued)

Configuration Worksheet

Field

Value

Model Setup Value

Description

Switching Offi

Ice

Name

In the model setup, we
select New-Style
Interaction Server, which
creates a Multimedia
switch and switching
office automatically in
the background.

Select or create a switching
office.

Interaction Server

Name MM761_IxnSrv Invent a name for your
Interaction Server Application
Object.

Host MMHost Host where you want
Interaction Server installed.

Port 6130 Port where Interaction Server

listens for queries.

Stat Server

Name In the model setup, we Select or create a Stat Server.
select the existing,
Port prerequisite Stat Ser-ver. Port where Stat Server listens
See Table 7 for details. for queries.
Application Cluster (optional)
Name Model setup does not use | Invent a name for your
the Application Cluster. Application Cluster.
Web API Server
Name MM761_WebAPIServer | Invent a name for your Web
API Server Application
Object.
Host MMHost Host where you want Web

API Server installed.

Deployment Guide
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Table 3: Configuration Worksheet (Continued)

Configuration Worksheet

Field Value

Model Setup Value

Description

Port

80

Port for web server (defaults
are 80 for HTTP, 443 for
HTTPS); used for load
balancing between web
clients. This assumes that the
web clients and Web API
Server are installed on the
same host.

Web Compound Samples

Name

MM761_WebClient

Invent a name for your Web
Compound Samples.

E-mail request

Not included in the model

The address from which

preferences setup. replies to web e-mail requests
will be sent.
Tenant Name of the Tenant object

holding the Multimedia
solution that you are
configuring.

UCS Manager

Name

MM761_UCSMgr

Invent a name for your UCS
Manager Application Object.

E-Mail Server Java (for Genesys E-mail)

Name MM761 E-mailServer Invent a name.

Host MMHost Host where you want E-mail
Server Java installed.

Port 6150 Listening port for requests

POP server MMHost The name of your corporate
POP server.

SMTP server MMHost The name of your corporate
SMTP server if different from
the POP server.

POP3 user Not specified in the Address, user name and

name and model setup. Use valid password for logging on to

password user information for your | your POP server.
corporate mail server.
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Table 3: Configuration Worksheet (Continued)

Configuration Worksheet

Field Value

Model Setup Value

Description

Default e-mail
address domain

MMHost

Domain to be appended to
e-mail (both incoming and
outgoing) that does not
already have a domain
specified in its To address
field.

External agent
e-mail address

external @ MMHost

Address to be used as the
From address in messages to
external agents and as the To
address in messages from
external agents. Typically, this
is different from your general
corporate e-mail addresses.

Host

Integrated Web 7777 Listening port number for

Form Web Form—processing entry

processing port point.

(optional)

Automated Agentl Notional agent name used in

Reply Agent automatic responses.
Typically this is something
generic like Genesys
Technical Support.

E-mail <mailboxNamel>@MM | Account name and e-mail

account(s) for Host address. These are the

customer <mailboxName2>@MM | &ccounts on your corporate

access POP server that E-mail Server

Java will pull e-mails from
and bring them into the
Multimedia system. Be sure
to also create them on your
corporate mail server if they
do not exist already.

Deployment Guide
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Table 3: Configuration Worksheet (Continued)

Configuration Worksheet

Field

Value

Model Setup Value

Description

Classification Server

Name MM761_ClassificationSe | Invent a name.
rver
Host MMHost Host where you want
Classification Server
installed.
Port 6160 Listening port for requests.

Training Server

Name MM761_TrainingServer | Invent a name.

Host MMHost Host where you want Training
Server installed.

Port 6170 Listening port for requests.

Knowledge Manager

Name

MM761 KnowledgeMan
ager

Invent a name.

Chat Server (for Genesys Web Media)

Name MM761 ChatServer Invent a name.

Host MMHost Host where you want Chat
Server installed.

Port 6180 Listening port for requests.

Webapi-port 6181 A specific port for web client

(recommended) connections only.

ESP Server 6182 Listening port for ESP

Port requests.

ESP default system Name to be used in place of

nickname agent’s name for use in
automated chatting.

Co-Browsing Server

Name MM761_Co- Invent a name.

BrowsingServer
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Table 3: Configuration Worksheet (Continued)

Configuration Worksheet

Field Value Model Setup Value Description

Host MMHost2 Host on which you want
Co-Browsing Server installed.

Port 6195 Listening port for requests.

Co-Browsing Invent a four-character name.

Server alias

Co-Browsing Server Database Access Point (DAP)

Note: If you use the UCS DAP for Co-Browsing Server as well, this is not needed. Genesys does not

recommend using the same DAP.

DAP name In the model setup, we Invent a name for the DAP to

use the UCS DAP and use with Co-Browsing Server.
Database for Co- -

Host Browsing Server. Host name where database is
running.

Port Port where the database
listens for queries (for
example, 1521 is the default
for Oracle, 1433 for Microsoft
SQL, 50000 for DB2).

DBMS type Type of database management
system you are using
(Microsoft SQL, Oracle,
DB?2).

Database Name of the database

name (tablespace) for Co-Browsing
Server.

User name User name for logging on to
the DBMS.

Password Password for logging on to
the DBMS.

Deployment Guide
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Connections Table

Table 4 on page 52 lists connections that you set in the Configuration Layer for

Multimedia components.

In addition to the information in Table 4, keep in mind that:

» Connections to Message Server are required only if you are running
Multimedia 7.6.1 with the Management Layer.

» A Local Control Agent (LCA) runs on each host. All Genesys components
on a host connect to the local LCA. Refer to the Framework 7.6
Deployment Guide for details on configuring LCAs.

» For Reporting purposes, you must also add a connection from your
Reporting Stat Server to the Interaction Server.

Note: It is possible to have multiple connections to some components. These
components are marked with a *. For information about how and why
you use multiple connections, please see the “Load Balancing and
Configuration” chapter of the Multimedia 7.6 User’s Guide.

Table 4. Multimedia Application Connections

Application

Connects to

Chat Server

Interaction Server
Message Server
Universal Contact Server

Classification Server

Message Server
Universal Contact Server

E-mail Server Java

Interaction Server
Message Server
Universal Contact Server

Interaction Server

Chat Server*
Classification Server”
E-mail Server Java™
Interaction Server DAP*
Message Server

Stat Server (for reporting)”
Universal Contact Server”

52
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Deployment Guide

Connections Table

Table 4: Multimedia Application Connections (Continued)

Application

Connects to

Knowledge Manager

Universal Contact Server

Training Server

Message Server
Universal Contact Server

Universal Contact Server

Message Server
Stat Server”
UCS DAPs

Universal Contact Server
Manager

Universal Contact Server

Co-Browsing Server

JDBC-based DAP
Message Server

Web API Server

Application Cluster*

Chat Server*
Co-Browsing Server
E-mail Server Java*
Interaction Server
Message Server

Solution Control Server
Stat Server*

Universal Callback Server*
Universal Contact Server*
Web API Server?

a.

If this Web API Server is acting as a load balancer for other Web API Servers.
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Chapter

Deploying Third-Party Web
Applications

A web server and a web application container are prerequisites for deploying
Multimedia. Your environment may already have its own established
configuration of these components. This chapter describes the steps you must
take to install and configure common combinations of these applications,
including the Apache Web Server and the Apache Tomcat web application
container in Windows, Linux, and Solaris environments, as well as the initial
setup for WebSphere in an AlX environment. Be sure to check the Genesys
Supported Operating Environment Reference Manual for the supported
versions of the third-party software you are using. This chapter includes these
sections:

« Java Software Development Kit, page 56

« Installing Apache and Tomcat on Windows, page 57

«  Connecting Tomcat and Its Web Server, page 63

«  Configuring Apache and Tomcat for Linux or Solaris, page 72
«  Deployments with WebSphere on AlX or Solaris, page 73

«  Deploying KANA Response Live for co-browsing, page 74

Note: It is important to distinguish Third Party Components from third-party
applications.

Multimedia Third Party Components—refers to a collection of files,
mostly Java libraries, that Multimedia uses for its normal operation.
Third Party Components are included in the integrated install, as
described in Performing an integrated installation of all Multimedia
servers, page 131. The Third Party Components installation package
places these files in various locations on the host machine.

ThirdPartyApplications—refers to a directory on the Multimedia
product CD that contains the web server Apache, the application
container Tomcat, and various supporting files. Multimedia requires a
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web server and an application container, but Apache and Tomcat are
not the only supported types, and you are not required to install the
particular copies in this directory; they are provided as a convenience.

Java Software Development Kit

Procedure:
Downloading and installing the Java SDK

Purpose: This procedure describes how to download and install the Java SDK.

Start of procedure

1. Determine the correct Java software development kit (SDK) for your
system. For supported releases of Java SDK on Windows, Solaris, Linux,
and AlX systems, see the Genesys Supported Operating Environment
Reference Manual.

Tip: Multimedia 7.6.1 supports JDK 5.0, which uses the extended
version number format of 1.5.0.

2. Select one of the URLs from the list below, according to your system.
Paste the URL into your browser, replacing <release_number > with 1.5.0,
or the supported release number that you found in Step 1.

Solaris http://java.sun.com/j2se/<release_number>/install-solaris.html
Linux http://java.sun.com/j2se/<release_number>/install-linux.html
Windows http://java.sun.com/j2se/<release_number>/install-windows.html

AIX http://www-1.ibm.com/support/docview.wss?rs=180&context=SSE
QTP&uid=swg24006713

3. Make sure the JAVA_HOME environment variable points to the directory
where Java SDK is located. For example, on Solaris it might be this path:

JAVA_HOME=/usr/local/jdk1.5.0_11
export JAVA_HOME

Or for Windows, set the JAVA_HOME environment variable to something like
c:\jdk1.5.0_11

End of procedure

0
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Next Steps

* If you are deploying the Apache HTTP server and Tomcat Application
Container on a Windows platform, see Installing Apache and Tomcat on
Windows, page 57.

« If you are deploying the Apache HTTP server and Tomcat Application
Container on a Solaris or Linux platform, see Configuring Apache and
Tomcat for Linux or Solaris, page 72.

Installing Apache and Tomcat on Windows

Apache

Deployment Guide

This section describes procedures for installing the Apache Web Server and the
Tomcat web application container in a Windows environment. The installation
packages for both Apache and Tomcat are included on your Multimedia 7.6.1
CD.

If you are using Microsoft’s Internet Information Server (11S) as your web
server, skip the instructions for installing Apache, proceed to the Tomcat
instructions, and then use the steps in “Setting Up the JK1 Connector with IIS
5 or 6” on page 65 for further configuration details.

Genesys provides the Apache Web Server with your Multimedia software.
Look for it in the third-party applications portion of the installation CDs.

Procedure:
Installing the Apache Web Server on Windows

Purpose: This procedure outlines how to install the Apache Web Server on
Windows.

Start of procedure

1. Shut down any other web servers (such as 11S) on the machine where
Apache is to run.

2. On the Interaction Management CD, go to the directory
ThirdPartyApplications\Apache<{release_number »\Windows\binary. Find
and double-click apache_<release_number>-win32-x86-no_ssl-r2.msi.

3. Click Next at the We Lcome window.
4, Accept the license agreement, and click Next.
5. Click Next at the Read This First page.
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6. Atthe Server Information prompt, enter the following information:
a. Network domain
b. Server name

Note: Servers may have an external name that differs from the internal
name. Be sure to use the right name for your situation.

c. Administrator’s e-mail address.

Choose whether to run as a service. Keep the default if you want
Apache running as a service; otherwise select the radio button to
manually start and stop Apache. Click Next to continue.

7. Choose a typical or custom install.

8. Choose a destination folder. Genesys recommends that you use a short path
name, such as C:\ApacheGroup.

Warning! Do not include any spaces in the folder name (for example, use
ApacheGroup instead of Apache Group).

9. Click Install. The Installation Wizard uses the settings you specified to
install and configure Apache.

10. Click Finish. The installation is complete.

Note: Throughout this document, <APACHE _HOME > represents the folder you
define here for your Apache installation. During installation, a sub-
folder named Apache2 may be created. If this is the case, <APACHE_HOME >
represents the folder you define here as well as the sub-folder Apache2
(C:\ApacheGroup\Apache2).

End of procedure

Next Steps

* If you plan on using Genesys Web Collaboration (Co-Browsing Server),
you need to implement a Secure Socket Layer (SSL) for your web server.
See Installing a new SSL certificate using I1S, page 76.

» Otherwise, proceed with Testing the Apache Web Server on Windows.

0
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Tomcat

Deployment Guide

Procedure:
Testing the Apache Web Server on Windows

Start of procedure

1. From the Windows taskbar, select Start > Programs > Apache HTTP Server
{release_number) > Control Apache Server ) Start.

Note: If Apache is already running, then the Start command displays an
error message. Continue with Step 2 to confirm that Apache is
running correctly.

2. Open a web browser and go to Apache’s host
(http://<{servername_or_IP>:80). If Apache is running correctly, you will
see a white page with the message It works !

End of procedure

Next Steps

» Installing the Tomcat web application container on Windows, page 59

Genesys provides the Tomcat web application container with your Multimedia
software. Look for it in the ThirdPartyApplLications folders of the installation
CDs.

Note: The 7.6.1 release of Genesys Multimedia supports only specific
releases of Tomcat. Check the Genesys Supported Operating
Environment Reference Manual for more information.

Procedure:
Installing the Tomcat web application container on
Windows

Start of procedure

1. On the Multimedia Interaction Management CD, go to the directory
ThirdPartyApplications\Tomcat_Servlet<release_number >\
Windows\binary. Find and double-click apache-tomcat-
{release_number).exe.

2. Atthe Welcome to the Apache Tomcat Setup Wizard window, click Next.
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Installing Apache and Tomcat on Windows

3. Click I Agree to accept the license agreement.

4. Atthe Installation Options window, select Full from the Select type
of install drop-down list (see Figure 6 on page 60).

LI

Choose Components ) -
Choose which features of Apache Tomcat vou want to install, ==

Mullsoft Install System 2,0

Check the compaonents vou want Ea install and uncheck the components vou don't want to
install, Click Mext ko continue.,

Select the bvpe aof install; -

O, select the opti - Descripkian
u:u:ulinpnnents yu:u.?i:jisnl'?lto ;Emcat HHEvEr your Mmause ayEr
install: art Menu Items a companent b see its
Docurnentation description,
Examples
L. [v] webapps

Space required: 12.6MB

« Back I Mext = I Cancel

Figure 6: Tomcat Installation Options

10.

Click Next to continue.

Atthe Choose Install Location window, enter a path to your Tomcat
installation location, and click Next.

Warning! Do not include any spaces in the folder name (for example, use
Tomcat6 instead of Tomcat 6).

Specify the HTTP/1.1 Connector Port and Administrator Login details for
your Tomcat installation, and click Next.

Tip: For the HTTP/1.1 Connector Port, you can use the default value of
8080.

Confirm the location of your Java SDK, and click Install. The Installation
Wizard uses the settings you specified to install and configure Tomcat.

Click Finish. The installation is complete.

Verify the values of the following environment variables (Start/My
Computer/Properties/Advanced/Environment Variables), or create them if
they do not already exist:

+  CATALINA_HOME—Your Tomcat installation directory.
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+ JAVA_HOME—Your JDK base directory, as described under “Java
Software Development Kit” on page 56.

Note: Throughout this document, <CATALINA_HOME > represents the base
directory of your Tomcat installation.

End of procedure

Next Steps

» Testing the Tomcat installation on Windows.

Procedure:

Testing the Tomcat installation on Windows

If they exist, you should always start and stop Tomcat using the batch files
{CATALINA_HOMEX\bin\startup.bat and <CATALINA_HOME\bin\shutdown.bat.

Using shutdown.bat to stop Tomcat stops the executable and also closes
various files that would otherwise remain open.

If there are no batch files, use the Tomcat Monitor (visible as an icon in the
system taskbar) to start and stop Tomcat.

Tip: You can find an icon for the Tomcat Monitor in the system taskbar:
Apache Tomeat} | —
T2 'u
+
»
To start or stop Tomcat, right-click the Tomcat Monitor icon and select your

action: Start service, Stop service, and so on.
Start of procedure

1. Verify that Apache is already running.

2. Start Tomcat using <CATALINA_HOME)\bin\startup.bat. If Tomcat is
running correctly, you will see a console window (see Figure 7).
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INFO: Initializing Coyote HTITP/1.1 on http-8688
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: Initialization processed in 1762 ms
B8 1@:52:14 AM org.apache.catalina.core.StandardService start
F : Starting service Catalina
20088 1M:52:14 AM org.apache.catalina.core.StandardEngine start
INFO: Starting Servlet Engine: Apache Tomcat/6.8.16
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Aug 25, 2088 10:52:18 AM org.apache server.JkMain start

INFO: Jk running ID=B tim /78 config=null

fiug 25, 2088 10:52:18 AM org.apache.catalina.startup.Catalina start
INFO: Server startup in 4236 ms

Figure 7: Tomcat Console Window

3. Further test the Tomcat installation by opening a browser to
http://localhost:8080. You should see the web page displayed in
Figure 8.

Apache Tomcat

! The Apache Software Foundation
http://www.apache.org/
If you're seeing this page via a web browser, it means you've setup Tomcat successfully. Congratulations!
As you may have guessed by now, this is the default Tomcat hame page. It can be found on the local filesystem at.
SCRATALINA HOME/webapps/ROOT/index . html

where "$CATALINA_HOME" is the root of the Tomcat installation directary. If you're seeing this page, and you don't think you should be, then you're
either a user who has arrived at newv installation of Tomcat, or you're an administrator who hasn't got hisfher setup quite right. Providing the latter is
the case, please refer to the Tomcat Documentation for maore detailed setup and administration information than is found in the INSTALL file

NOTE: For security reasons, using the administration webapp is restricted to users with role "admin". The manager webapp is
restricted to users with role "manager”. Users are defined in $CATALINA_HOME/conf/tomcat-users.xml.

Included with this release are a host of sample Servlets and JSPs {with associated source code), extensive documentation, and an introductory
guide to developing web applications

Tomcat mailing lists are available at the Tomcat project web site:

+ users@tomcat.apache.org for general questions related to configuring and using Tomcat
+ dev@tomcat.apache.org for developers working on Tomcat

Thanks for using Tomcatl

Powered by

4
TOMCAT
Copyright © 13932007 Apache Software Foundation
Al Rights Reserved

Figure 8: Successful Tomcat Installation Web Page
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4, Shut down Tomcat. Use shutdown.bat if it exists, or press ctrL+C from the
console window if the batch file does not exist.

5. Shut down Apache. Select Start > Programs > Apache HTTP Server
{release_number) > Control Apache Server ) Stop.

End of procedure

Next Steps

» Connecting Tomcat and Its Web Server

©
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Connecting Tomcat and Its Web Server

Connecting Tomcat and Its Web Server

This section describes connecting Tomcat and its web server on the Windows

platform.

Setting Up the JK1 Connector with Apache

Deployment Guide

Procedure:
Installing the JK1 Connector with Apache

Start of procedure

1.

On the Interaction Management CD, navigate to
ThirdPartyApplications\Tomcat\jk_apache_for_windows\binary and
locate the file that matches your version of Apache:

mod_jk-apache-2.2.4.so0 (for Apache 2.2 or later)
mod_jk-apache-2.0.59.s0 (for Apache 2.0.59 or later)

Copy this file to your <APACHE_HOME >/modules directory, and rename it to
mod_jk.so.

In the <CATALINA_HOME)/conf/jk directory, create a file called
workers.properties, with the following contents:

worker. Llist=ajp13
worker.ajp13.port=8009
worker.ajp13.host=localhost
worker.ajp13.type=ajpi3

Note: If there is no jk directory, create one.

In the <APACHE_HOME>/conf directory, create a file called mod_jk.conf,
with the following contents:

{IfModule !mod_jk.c>
LoadModule jk_module "<APACHE_HOME)/modules/mod_jk.so"
{/1fModule>

JkWorkersFile "<CATALINA_HOME>/conf/jk/workers.properties”

JkLogFile "<CATALINA_HOME)/logs/mod_jk.log"
JkLoglLevel emerg
JkMount /examples/* ajp13

Add the following statement to the end of the
{APACHE_HOME>/conf/httpd.conf file:

Include "<APACHE_HOME>/conf/mod_jk.conf"

End of procedure
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Next Steps

» After completing the installation, you should test the Jk1 connector to
ensure that it functions properly. See Testing the JK1 Connector with
Apache.

Procedure:
Testing the JK1 Connector with Apache

Start of procedure

1. Start Tomcat and Apache.
Open a web browser and enter the following address:
http://localhost/examples/jsp/jsp2/el/basic-arithmetic.jsp
You should see the web page shown in Figure 9.

JSFP 2.0 Expression Language - Basic Arithmetic

Thus exarnple dlustrates basic Expreszon Language anthmebe. Addinen {4, subtraction (=), mulipbcaton (%), dinson

i or 4iv), and me-dubas %0 or mod) ace all supported. Error condihons, Hos diviston by zera, are handled gracefidly.

EL Expression  Hesult

(1) 1
El+2) 3
{12+ 23) 35
TELEBS + 1.4y 120014
- | -f
F21=2 42
(34 0.5
(3 dw £) 0.75
E(30) Irfmity
E{10%4) 2
{10 mad A4} 2

Si=n13 4[4

Figure 9: JK1 Test Page
End of procedure

Next Steps
+ If you want your Multimedia solution to include co-browsing functionality,
see Deploying KANA Response Live for co-browsing, page 74.

» Otherwise, you can begin to deploy the Model Setup of the Multimedia
components. See Chapter 5 on page 91.

0
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Setting Up the JK1 Connector with IS5 or 6

Procedure:
Installing the JK1 Connector with IIS

Purpose: This procedure describes how to install the JK1 connector with 11S.
This procedure applies to both 11S 5 and I1S 6. For 11S 6, follow all steps; for
I1S 5, skip Steps 11 to 13.

Start of procedure

1. On the Interaction Management CD, go to
ThirdPartyApplications\Tomcat\jk_apache_for_windows\binary, locate
isapi_redirect<{release number).dll, and place it in c:\jakarta-
tomcat\bin.

2. Create the properties files workers.properties and
uriworkermap.properties in c:\jakarta-tomcat\conf

Here is @ minimum workers.properties, Using just ajp13 to connect your
I1S web server to the Tomcat engine.

workers.properties

This file provides minimal jk configuration properties needed to
connect to Tomcat.
Define 1 real worker using ajp13

orker.list=ajp13w

et properties for worker ajp13w

ote that the name and the type do not have to match.

#
#
#
#
#
#
W
#
# S
# N
#

worker.ajp13w.type=ajp13
worker.ajp13w.host=Llocalhost
worker.ajp13w.port=8009

Here is a minimum example of uriworkermap.properties:
# This file provides sample mappings for example

# ajp13w worker defined in workermap.properties
/examples/*=ajp13w
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10.

11.

66

Note: The workers.properties and uriworkermap.properties files must
be saved in Microsoft Windows/MS-DOS format. Otherwise, an
error will occur when installing the Web API Server and setup will
not proceed.

In the registry, create a new registry key named:
HKEY_LOCAL _MACHINE\SOF TWARE\Apache Software Foundation\Jakarta
Isapi Redirector\1.0

Add a string value with the name extension_uri and a value of
/jakarta/isapi_redirect.dlLl.

Add a string value with the name Log_fi Le and a value pointing to where
you want your log file to be (for example c:\j akarta-
tomcat\Llogs\isapi.log).

Add a string value with the name Log_Llevel and a value for your log level
(can be debug, info, error Or emerg).

Add a string value with the name worker_fi Le and a value which is the full
path to your workers.properties file (for example, c:\jakarta-
tomcat\conf\workers.properties).

Add a string value with the name worker_mount_fi Le and a value which is
the full path to your uriworkermap.properties file (for example
c:\j akarta-tomcat\conf\uriworkermap.properties).

Using the 11S management console, add a new virtual directory to your 11S
web site. The name of the virtual directory must be j akarta. Its physical
path should be the directory where you placed isapi_redirect.dLl (in our
example it is c:\jakarta-tomcat\bin). While creating this new virtual
directory assign it with execute access.

Using the 11S management console, add isapi_redirect.dll as a filter in
your 11S web site. The name of the filter should reflect its task (for
example, tomcat), its executable must be our c:\j akarta-
tomcat\bin\isapi_redirect.dll.

+ For IS 6, continue with Step 11.

+ For 1IS 5, skip to Step 14.
Open IIS Manager, as shown in Figure 10.
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f’ File  Action Yiew ‘Window Help |_ =
to | BE BB 22y =50

?.! Internet Information Services
= .1‘5 TPLABHOSTZ (local computer)
[ ) FTP Sites

. Web Service Extensions

? | ‘web Service Extension | Status |
&2 Application Pools @ Al Unknown CGI Extensions allaved
j o Al " Al Unknown ISAPT Extensions Allowed
= — Toaonn | B Active Server Pages Allowed
&% Defa el Server || L [58 AseMET w1.1,4322 alloveed
Froperties [ AsP.MNET v2.0.40607 Allowed
- @ Inkernet Data Connector Allowed
B RPC Proxy Server Extension Allowed

Tasks Server Side Includes Prohibited

[ webDay allowed

I Add & new web service extension...

KL pllow all Wb service extensions For a
specific application

I Prohibit all Web service extensions

@ Open Help

Extended A Standard /

Figure 10: 1IS Manager

12. Click Add New Web Service Extension. The resulting dialog box is shown
in Figure 11 on page 67.

Type the name of the new Web service extension, and specify the files that
must be enabled For the extension ta run,

Extension name:

Required files:

Add...

Remoye |

[~ Set extension status ko Allowed

of I Cancel | Help |

Figure 11: New Web Service Extension

13. In the New Web Service Extension dialog box:
a. Inthe Extension name box, type jakarta.

b. Inthe Required files boX, click Add and browse to the location of the
isapi_redirect.dlLl file.

c. Selectthe Set extension status to Allowed check box, then click oK.

14. Restart the 11S service. Ensure that the filter you added in Step 10 is
marked with a green up-pointing arrow.

End of procedure

Deployment Guide 67



Chapter 4: Deploying Third-Party Web Applications Connecting Tomcat and Its Web Server

Next Steps
» Testing the JK1 Connector with 11S

Procedure:
Testing the JK1 Connector with IIS

Start of procedure

1. Start Tomcat. Start or restart 11S.

2. Open a web browser and go to:
http://localhost/examples/jsp/jsp2/el/basic-arithmetic.jsp
You should see the web page shown in Figure 12 on page 68.

JSP 2.0 Expression Language - Basic Arithmetic

Ttz exarnple dlustrates basic Expresnon Language amthmeke. fdden (), subtraction (), mulipkeaton (), dinmon
o V], 300 T 5 Lo o o) ans guppodted Erros candibans, CHMELODE B3 2000, A0S Nark: AcEnEly
(o div), and medulas B Ty are all aupy i Ex A Hie division by harvdled pracefidl

EL Expression  Hesult

(1) 1
T(1+2) 3
B2+ 23} 3.5
T{12B4 +1.43 (120014
Fi4-3 -&
21 =2} a2
(3] 0.75
(3 diw &) 0.75
T30 Tty
T{10%44] 2
{10 mad 4} 2

S=73 4
Figure 12: JK1 Test Page
End of procedure

Next Steps

» Advanced Configuration of the Tomcat Context

Advanced Configuration of the Tomcat Context

To perform additional advanced configuration of your 11S-Tomcat
implementation, see the following:

» Configuring IIS to serve static content, page 69
» Protecting the WEB-INF Directory, page 70
» Configuring Tomcat to serve multiple contexts, page 70

0
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Procedure:
Configuring IS to serve static content

Purpose: To configure I1S-Tomcat so that 11S handles all static content (.html,
.jpg, and so on), leaving Tomcat to process the Java Server Pages (JSP) and
servlets.

Genesys Multimedia web applications (Web API Server) use a combination of
static web pages and active java content. You can reduce processing time by
letting 11S serve static pages, even if these files are part of a context already
served by Tomcat. For example, the .html and .gif files in the examples
context do not need to be served from the Tomcat process—it is enough for I1S
to serve them.

Start of procedure

1. Configure IIS to include the Tomcat contexts.

Adding a Tomcat context to 11S requires the addition of a new IIS virtual
directory that covers the Tomcat context. For example, you could add a
/examp Le 1IS virtual directory that covers the D:\tomcat\webapps\examples
directory.

2. Configure the redirector to leave the static files for 1IS.

To configure the redirector, you must edit the uriworkermap.properties file
to specify the URL-path pattern(s) that you want Tomcat to handle (usually
only JSPs and servlets). For the examp Les context, you must replace the
following line:

/examples/*=ajp13

with the following two lines:

/examples/*.jsp=ajp13

/examples/servlet/*=ajp13
The second line is more explicit; it actually instructs the redirector to
redirect only the following:
+ Requests to resources under /examples/servliet/.
+ Resources under /examples/ whose name ends with .jsp.

You can be more explicit and provide lines such as the following:
/examp les/servlet/<servletname)=ajp13

This instructs the redirector to redirect requests whose URL path equals
/examp les/servlet/<servletname) to the worker named ajp13.

End of procedure
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Next Steps

« If you want to do any more advanced configuration of the Tomcat context,
return to the list of configuration options—see Advanced Configuration of
the Tomcat Context, page 68.

« If you want your Multimedia solution to include co-browsing functionality,
see Deploying KANA Response Live for co-browsing, page 74.

» Otherwise, you can begin to deploy the Model Setup of the Multimedia
components—see Chapter 5 on page 91.

Procedure:
Protecting the WEB-INF Directory

Each servlet application (context) has a special directory named WEB-INF. This
directory contains sensitive configuration data and Java classes, and you must
prevent web users from accessing or even seeing these directories. Although
you can use the 11S management console to do this, the administrator must
remember that it has been done. To avoid this complication, the redirector
plugin automatically protects your WEB-INF directories by rejecting any request
that contains WEB-INF in its URL-path.

Start of procedure

* You do not need to perform any actions to obtain this WEB-INF
protection. The redirector plugin does this automatically.

End of procedure

Next Steps

» If you want to do any more advanced configuration of the Tomcat context,
return to the list of configuration options—see Advanced Configuration of
the Tomcat Context, page 68.

« If you want your Multimedia solution to include co-browsing functionality,
see Deploying KANA Response Live for co-browsing, page 74.

» Otherwise, you can begin to deploy the Model Setup of the Multimedia
components—see Chapter 5 on page 91.

Procedure:
Configuring Tomcat to serve multiple contexts

Purpose: To configure the workers.properties file so that different Tomcat
processes can serve different contexts—for example, to spread the load among
different machines.

0
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Connecting Tomcat and Its Web Server

Summary

For Tomcat to serve multiple contexts, you must:

1. Define the workers (the Tomcat processes or instances) that you want to

use.

2. Assign each context its own worker.

Start of procedure

1. Open the workers.properties file, located in the <CATALINA_HOME >/conf

directory.
In the worker. List entry, add workers using the following format:
worker. list=<{a comma separated list of worker names)

Example
worker. list=ajp13, ajpl3second

Add entries for each individual worker, one for each associated host and
port, using the following format:

worker.<worker name).<property>=<{property value)

Example

worker.ajp13.host=localhost

worker.ajp13.port=8007

worker.ajp13second.host=otherhost

worker.ajp13second.port=8007

You can now assign the workers to serve the various contexts (one worker
for each context).
For example, look at the following uriworkermap.properties fragment:
/examples/*=ajp13
/webpages/#*=ajp13second
The examp Les context is served by ajp13 while the webpages context is
served by ajp13second.

End of procedure

Next Steps

If you want to do any more advanced configuration of the Tomcat context,
return to the list of configuration options—see Advanced Configuration of
the Tomcat Context, page 68.

If you want your Multimedia solution to include co-browsing functionality,
see Deploying KANA Response Live for co-browsing, page 74.

Otherwise, you can begin to deploy the Model Setup of the Multimedia
components—see Chapter 5 on page 91.
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Configuring Apache and Tomcat for Linux
or Solaris

This section points you to third-party documentation on how to perform further
Apache and Tomcat configuration for Solaris or Linux. You can obtain third-
party documentation using either of these methods:

» Obtaining Apache documentation from the CD
* Obtaining Tomcat documentation from the CD and the Web

Note: For information about deploying Solaris or AIX with IBM WebSphere,
or Solaris with BEA WebLogic, see the following sections:

» Deploying WebSphere on AlX or Solaris, page 156
» Deploying WebLogic on Solaris, page 169

Procedure:
Obtaining Apache documentation from the CD

Start of procedure
1. From the Interaction Management CD, locate the .html file applicable to
your operating system from one of the following folders:

Solaris
ThirdPartyApplications\Apache2.2.9\solaris\apache_documentation.html

Linux
ThirdPartyApplications\Apache2.2.9\linux\apache_documentation.html

2. Open the apache_documentation.html file. This document can assist you in
installing and building Apache for a Solaris or Linux environment.

End of procedure

Next Steps

« If you have not done so already, configure and install Multimedia as
outlined in:

— Chapter 5 on page 91
— Deploying Multimedia on UNIX Hosts, page 153

0
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Procedure:
Obtaining Tomcat documentation from the CD and the
Web

Start of procedure

1. From the Interaction Management CD, locate the .html file:

ThirdPartyApplications\TomCat_Servliet6.0.16\unix\tomcat_documentatio
n.html

2. Open the tomcat_documentation.html file. This document includes
information about installing, configuring, and operating an Apache Tomcat
server.

3. For documentation about installation, building, and configuring mod_jk for
UNIX, see:
http://tomcat.apache.org/connectors-doc/index.html

4. The site referenced above also describes how to connect Apache to Tomcat
on UNIX.

Note: You can access links to these same locations from the port 8080 page of
your local host when your Tomcat server is running:
http://localhost:8080/docs

End of procedure

Next Steps

* If you have not done so already, configure and install Multimedia as
outlined in:

— Chapter 5 on page 91
— Deploying Multimedia on UNIX Hosts, page 153

Deployments with WebSphere on AlX or

Solaris

Deployment Guide

If you intend to use WebSphere on AIX or Solaris for Multimedia and its Web-
based interaction capabilities, necessary components, such as an Enterprise
Archive project, are dynamically generated during installation of the Genesys
Web API Server for ALX or Solaris. (This feature was introduced in the 7.2
release.) Details on how to deploy web projects are set out in Chapter 7,
beginning on page 153, after configuration and installation of Multimedia
itself.
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Minimum Requirements

For hardware and operating system minimum requirements, see the Genesys
Supported Operating Environment Reference Manual. Ensure that you have at
least the following amount of free disk space on your installation host.

WebSphere Application Server 6.0

For AIX ® (32-bit WebSphere Application Server):
¢ Minimum 970 MB free disk space for installation (includes SDK)
¢ Minimum 512 MB physical memory; 1 GB recommended

Web Sphere Application Server 5.1

For Sun Solaris:

*  Minimum 580 MB free disk space for installation (includes SDK)
¢ Minimum 256 MB physical memory; 512 MB recommended
Software

Use IBM HTTP Server 2.0.x and IBM WebSphere 5.0, 5.1, or 6.0.

Deploying KANA Response Live for
co-browsing

74

KANA Response Live is used to enable the Multimedia Web Collaboration
feature, which allows an agent to direct a client’s web browser so that they can
view websites at the same time.

This section describes how to install and configure KANA Response Live on
the following platforms.

Table 5: KANA Response Live Supported Platforms

oS Web Server Application Container
Windows | Microsoft Internet Information Apache Tomcat
Server (11S)
Solaris Apache HTTP server Apache Tomcat
Linux Apache HTTP server Apache Tomcat
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Prerequisites

» Create a new Microsoft SQL or Oracle database to use with KANA
Response Live.

* Request and install an SSL certificate for your server. See Installing a new
SSL certificate using 1IS, page 76.

Table 6: Task Flow to Deploy KANA Response Live

Objective Related Procedures and Actions

1. Install KANA Follow the procedure for your operating system:

Response Live * Installing KANA Response Live for Windows,

page 78

* Installing KANA Response Live for Solaris,
page 83

* Installing KANA Response Live for Linux,
page 84

2. Create the database Windows

schema. On Windows deployments, the database schema is

created automatically during installation.
Solaris and Linux

For Solaris and Linux deployments, you must
manually create the schema:

 Creating the KANA database schema on Solaris
or Linux, page 85

3. Configure additional | wWindows

settings. For Windows deployments:

1. Change the router.enabled option in the
config.properties file to false.

2. Pointthe Home Directory in IIS to your KANA
installation folder.

For the full procedure, see Configuring KANA

Response Live for Windows, page 80.

Solaris or Linux

For Solaris or Linux deployments:

1. Change the router.enabled option in the
config.properties file to false.

2. Install a valid SSL certificate in the Apache
Web Server directory.

For the full procedure, see Configuring KANA
Response Live for Solaris or Linux, page 86.
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Table 6: Task Flow to Deploy KANA Response Live (Continued)

Objective Related Procedures and Actions

4. Test the installation. Windows

For Windows, you can start running the KANA
Response Live server by launching the .bat files in
kana\hbroot\bin .

For the full procedure, see Testing the KANA
Response Live installation on Windows, page 82.
Solaris or Linux

For Solaris or Linux, you can start the KANA
server using the following command:
/usr/local/kana/hipctl start

For the full procedure, see Testing the KANA
installation on Solaris or Linux, page 86.

5. Test co-browsing Use the following URLS to start a test co-browsing
functionality. session:
e Windows:

http://<hostname)/index.html

* Solaris or Linux:
http://<hostname)/responselive/index.html

For the full procedure, see Launching a co-
browsing session, page 87.

Procedure:
Installing a new SSL certificate using IS

Purpose: To configure an SSL certificate for your Kana Response Live server,
using Microsoft 11S Manager.

Start of procedure

1. Toopen IIS Manager, select Start > Administrative Tools > Internet
Information Services (IIS) Manager.

2. Inthe left frame, expand Server_Name (Local computer), find and right-
click Default Web Site, and then select Properties.

3. OntheDirectory Security tab, in the Secure communications section,
click server Certificate.

The Web Server Certificate Wizard opens.
4. On the Welcome page, click Next.
5. Select Create a new certificate, and then click Next.

0
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10.

11.

12.

13.
14.

15.

16.

17.

18.
19.

Select Prepare the request now, but send it later, and then click Next.

Enter a name for your certificate, select a bit length (the higher the bit
length, the stronger the encryption), and then click Next.

On the organization Information page, enter your company name in the
Organization box and a descriptive name for your organizational unit in
the Organizational unit boxX.

Enter either the fully qualified domain name (FQDN) or the server name as
the Common name for your website—the address you want users to enter
when browsing to your site.

Tip: For the Common name, make sure you use a valid DNS name. It must
match the external FQDN of your website. For intranet-only purposes,
you can use the internal FQDN for your sever, or the NetBIOS name.

Enter your location information, and then click Next. Do not use
abbreviations for State/province Or City/locality.

The Certificate Request File Name page opens.

Enter the path and file name where you want to save your certificate
request, and then click Next.

Review the summary of your certificate request information, and then click
Next.

1S creates the certification file.
Click Finish.

At this point, you need to send the certification file to the online Certificate
Authority of your choice. Contact the Certificate Authority for directions
on how to submit your request.

When you receive the response file from the Certificate Authority, you
need to reopen the certificate installation wizard. Again on the Directory
Security tab of your Default Web Site Properties dialog box, click
Server Certificate. Click Next to continue.

Select Process the pending request and install the certificate, and
then click Next.

Enter the location of the certificate file you received from the Certificate
Authority, and then click Next.

Review the summary, and then click Next.
Click Finish.

End of procedure

Next Steps

Deployment Guide

Installing KANA Response Live for Windows
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Installing and Configuring KANA Response Live for Windows

Use these procedures to install and configure KANA Response Live in a
Windows environment.

Procedure:
Installing KANA Response Live for Windows

Purpose: This procedure outlines how to install KANA Response Live for
Windows.
Prerequisites

» Installing a new SSL certificate using IIS, page 76

Start of procedure
1. Locate and double-click the KANA Response Live setup file. For
Windows, this file is called V<version)>_Win_Tomcat_IIS_DB_CHAT.exe.

Note: For Multimedia 7.6.1, the current supported version for Windows
is KANA Response Live Version 10 R1. The file on the 7.6.1 CD
iSV10.1.0.17_Win_Tomcat_IIS_DB_CHAT.exe.

2. Enter your Web Server and Application Server host names, and click Next.

2 KANA Response Live 101 =l

Response Live Server Name

The installation needs to know akout the server on which it is being installed.
Please enter the fully gqualified damain name used to access the web semver {ag
whi conavigator.com). Also, enter the application server name. The application
server name can differ fram the web server name.

Web Server HostName yourDomain.cam

Application Server HostName |yourDomain.com

Erevious Mext

Figure 13: KANA Response Live Installation

3. Select the database type you created, and click Next.
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4. Enter login parameters for the database instance that you created, and click
Next.

5. Enter a Server ID, and click Next. This Server ID is a unique name of four
characters or less.

6. If you did not enter valid database login information, the Database Check
Result page displays an error message. To correct the information, click
Previous to return to the appropriate pages. To continue, click Next.

7. Click Next to start the preinstallation checks.

If you did not install a valid SSL certificate before installing KANA
Response Live, a warning appears (see Figure 14). Click Next to continue,
and install your SSL certificate after completing the installation.

2 KANA Response Live 101 =l

System Fails to Meet Requirements

Problems were found while checking the following cormponents on your system: ﬂ

An S5L (HTTPS) connection was not ahle to be established with your system.
Commaoan causes include:

* BSLis notenabled onweb server

* Irvalid S50 certificate

* Expired cedificate

* Cerificate hostname does not match system hostname

* Incompatible cipher suites an senver

You may proceed with the installation. However, the system
testing indicates one or more problems that will likely prevent
the software fram working carrecthy,

[~
Ewuit | Previuusl Mext |

Figure 14: System Requirements Warning

8. Click Next at the Introduction page.

9. Choose the installation folder for KANA Response Live, and click
Install.

Warning! Do not include any spaces in the folder name (for example, use
ResponseLive instead of Response Live).

10. Click Next.

11. Leave the Yes checkbox unselected, and click Next.
12. Atthe Launch Page page, click Next.

13. Click bone. The installation is complete.

End of procedure
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Next Steps
» Configuring KANA Response Live for Windows, page 80

Procedure:
Configuring KANA Response Live for Windows

Purpose: After installing KANA Response Live on your Windows machine,
you need to make the following additional configurations:

» Update your config.properties file. Change the router.enabled option in
the config.properties file to false.

» Change your IIS Default Web Site so that the Home Directory points to
your KANA installation folder.

Note: KANA Response Live has many other functions and configurable
options that are not described in this Deployment Guide. To ensure
compatibility, Genesys does not recommend making use of additional
functionality or changing any options other than those described below.

Prerequisites

» Configuring KANA Response Live for Windows, page 80

Start of procedure

1. To update your config.properties file, complete the following actions:
a. Open the config.properties file located in <KANA_HOME >\hbroot\conf.
b. Change the router.enabled option to false.
c. Save and close the properties file.

2. To change your 11S Default Web Site home directory, complete the
following actions:
a. Open Internet Information Services (11S) Manager.

b. Right-click on Default Web Site, and select the Properties option
(Figure 15 on page 81).

0
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t Internet Information Services {II5) Manager 10| =l
¥9 File Action  View Window  Help | - &1
= OEEFRB @22y =
-F'g Inkernet Information Services | | Mame | Path | Skatus
B8 (local computer) @ CertCantrol CAWINDOWS sy shem32| CartSrviCe. .
[-_J Web Sites ) CertEnvoll CHWINDOWS system32|CartSriCe. .,
g z Sl E;ci:nlnre CAWINDOWS, system3Z CertSry
) Web Service Extensic = ,
e CAKANA  omCat
Permissions
Browse
ae
Stark
Skop
Pause
Mew »
Al Tasks 3
Vi 3
Mew Window From Here
Refresh
Export List...
l | 1l Help I _'I
|Opens property sheet For the curfeRE selectorn, | |

Figure 15: Internet Information Services (IIS) Manager

C. OntheDefault Web Site Properties page, select the Home Directory

tab (Figure 16).

Default Web Site Properties 2=

Direckory Securiky I

HTTP Headers I

ASP.MET
Documents

Cuskom Errors I
Home Direckary

Web Site | Performance I ISAPI Filters

The content For this resource should come From:

&' 2 directory located on this computer:

™ A share located on another computer
" A redirection ko a URL

| CHEANA e

L

Local paths: Browse. ..

[ Scripk source access v Log visits
v Read [w Index this resource
[ Write

™ Directory browsing

Application settings

Application name: | Default Application Remove

Starting point: <Default web Site =

Configuration, ..

Execute permissions:

i

|Scripts only ;I
=

Application protection: IMedium {Pooled) r|mad

(0] 4 I Cancel | Gy | Help

Figure 16: Default Web Site Properties
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d. Change the Local path value to <KANA_HOME >\web.
e. Click oK to save the change.

End of procedure

Next Steps

» Testing the KANA Response Live installation on Windows

Note: To configure Kana Response Live application server to support a
single remote web server, make the following change on the Response
Live application server:
In the System Administration Tool, edit the ISystems properties for the
Response Live Server. In the Host Servers, change Login Cookie
Domain to the IIS Server domain name.

Procedure:
Testing the KANA Response Live installation on
Windows

Purpose: This procedure describes how to test the KANA Response Live
installation on Windows.

Prerequisites

» Configuring KANA Response Live for Windows, page 80

Start of procedure

1. Locate and double-click the following files (in the order listed) to start
your KANA Response Live installation:

a. hipregistry.bat
b. router.bat
C. tomcat.bat

2. Start (or restart) your Web Server.

3. Follow the steps listed in Launching a co-browsing session, page 87 to test
co-browse functionality.

End of procedure

Next Steps

* Launching a co-browsing session, page 87

0
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Installing and Configuring KANA Response Live for Solaris or

Linux

Deployment Guide

To install KANA Response Live on a Solaris or Linux system, you must use a
user that has superuser permissions and has write permissions in the
/usr/local directory, such as root.

Procedure:
Installing KANA Response Live for Solaris

Purpose: This procedure outlines how to install KANA Response live for
Solaris.

Start of procedure

1.

Transfer the KANA Response Live software package to the system, using
the following command:
pkgadd -d Cona_sparc-V<{versiony_sol7-sparc.

Note: For Multimedia 7.6.1, the current supported version for Solaris and
Linux is KANA Response Live Version 10 R2. For Solaris, use the
Cona_sparc-V10.2.0.9-sol7-sparc file on the CD.

Select 1 and press Enter.
Type the fully qualified domain name of your system and press Enter.

A message will appear asking where you want to install. Press Enter to
select the default location /usr/local/kana. You cannot install in any other
directory, as this path name is hard-coded.

A message will appear asking for the packages to install. Press Enter to
select the default all option and start the installation process. The installer
creates the KANA Response Live files and copies them to the KANA
Response Live installation directory /usr/local/kana.

Select the database type that you created. For details, see “Prerequisites”
on page 75.

At the prompt, type the database host name and press Enter.

Enter the following information about your database, as prompted:
a. Database server name.

b. Database instance name.

c. Administrator’s user name.

d. Administrator’s password.

Enter a server ID. This ID is a unique name of four characters or less.
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10. Press Y to confirm the information you entered, and to transfer the package.
End of procedure

Next Steps

» Creating the KANA database schema on Solaris or Linux

Procedure:
Installing KANA Response Live for Linux

Purpose: This procedure describes how to install KANA Response Live for
Linux.

Start of procedure

1. Transfer the KANA Response Live software package to the system, using
the following command:
./pkginst add

Note: For Multimedia 7.6.1, the current supported version for Solaris and
Linux is KANA Response Live Version 10 R2. For Linux, use
Cona_linux-V10.2.0.9-Linux.tar. This file will need to be unzipped.
To do so, enter tar -xvf <filename) at the command prompt, then the
command above can be entered.

2. Press Enter.
Type the fully qualified domain name of your system and press Enter.

4. Select the database type that you created. For details, see “Prerequisites”
on page 75.
5. Enter the following information about your database, as prompted:
a. Database server name.
b. Database instance name.
c. Administrator’s user name.
d. Administrator’s password.

6. Enter aserver ID. This ID is a unique name of four characters or less.

Note: If the following message appears during installation, it can be ignored.
./postinstall_k: line 37: ndd: command not found
It will not have any affect on the installation.

7. The installation generates a dummy certificate.

0
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Note: Installation on Linux ends without a successful completion message (as
it does after installation on Solaris).

End of procedure

Next Steps

» Creating the KANA database schema on Solaris or Linux

Procedure:
Creating the KANA database schema on Solaris or
Linux

Purpose: This procedure describes how to create the KANA database schema
on Solaris or Linux.

Prerequisites

» Installing KANA Response Live for Solaris, page 83
» Installing KANA Response Live for Linux, page 84

Start of procedure

1. Enter the following commands to start the installation script:
cd /usr/local/kana/hbroot/bin
./clinstaller.sh
2. Select the database type that you created. For details, see “Prerequisites”
on page 75.
3. Enter the following information about your database, as prompted:
a. Database instance name.
b. Administrator’s user name.
c. Administrator’s password.
d. Database server name.

4. Type the KANA Response Live server name and press Enter.

Enter the server ID that you specified in Step 9 of the “Installing KANA
Response Live for Solaris™ section.

6. Enter the database tablespace name.

7. Press Y to confirm the information that you have entered, and to install the
database schema.

End of procedure
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Next Steps

» Configuring KANA Response Live for Solaris or Linux

Procedure:
Configuring KANA Response Live for Solaris or Linux

Purpose: This procedure describes how to configure KANA Response Live
for Solaris or Linux.

Prerequisites

» Installing KANA Response Live for Solaris, page 83
» Installing KANA Response Live for Linux, page 84

Note: KANA Response Live has many other functions and configurable
options that are not described in this Deployment Guide. To ensure
compatibility, Genesys does not recommend making use of additional
functionality or changing any options other than those described below.

Start of procedure

1. Update your config.properties file:

a. Openthe config.properties file located in
/usr/local/kana/hbroot/conf.

b. Change the router.enabled option to false.
c. Save and close the config.properties file.

2. In order for the KANA Response Live Server to function, you must install
a valid SSL certificate in the packaged Apache Web Server located at:

/usr/local/kana/apache

End of procedure

Next Steps

» Testing the KANA installation on Solaris or Linux.

Procedure:
Testing the KANA installation on Solaris or Linux

Purpose: This procedure describes how to test the KANA installation.

0
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Prerequisites

» Creating the KANA database schema on Solaris or Linux, page 85
» Configuring KANA Response Live for Solaris or Linux, page 86

Start of procedure

1. Start your KANA Response Live installation using the following
command:

/usr/local/kana/hipctl start

Note: After the Genesys Web Collaboration Server is installed, you do
not use this command to start or stop KANA Response Live.
Instead, use the following commands:

Start Genesys Web Collaboration:
/usr/local/kana/hipctl_start.sh

Stop Genesys Web Collaboration:
/usr/local/kana/hipctl_stop.sh

2. Follow the steps listed in Step 1 on page 87 to test co-browsing
functionality.

End of procedure

Next Steps

» Launching a co-browsing session

Launching a Co-Browsing Session

Complete the following procedure to launch a test co-browsing session using
either the Windows, Solaris, or Linux deployment of KANA Response Live.

Procedure:
Launching a co-browsing session

Purpose: Once KANA Response Live is installed, you can use two hosts to
test the co-browsing sessions.
Start of procedure

1. On the first host, open the KANA Response Live launch page in a web
browser (see Figure 17 on page 88).

Windows: http://<hostname>/index.html
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Solaris or Linux: http://<hostname)/responselive/index.html

Back - ) - [¢] 2] A | ) search <7 Favarites £ | L= Er B 3
Address I@ http: ) <fullyQualifiedbomain: findex. html j G0 |Links >

B

KANA Response Live Server - Version 10.1
Domain: yourDomain.com

Test Install

Choose a specific iChannel ID that yvou would  iChannel ID:
like to test. If you have just installed Resonse |Defau|t

Live, and have not yet created an iChannel,

choose Default. Launch as:

|guest

You may specify text in the 'Launch as’ field
that will prepend the User ID for testing Go |
purposes (optional).

Administration Tools
System Administration Tool

Allows you to configure and manage the following: Organizations,
Organization Administrators, and Clustering.

Organization Administration Tool

Allows you to configure and manage the following: iChannels,
Supervisars, Agent Groups, and Agents.

Launch Chat

Launch Agent Page

Allows you to launch chat as agent
Launch Customer Page

Allows you to launch chat as customer
Supervisor Console

Allows supervisor to monitor agent aczivity

Copyright © 2007 KANA Inc. - All Rights Reserved.

|&] Dore [T [ [ [ |4 mtemet 4
Figure 17: KANA Response Live Launch Page

2. Enter the channel and user ID, and click Go.
iChannel ID: Default
Launch as: guest

On the second host, repeat Steps 1 and 2.

4. On the first host, enter the user ID for the second host into the
Connect With field (see Figure 18 on page 89), and click Go.
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a https://full.domain.com - Respon... M=l B3

KANA

guestONE1332
ect with

in another

Connected to
Co-navigate |Exit

| oA MNAConnected

| T T S e mternet 4

Figure 18: Web Collaboration Connection Window

5. On the second host, click Yes to accept the Web Collaboration session (see
Figure 19).

a https://full.domain.com - Response Live Service

@ Do you want to co-navigate with 'guestONE1332'?
Click "es'to co-navigate with 'questOMET1332°..

|&] Dane I_I_I_I_la_lﬂ Internet 4
Figure 19: Request for Web Collaboration

A new web browser window opens on both hosts, showing the shared web
session.

Note: Before installing the Genesys Co-Browsing components, you should
remove the KANA Response Live start service. See “Remove the
KANA Response Live Start Service” on page 94 for details.

End of procedure
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Next Steps
» Chapter 5 on page 91
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Chapter

Model Configuration and
Installation on Windows

This chapter describes a model single-tenant setup, using a Windows
environment, such as might be deployed in a lab setting. This model setup,
which includes all Genesys and third-party components, is assumed to be a
first-time installation.
The information in this chapter is divided among the following topics:

The Model Environment, page 91

Overall Strategy, page 92

Prerequisites, page 93

Web Server and Web Application Container, page 95

Configuring Multimedia Objects, page 95

Installing Multimedia Components, page 129

Creating Databases and Running Scripts, page 136

Verifying Connections, page 137

Testing Multimedia Components, page 137

Testing the Setup, page 140
This chapter assumes that you are familiar with the use of the Genesys

Configuration Manager. See Framework 7.6 Configuration Manager Help for
detailed directions on using Configuration Manager.

For your own deployment, be sure to use the “Configuration Worksheet” on
page 41 to help you plan the specifics of your solution.

The Model Environment

The model environment is deployed on one computer with the network name
MMHost and with the following software components:

» Genesys Framework
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Universal Routing

Genesys Desktop (a Genesys-designed agent desktop, not part of
Multimedia)

Stat Server (part of Real-Time Metrics Engine)

POP3 e-mail server

All Multimedia components

Web components, including web server and Java components

Overall Strategy

92

The strategy for configuring and installing the model environment is as
follows:

1. Prerequisites

You must have some items installed and operating before starting,
including Framework, Routing, and various third-party applications. This
document does not describe installation procedures for these components
beyond what is available in Chapter 4, beginning on page 55. (For detailed
information on deploying a given non-Multimedia component, see the
related Deployment Guide for that component.)

You should also create a shared directory to receive the installation
packages for the Multimedia components.
Web Server and Web Application Container

Install, connect, and/or configure components that enable web services.
+ Install and connect Apache, then Tomcat. (See Chapter 4.)

Configuration

Install and use the Multimedia 7.6.1 Configuration Wizards that Genesys
supplies to guide you through the process of configuring this solution.
These wizards help you configure a number of different components, and
each component wizard has its own name. Throughout this section,
however, these wizards will generally be referred to as the

Multimedia 7.6.1 Configuration Wizards, unless identifying a specific
component wizard by name is more helpful.

Note: You can configure most of the components and contact center
objects you need from within the Multimedia 7.6.1 Configuration
Wizards interface.

a. Install the Multimedia Configuration Wizards.
b. Install Interaction Workflow Samples.
c. Configure contact center objects—Switching 0ffice, Switch, Places.

0
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d. Configure Multimedia objects—Media servers, clients, other
components.

4. Installation

Install the Multimedia 7.6.1 components.

a. Perform integrated installation of Multimedia servers.

b. Install Genesys Desktop.
5. Testing the setup

a. Test individual components.

b. Test your model setup as a whole and troubleshoot any problems.
The following sections of this chapter describe these procedures in detail.

Prerequisites

The model setup uses the components listed in Table 7.

Table 7: Prerequisite Components

Type of Component Component Used
Operating System A supported Windows environment.
Web Server Apache Web Server.

Web Application Tomcat.
Container

E-mail (POP3) Server Third-party e-mail server.

Java Environment Java Runtime Environment (JRE). For supported
versions, see the Genesys Supported Operating
Environment Reference Manual.

Database Server Microsoft SQL 2000. For other supported
databases, see the Genesys Supported Operating
Environment Reference Manual.

License Server License Server 9.5; License File: 7260eMMHost .
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Table 7: Prerequisite Components (Continued)

Type of Component Component Used
Genesys Framework, Genesys Framework, single tenant.
including
« Management Layer Management Layer.
» Stat Server (part of Stat Server Application object name Stat_Server.
Real-Time Metrics
Engine) If installing a new Stat Server:
Do so prior to running the Multimedia 7.6.1
Configuration Wizards.
» Make sure you select Stat Server Java Extensions
(SSJE). SSJE requires a Java Runtime
Environment (JRE) on the computer hosting this
instance of Stat Server.
If using an existing Stat Server:
 You will likely need to enable SSJE. This
requires creating new Java sections in the Stat
Server application object and installing new java
extension files. For details, consult the Stat Server
7.6 Deployment Guide.
Genesys Universal Genesys Universal Routing, with a multimedia
Routing routing strategy enabling e-mail and chat.

Be sure you have these components installed and operating properly before
installing Multimedia 7.6.1. For instructions, see the documentation for
Genesys Framework and Universal Routing.

Create Host  If you plan on installing Multimedia on the same computer as Genesys
Framework, you should already have a Host object created and available for
your Multimedia deployment. However, if you have not already done so, or if
you want to install Multimedia on a different computer than Framework, create
the Host object in the Configuration Layer for the machine that will host your
model environment.

Create a Shared  If you plan to install Multimedia components across multiple hosts, create a
Directory  shared directory on your local drive or network to receive the installation
packages. Genesys recommends that you do this before starting the
configuration and installation process. (This is unnecessary if you plan to
install Multimedia on a single host.)

Remove the KANA  If you plan to install Genesys Co-Browsing components, you should remove
Response Live  the KANA Response Live start service. For Windows systems, check the
Start Service  Windows Services application to ensure that KANA Response Live Service is

0
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configured to start manually and is not running. For Solaris systems, use the
rm -f /etc/rc2.d/S88hipctl command to remove the start service.

Create Contact, Create three databases in your SQL Server RDBMS. Two of these will
Interaction (and  accommodate Universal Contact Server contact information, and the other will
Co-Browsing)  handle Interaction Server’s one table for tracking transient data. If you are also
Databases  gepjoying Co-Browsing Server, you may want to create an additional database
for it. (Alternatively, you can use the UCS database to store Co-Browsing
Server information.) You will use the names of these databases during your
creation of Multimedia Database Access Points (DAPSs). After configuration
and installation, you will run scripts against these databases to make them
available to Genesys servers.

Note: For DB2 RDMS users, before running your database scripts, you need
to create an additional table space with a corresponding buffer pool
page size of at least 8 KB.

Web Server and Web Application Container

The installation of the web server and the web application container are
described in Chapter 4, beginning on page 55. Any further instructions in this
chapter coincide with steps you may need to take in using wizards to deploy
Multimedia.

Configuring Multimedia Objects

The first step in configuring Multimedia 7.6.1 is to install the Multimedia 7.6.1
Configuration Wizards.

The second step is to install the Interaction Workflow Samples. Doing so
provides you with a number of Configuration Layer objects that are useful
later, when implementing the model environment.

Note: Because Multimedia requires specific configuration objects, including
certain Queue and View objects, if you do not install the Interaction
Workflow Samples first, you must create these objects manually to
allow the wizard to install the solution. If you create these objects prior
to running the wizard, the wizard uses them. If you do not install the
Samples first, and if you have not created these objects previously, you
must create and configure the default queue objects for E-mail Server
Java and Chat Server prior to completing the Multimedia deployment.

The Multimedia 7.6.1 Configuration Wizards take you through a step-by-step
configuration process, allowing you to create Configuration Layer objects and
to associate them with each other as needed. After you configure each
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component, the wizard copies the software to the directory you specify. Once
you have configured all the Multimedia components, you will install them with
the Multimedia Installation Starter. See “Installing Multimedia Components”
on page 129 for more details.

Note: At certain points, the configuration or installation wizards might
prompt you to restart your computer. If you receive such a prompt,
allow the restart to occur, then continue with the configuration or
installation process.

Procedure:
Installing the Multimedia Configuration Wizards

Prerequisites

* Interaction Management CD.
« Start the Configuration Layer.

Start of procedure

1. Install the Multimedia Configuration Wizards and Genesys Wizard
Manager.

In the root directory of the Interaction Management CD, find Setup.exe.
Run Setup.exe and follow the directions. You may want to read the Wizard
Advisory supplied with the wizard.

2. If you intend to configure your Stat Server as you configure Multimedia,
you should also install the configuration wizard for this product.

End of procedure

Next Steps

« Installing and Starting Interaction Workflow Samples

Procedure:
Installing and Starting Interaction Workflow Samples

Purpose: To instantiate objects in the Configuration Layer, which you will find
helpful when completing the full Multimedia configuration and installation.

Interaction Workflow Samples use a number of preconfigured Script objects
of various subtypes, including Simple Routing, Interaction Queue, Workbin,
and Interaction View.

0
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Start of procedure

1. Install the Interaction Workflow Samples.

a.

d.
e

On your Interaction Management CD, find and double-click Setup.exe
in the solution_specific\InteractionWorkfLowSamples\windows
directory.

At the welcome page for the installation wizard, click Next.

Specify the destination for Interaction Workflow Samples, and click
Next.

Click Install.
Click Finish.

Start the Interaction Workflow Samples.
a.

From the Windows taskbar, select Start > Programs > Genesys
Solutions > Multi-Channel Routing 7.6.1 > Interaction Workflow
Samples > Start Interaction Workflow Samples. This launches the
Interaction Workflow Samples Wizard.

Login to Configuration Manager using your user name and password.

At the Welcome to Interaction Workflow Samples Wizard window,
click Next.

If using a multi-tenant environment, select the Tenant and click Next.

Tip: During the installation, the setup procedure does not look for
possible name conflicts between existing objects and new
components from the Interaction Workflow Samples. It overwrites
any existing objects.

In order to prevent the loss of existing objects, Genesys
recommends you install the new samples into a separate tenant.
Alternatively, you should use IRD’s Business processes export
capability to create backups of workflows and strategies related to
an existing configuration.

Specify a destination directory for the strategy files, and click Next.

You may want to select the directory used for your Interaction Routing
Designer strategies, unless it already contains strategies with same file
names, which would then be overwritten. If you do decide to use that
particular directory, make a backup of its content before proceeding.

Tip: Do not select the StrategyFi Les directory created during
installation of your Interaction Workflow Samples as the target
here. This causes file “collision,” since the source and target files
are then identical.

At the Import Completed window, click Next.
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g. Click Finish.

Once you exit the wizard, you can view the new objects (over 180 of
them) installed with these Samples, by opening the <tenant)\Scripts
folder in Configuration Manager.

End of procedure

Next Steps

» Configuring Multimedia objects using the wizard

Procedure:
Configuring Multimedia objects using the wizard

Purpose: To configure all Multimedia components required for a Multimedia
solution. Use the Multimedia Configuration Wizards to launch the main wizard
and any supplementary wizards necessary for your deployment.

This procedure provides values for a model setup on a single Windows host,
with two databases. Substitute the model values for the values that you entered
on your Configuration Worksheet on page 43.

Note: If you are deploying Co-browsing Server, you must install that
component and the supporting third-party software, KANA Response
Live Server, on a separate host from the Web API Server. Other than
Co-Browsing Server, all other components can reside on the same host
machine.

Prerequisites

» Installing the Multimedia Configuration Wizards, page 96

» Installing and Starting Interaction Workflow Samples, page 96
* Interaction Management CD (for Multimedia Objects)

» Management Framework CD (for adding DB Servers)

» Depending on the type of solution that you purchased, you also require the
following CDs:
+ Genesys Email CD
+ Knowledge Management CD
+ Genesys Web Media CD
+ Genesys Web Collaboration CD
» Alicense server running on the host computer

* A completed Configuration Worksheet (see Table 3 on page 43).

0
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Summary of the Wizards

Configuring Multimedia Objects

The Multimedia Configuration Wizards consist of a main wizard and multiple
secondary wizards, which are launched automatically when you indicate that

you want to configure particular components. The wizard presents only those
pages that are applicable for your deployment, or for the stage of deployment
that you have reached.

Table 8 summarizes the flow of the main and secondary wizards to deploy the
model setup. The information in the Key Actions and Inputs (Model Setup)

column gives you the model-specific data inputs and actions for that section of
the wizard.

Table 8: Configuration Wizard Work Flow

Wizard Step

Key Actions and Inputs (Model Setup)

1.

Launch the Multimedia
Configuration Wizard,
page 105

Start > Programs » Genesys Solutions >
Multi-Channel Routing 7.6.1 >
Multimedia Configuration Wizards >
Start Wizard Manager

Server, page 107

2. Give your solution a name, | Solution name: MM761
page 105
3. Select Simple or Custom Select Custom Configuration.
Configuration, page 106
4. Copy the IP to your shared Copy the IP from the Interaction
directory, page 106 Management CD, and paste it to your shared
directory.
For more info, see Create a Shared Directory,
page 94.
5. Select or add a Message Add a Message Server from the existing

Framework components.
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Table 8: Configuration Wizard Work Flow (Continued)

Wizard Step

Key Actions and Inputs (Model Setup)

Add the Database Access Points
and associated DB Servers:

Atthe Solution Components: Data Access
Point page, click Add to launch the Database
Access Points Wizard, which you run several
times to create the following:

 |nteraction Server DAP
« DB Server for Interaction Server database

» A shared DAP for Universal Contact
Server and Co-Browsing Server

Note: You must create all required DAPSs and
DB Servers here, before moving on to other
components. The wizard does not permit you
to create DAPs later in the configuration.

If you intend to use the Event Logger
functionality that is available in version
7.6.1, you will need another DAP.
Configuration and deployment of Event
Logger is explained in the “Event Logger”
section in the “Interaction Server: Advanced
Topics” section of the “Ongoing
Administration and Other Topics” chapter of
the Multimedia 7.6 User’s Guide.

6. Create the Interaction Server
DAP, page 107

Name = MM761_Ixn_DAP

7. Add the Interaction DB
Server, page 107

Name = MM761_IxnDBServer

Host = MMHost

Default Port = 6110

DBMS Type = mssql

For the model setup, you can skip TLS
Settings and Backup Server Information

Select MM761_IxnDbServer to finish
configuring the DAP.
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Table 8: Configuration Wizard Work Flow (Continued)

Wizard Step

Key Actions and Inputs (Model Setup)

8. Configure the Interaction
Server DAP, page 108

DBMS Type = mssql

DBMS Name = MMHost

Database Name/SID = IxnDB

User Name = sa

Password = <password for user sa>
Case Conversion = any

Note: The Interaction Server DAP must have
its Case Conversion attribute (on the DB
Info tab) set to any or upper. Setting it to
Lower causes an error when Interaction
Server initializes.

9. Create the Universal
Contact Server DAP (Main),
page 109

This DAP uses a JDBC connection. You do
not need to create a DB Server, but make
sure you enable JDBC access and clear the
DBMS name.

DAP Name = MM761_UCS_DAP

Database Name/SID = Customer

JDBC Port 1433

JDBC Role = Main

10. Add the Universal Contact
Server, page 110

Atthe Solutions Components: Universal
Contact Server Page, click Add to launch
the Universal Contact Server Wizard.

Name = MM761_UCS

Server Host = MMHost
Server Default Port = 6120

11. Select the type of Interaction
Server, page 111

* If you select New-Style Interaction
Server, the wizard creates a multimedia
Switch object for you. Continue at
Step 13.

* If you select Switch-based Interaction
Server and the wizard detects a properly
configured MuLtimedia type Switch object,
continue at Step 14.

* If you select Switch-based Interaction
Server and the wizard does not detect a
properly configured Multimedia-type
Switch object, continue at Step 12.

For the model setup, select New-Style
Interaction Server and continue at Step 13.
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Table 8: Configuration Wizard Work Flow (Continued)

Wizard Step

Key Actions and Inputs (Model Setup)

12.

Create a Multimedia Switch
object (Switch-based
Interaction Server only),
page 112

For Switch-based Interaction Server only.
Our model setup uses the following names:
Switch = MM761_Switch

Switching 0ffice = MM761_Switching_Office
Switch Type = Multimedia Switch

13.

Configure Framework
Resources, page 113

This wizard lists all current Framework
resources (Agents, Places, and so on), and
prompts you to create any missing resources
that the solution requires. Note that:

« |f you selected New-Style Interaction
Server, this wizard launches before you
configure the Interaction Server itself.

* If you selected Switch-based
Interaction Server, this wizard launches
as the last step in configuring the
Interaction Server.

14.

Configure the Interaction
Server, page 115

Name MM761_IxnSrv
Host = MMHost

Default Port = 6130
License Server Host =
License Server Port

MMHost
7260

15.

Select a Stat Server,
page 117

This wizard connects your existing Stat
Server to all necessary components with one
action—click ADD.

16.

Add a Universal Routing
Server, page 117

Add your existing Universal Routing Server
to the solution.

For the full procedure, see page 117.

17.

Add an Application Cluster,
page 117

Use this wizard to group components for
load-balancing. Otherwise, you can skip this
step.
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Table 8: Configuration Wizard Work Flow (Continued)

Wizard Step

Key Actions and Inputs (Model Setup)

18. Add the Web API Server,
page 118

For our model setup, enter the following
values:

Name = MM761_WebAPIServer
Host = MMHost
Default Port = 80 (or 443 if using https)

Add connections to: Message Server, UCS,
Stat Server, Interaction Server, SCS

You can also use this wizard to add .NET
Web API Server & Samples. Follow the
same steps, but copy the following
installation package:

DotNetWebAPIServer_CompoundSamples

19. Add Web Compound
Samples and Web Client,
page 119

For our model setup, name the samples and
client:

MM761_WebClient

20. Add the Universal Contact
Server Manager, page 120

For our model setup, name the UCS
Manager:

MM761_UCSMgr
Add a connection to UCS.

21. Select Additional CDs for
Installation, page 121

Launch the wizards for the rest of your
purchased components—the wizards launch
one after another, depending on how many
you select.

For the full procedure, see page 121

22. Add E-mail Server Java,
page 121

Skip this step if your solution does not
include e-mail interactions.

Name = MM761_E-mai LServer

Port = 6150

Add connections to: Message Server,
Interaction Server, and UCS

POP Server Info

For the model setup, use MMHost as the POP3
and SMTP server host. Adjust accordingly if
your enterprise is using a POP3 server.

For details about creating addresses and
accounts, and enabling web form e-mail, see
the full procedure on page 121.
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Table 8: Configuration Wizard Work Flow (Continued)

Wizard Step

Key Actions and Inputs (Model Setup)

Complete the Knowledge
Management Wizard:

23.

24,

25.

Add the Classification
Server, page 123

Add the Training Server,
page 124

Add the Knowledge
Manager, page 124

Skip these steps if you did not purchase
Knowledge Manager.

Name = MM761_ClassificationServer
Port = 6160

Add connections to: Message Server, UCS,
and Interaction Server

Name = MM761_TrainingServer
Port = 6170

Add connections to: Message Server and
UCS.

Name = MM761_KnowledgeManager

26.

Add the Chat Server,
page 125

Skip this step if your solution does not
include chat interactions.
Name = MM761_ChatServer

Port = 6180
ESP Server Port = 6182

Add connections to: Message Server,
Interaction Server, and UCS

27.

Add the Co-Browsing
Server, page 126

Skip this step if your solution does not
include co-browsing functionality.

Name = MM761_Co-BrowsingServer
Default Port = 6195

Add connections to: Message Server and a
JDBC-based DAP (MM761_UCS_DAP in the
model setup).

28.

Create Capacity Rules,
page 127

Select a folder in the Configuration Server
where the rules will be stored, and then select
the rules that Multimedia will use as its
default.

29.

Complete the wizard,
page 127

If you quit the wizard before you reach this
point, the solution details do not enter the
Configuration Database. However, any
components that you create remain available
for further configuration.
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Start of procedure

1. Launch the Multimedia Configuration Wizard

a. To launch the Genesys Wizard Manager, from the Windows taskbar,
select Start > Programs ) Genesys Solutions > Multi-Channel
Routing 7.6.1 > Multimedia Configuration Wizards > Start Wizard
Manager.

b. Click Log into the Configuration Layer. This opens the main Wizard
Manager window (see Figure 20).

Wizard Manager, Server pubsijl, port:2020, ¥.7.6.000.04

Genesys Wizard Manager

GENESYS

AN ALCATEL COMPANY

L EIf) Framework

—‘,r,"',r-"} The Genesys Framework, a mandatory part of any Genesys-hased interaction
< managerment system, provides functions required for the normal operation of all
Genesys Solutions. Set up your Framewaork before deployment of any Solution

DRl
2o Management Layer provides centralized Solution control and monitoring, centralized
logging, alarm signaling, and application failure management functions for all

20 Solutions
2
+ To deploy the Management Layer, start the Management Layer Wizard
Media Layer provides interfaces to cammunication media (traditional telephony, ValP

and non-voice media) and distribution of interaction-related business data within and
across Solutions

+ Create a new Switch object and deploy associated T-Server
|J } Contact Center Environment

e Create a new range of DMs and Places

e Create a new range of Agent Loging

e Create a new Agent Group

e Create a new Place Group

Other tasks

"""',A — « Start Configuration Manager to view or modify your configuration
+ Change your Passwaord

5 ol = Learn more about Genesys Framework -

Figure 20: Wizard Manager

c. Select Multimedia from the menu on the left side of the window
(Figure 20), and then select Deploy Multimedia Solution in your
contact center. The Multimedia Configuration Wizard We Lcome page
opens.

d. Click Next to begin configuring Multimedia objects.
2. Give your solution a name

Atthe Solution Name page, enter a name for your solution and click Next.
Name = MM761
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3. Select Simple or Custom Configuration

a. Atthe Configuration Process Selection page, select one of the
following:

e Simple single-host configuration
* Custom Configuration

For our model setup, select Custom Configuration, as shown in
Figure 21.

Multi-Channel Routing Solution Wizard X

g ion Process Sel
Flease select the type of the configuration process.

70 3
w0

Select configuration type.

" Simple single-host configuration
All Multi-Channel Routing Solution servers [one of each type]
will be configured to work on one selected host.

& Custom configuration
iAllows to configure more than one server of each twpe and

uze various hosts for configuration.

¢ Back I Mest > I Firizh | Cancel |

Figure 21: .Configuration Process Selection

b. Click Next.

Note: The Simple single-host configuration option is available for a
predefined host in Windows deployments only. This chapter describes
the custom configuration process. If you choose the simple
configuration with Windows, use this chapter by skipping those steps
that the wizard does not present to you during deployment.

4. Copy the IP to your shared directory

a. Atthe Installation Package page, click Have Disk and navigate to the
Interaction Management CD.

b. To select a destination for the package, click Browse and navigate to

your shared directory (see “Create a Shared Directory” on page 94).
Click Next.

Note: Multimedia uses this group of components for installation. In later
steps you will copy to this directory installation packages that are
specific to each Multimedia component.

c. Atthe Installation Ready page, confirm that your software is ready

for installation and click Next.
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5. Select or add a Message Server

a. Atthe Solution Components: Message Server page, select or add a

Message Server.

b. Click Next.

6. Create the Interaction Server DAP

At this point in the wizard, you begin creating your DAPs and associated
DB Servers. You must create all DAPs and DB Servers here, before
moving on to other components. The Multimedia Configuration Wizard
does not permit you to create DAPs later in the configuration. Relaunch the
Database Access Point Wizard as necessary.

a. Atthe Solution Components: Data Access Point page, click Add.
b. Atthe Browse for Application page, click the New Application icon

as shown in Figure 22.

_'][{T' ¥ [

Haost

_|I"-.Iew .ﬁ.ppllcatlnn |_

Figure 22: New Application Icon

C.
d.

Create a new DAP.
Enter your Database Access Point name:
Name = MM761_Ixn_DAP

7. Add the Interaction DB Server

a.

Click the folder icon beside DB Server, and then click the New
Application icon to run the DB Server Wizard.

At the DB Server Name page, enter a name for your Interaction Server
database:
Name = MM761_IxnDBServer

At the Server Information page, enter your host and port information:
Host = MMHost
Default Port = 6110

At the Installation Package page, copy the DB Server installation
package. Select a source (the Management Framework CD) and a
destination (the shared directory). Click Next.

Atthe Installation Ready page, confirm that your DB Server software
is ready for installation, and then click Next.

Atthe Listening Ports and Transport Layer Security (TLS)
Settings page, click Next.
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Note: For our model setup, we do not require any additional ports. If you

g.
h.

want to install additional ports, you can do so in Configuration
Manager later.

DBMS Type = mssql

Log Configuration:
Click Next.

Note: For our model setup, we use only the default settings for all log

options.

At the Backup Server Information page, because no backup servers are
configured, clear the checkbox and click Next.

Click Finish to exit the DB Server Wizard. The Database Access Point
Wizard will resume.

8. Configure the Interaction Server DAP

a.

Browse for Application (DB Server):
Select the DB Server you just configured (MM761_IxnDBServer) and
click ok.

Database Access Point Name and Type:
The Name and DB Server are already filled in. Clear the Enable JDBC
access box and click Next.

Note: It is important to clear the Enable JDBC access box. Failing to do

so can lead to a configuration problem.

Database Information:

DBMS Type = mssql

DBMS Name = MMHost

Database Name/SID = IxnDB

User Name = sa

Password = {password for user say

Case Conversion = any

Note: The Interaction Server DAP must have its Case Conversion

€

attribute set to any or upper. Setting it to Lower causes an error when
Interaction Server initializes.

Click Finish to complete the Database Access Point Wizard and return
to the Multimedia Configuration Wizard.

Browse for Application:
Select the Database Access Point that was just configured
(MM761_Ixn_DAP) and click oK.
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9. Create the Universal Contact Server DAP (Main)

For our model deployment, create a single DAP and database for both UCS
and Co-Browsing Server. In your deployment, you can create both a Main
database and an Archive database. You can also create a fourth database
for Co-Browsing Server.

Note: UCS and Co-Browsing Server connect to their databases directly
through JDBC. You do not need to create DB Server Application
objects for these servers.

a. Solution Components: Database Access Point:
Click Add to open the Database Access Point Wizard. Click the New
AppLication icon to configure a new DAP.

b. Database Access Point Name and Type:
Name = MM761_UCS_DAP
DB Server = [NONE]
Select Enable JDBC access.
c¢. Database Information:
DBMS Type = mssql
DBMS Name = ""
Database Name / SID = Customer
User Name = sa
Password = {password for user sa)

Warning! If you do not clear the DBMS Name box, your UCS and your Co-
Browsing Server will not work properly.

d. JDBC Connection:
Host = MMHost

Port (for JDBC) = 1433 (Microsoft SQL default)
Role = Main

Note: If your RDBMS is Microsoft SQL Server on a different host, select
the host where you have Microsoft SQL Server installed, and enter
the connection information for that instance of the database.

€. Case Conversion = any

Click Finish to complete the Database Access Point configuration and
return to the Multimedia Configuration Wizard.

g. Browse for Application:
Select the Database Access Point that was just configured
(Mm761_UCS_DAP) and click oK.

h. Click Next.
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Warning! If you are using a Microsoft SQL 2005 database, an additional

configuration step is recommended for the UCS DAP.

In Configuration Manager, create a settings section on the
Options tab. Create a new option, setting the option name as
prepare and the option value to false.

For additional details, see the “Ongoing Administration and
Other Topics” chapter of the Multimedia 7.6 User’s Guide.

10. Add the Universal Contact Server

a.

Solution Components: Universal Contact Server:
Click Add.

Browse for Application (Contact Server):
Click the New Application icon.

Universal Contact Server Name:
Name = MM761_UCS

Log Configuration:
Click Next.

Server Information:
Host = MMHost
Default Port = 6120

Universal Contact Server API Port:
Accept the default port value, or enter a port number where UCS
should listen for third-party protocol connections. Click Next.

Application Connections: Message Server:
Click Add, select the Message Server, and then click Finish and Next.

Application Connections: Database Access Point:
Click Add, select MM761_UCS_DAP, and then click Finish and Next.

Universal Contact Server Login Account:

UCS uses the Configuration Layer to pass some of its information back
and forth to certain components. Select the user account (Configuration
Layer Person object) or Access Group that UCS is to use to log in to
the Configuration Layer. The selected account or access group must
have write access to the tenant in use.

Note: For more information on access requirements for this user account,

110

see “Limitations: UCS” in the “Ongoing Administration and Other
Topics” chapter of the Multimedia 7.6 User’s Guide.
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J-

m.

n.

Installation Package:

I. Click Have Disk, navigate to the Interaction Management CD, and
then click ok.

ii. Click Browse, navigate to your shared directory, and then click
Next.

Installation Ready:

Click Next.

Click Finish to exit the Universal Contact Server Wizard and return to

the Multimedia Wizard.

Browse for Application (Contact Server):

Select the Universal Contact Server and click oK.

Click Next.

11. Select the type of Interaction Server

Atthe Interaction Server Selection page, select the type of Interaction
Server that you plan to use. For the model setup, select New-style
Interaction Server (see Figure 23).

Multi-Channel Routing Solution Wizard |
Interaction Server Selection L5
Select the type of Interaction Server that wou plan to wse in this solution. L5y '?

The Mew-style Interaction server can provide adwanced functionality for your
zolution. Genesys recommends that you select Mew-style Interaction Server if you
plan to create a multi-tenant configuration.

' Mew-style Interaction Server

" Switch-bazed Interaction Server

< Back I Mest » I Firish | Cancel |

Figure 23: Interaction Server Application Object Choice

If you select New-Style Interaction Server, the Multimedia

Configuration Wizard automatically creates a multimedia Switch object

for you in the background. Continue at Step 13 on page 113.

If you select Switch-based Interaction Server, the Multimedia

Configuration Wizard checks for the required, telephony-related

Configuration Layer resources.

— If your configuration includes a properly configured Multimedia
type Switch object, continue at Step 14 on page 115.
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and Switching
Office

Note:

Configuring Multimedia Objects

If your configuration does not include a properly configured
Multimedia type Switch object, continue at Step 12 on page 112.

Before attempting to run your Multimedia solution, check
Configuration Manager for the existence of aMultimedia Switch
object. If for some reason the wizard has failed to create one, use
the Framework Wizard to create it. No other configuration is
required; the components that require this switch are able to locate
it automatically.

12. Create a Multimedia Switch object (Switch-based
Interaction Server only)

a. If you select Switch-based Interaction Server, the wizard checks for
the following:

*

*

A Multimedia-type switch
A connection from the switch to a T-Server type Interaction Server

If the wizard fails to detect either the switch or its connection to
T-Server, then it issues a warning (see Figure 24).

Mo properly configured multimedia switch has been
detected.

Prezz "Proceed" ta invoke wizards for deployment of
Multimedia Switches and Interaction Servers.

Press "Quit" to abark this solution wizard,

Ploceed it |

Figure 24:

Switch Warning

b. Click Proceed to launch the Switch Wizard.

Note:

You can use a preexisting Switch object (that is connected to a
properly configured Interaction Server) from your Configuration
Layer, if available.

c. Tocreate anew Multimedia type Switch object, provide a unique name
for it and click Next. (The wizard allows you to create the new Switch
only in folders designated to contain objects of type Switch.)

Name = MM761_Switch

Note:

Even though the Configuration Layer permits assignment of
multiple Switches of type Multimedia Switch to asingle
Interaction Server ApplLication object, Genesys does not currently
support such a configuration. This type of configuration can lead to
unpredictable behavior on the part of the application that is
connected to the switches.

0

Multimedia 7.6 Q



Chapter 5: Model Configuration and Installation on Windows Configuring Multimedia Objects

Deployment Guide

d.

Switchwizard X
Switch Summary
“iou are about to create a new Switch, .

Switching Office:

Click Add to create a new Switching 0ffice object. Provide the name
and type, and click Finish.

Name = MM761_Switching_0Office

Switch Type = Multimedia Switch

At the Switch Summary page, click Next. See Figure 25 for a sample
summary of a Switch object’s properties.

To modify theze properties befare creating the Switch, click Back.
To create the Switch with these properties and proceed to configuring
T-Server for this Switch, click Nest.

Mame: FARFED_S witch
Switching Dffice: FMTED_Switching_Office
Switch Type: Multimedia S witch

Fulder: Switches

¢ Back I Mest > I Eirizh | Cancel

Figure 25: Multimedia Switch Summary Information

13. Configure Framework Resources

a.

If you select New-Style Interaction Server, the wizard opens the
Framework Resources page (see Figure 26 on page 114). This page lists
the following:

+  Current Framework resources

+ Any missing resources required to support the media types served
by your switch

To create the missing resources now, select Create missing objects
and review the Framework resources again, and then click Next. For
our model setup, select this optionmissing objects and review the
Framework resources again, and then click Next. For our model setup,
select this option.

In your own deployment, you can choose to wait until after you finish
the wizard to create the required objects. Select Continue the solution
creation process with the Framework resources as they are now.
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Multi-Channel Routing Solution Wizard

Framework Resources 53
Review the Framework resources awvailable to support routing of the selected Ao, '?
media lppez,

EI--- TenantResources

g Agentz:Mone - Attention! Agent and/or Skill-bazed Routing cannot be used.
g Skillz:Mone - Attention! Skill-based Routing cannot be used.

Flaces:Maone - Attention! Agent Places are not available.

------ %} Capacity Rulez:Mone - Attention! Capacity Rules are not available.

I all required resources are available, or if you wizh to add the miszing resources later, chooze
first action below. Otherwise chooze second action, Click Mext to proceed.

— The nest step is bo...
™ Continue the solution creation process with the Framework resources as they are now.

(%' ‘Create missing objects and review the Framewark resources again

< Back I Mest » I Firigh Cancel

Figure 26: Framework Resources

c. Atthe Framework Objects page, select the object type you want to
create from the drop-down menu. For our model setup, create and
configure the various objects as follows:

Table 9: Framework Resource Object Types

Object Type | Model Setup

Place Create Place objects to facilitate the routing of multimedia
interactions:

Place Name = AgentiPlace

Note: Do not create any DNs associated with this Place object,
though you may want to create a P Lace Group object for this
place, as suggested in the wizard.

Capacity Rule | By default, as the final step of the solution’s configuration, the
wizard creates and installs three capacity rules for your tenant.
Do not create any capacity rules here (although you can, if you
have previously installed the Resource Capacity Wizard, which
is available on the Real-Time Metrics Engine CD).

0
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Table 9: Framework Resource Object Types (Continued)

Object Type | Model Setup

Agent Create Person objects to represent agents in your model setup
and assign agent 1Ds to them. (Also use this step to create any
Person objects you intend to use as the autoreply agents for
supplying agent-related information in standard responses).
Refer to the Framework 7 Deployment Guide for the full list of
steps required to create Person objects.

Agent Name = Agent One

Employee ID = Agent1

User Name = Agent1

Password = Agent1

Note: The agent values supplied here are for general use in this
chapter’s model setup, and do not correspond to the actual
steps suggested by the wizard for the creation of Person
objects.

A Person object’s user name must be unique within the
Configuration Database. This is not a concern for this model
installation, which is in a single-tenant environment. If you
were installing more than one Multimedia set of components in
a multi-tenant environment, you would use distinct names
across tenants.

Agent Login: | Create Agent Login objects to enable agents to log in to the
switch. The agent login code must correspond to the agent
login numbering of your switch.

SKill: You do not need to create skills for this model installation.

14. Configure the Interaction Server

a. Solution Components: Interaction Server:
Click Add and then click the New Application icon to run the Interaction
Server Wizard.

Note: If you use a switch-based Interaction Server in a multi-tenant
environment, you need to install one Interaction Server per tenant
that requires one. That is, for reporting purposes, a given
Interaction Server cannot serve the needs of multiple tenants.

As a new feature introduced in the 7.2 release, use of the new style
Interaction Server supports multi-tenancy. One Interaction Server
can serve multiple tenants.

b. Interaction Server Name:
Name = MM761_IxnSrv
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Log Configuration. Accept the default log settings and click Next.

Server Information:
Host = MMHost
Default Port = 6130

Use the Connection Wizard to connect to Message Server.

Application Connections: Database Access Point:
Add the DAP you created for Interaction Server, MM761_Ixn_DAP.

A message box will appear asking you to confirm the DAP settings.
Click Yes to review the settings, and then click ok to confirm the
settings. Click Next.

Application Connections: Servers for Third-Party Protocol

If you already installed related Multimedia components (Universal
Contact Server, E-mail Server Java, and Classification Server, for
instance), you can connect to them now using this page.

For our model setup, click Next

License Server Connection:

Specify the license options to use (either a license host and port or a
local filename) and click Next.

License Server Host = MMHost

License Server Port = 7260

Feature Llicense counters:
Specify the number of licenses for Interaction Server features. Click
Next.

Installation Package:
Copy the Interaction Server installation package. Select a source and
destination. Click Next.

Installation Ready:
Confirm that your Interaction Server software is ready for installation,
and then click Next.

Click Finish to exit the Interaction Server Wizard and return to the
Multimedia Wizard.

. Do one of the following:

* Ifyou selected New-style Interaction Server, the wizard returns
you to the Browse for Application (Interaction Server) page.
Select the Interaction Server and click oK.

» Ifyou selected Switch-based Interaction Server, the wizard asks
if you want to configure Framework resources. Refer to Configure
Framework Resources, page 113 for details on how to create
resources you might need in your environment.

Click Next.
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15. Select a Stat Server

Solution Components: Stat Server:
Click Add and select a Stat Server. This connects all the appropriate
components in your Multimedia solution to this Stat Server.

Note: Even though the wizard allows you to create a Stat Server here, do
not do so. Prior to using the wizard, you should have one Stat
Server per Multimedia tenant already configured and installed in
your environment. (Table 7 on page 93 lists prerequisite details.)

If you receive the warning message in Figure 27, this indicates that Stat
Server does not yet have a connection to Interaction Server. This
connection is required for both the routing and reporting of Multimedia
interactions.

« Ifyouclick Yes, you may receive an error message if the Stat Server
wizard is not installed on your machine. The connection cannot be
created at this time.

» Ifyou click No (the recommended approach), make sure that you add
the connection from Stat Server to Interaction Server before you
attempt to use routing or reporting with the Multimedia solution.

Configuration Problems... [ <]

@ Stat Server "Stat_Server" is not configured to monitor some of the switches in this solukion.

Do wou want bo reconfigure it now?
] w |

Figure 27: Offer to Reconfigure Stat Server

16. Add a Universal Routing Server

At the Universal Routing Server (URS) page, select the URS that you
created and installed as one of the prerequisites for your Multimedia
installation. If you receive a warning message similar to the one shown in
Figure 27, but stating that URS is not configured to monitor Interaction
Server, click Yes to reconfigure now, or click No to reconfigure later.

Tip: 1f you click No, make sure you add the required connections after
configuration and installation are complete. For more information, see
Verifying Connections, page 137

17. Add an Application Cluster

At the Application Cluster page, add an application cluster if you intend
to group your Multimedia components into groups for load-balancing
purposes. After giving a name to your new application cluster, the
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Application Cluster Wizard invites you to group, for instance, Chat Server,
E-mail Server Java, and Web API Server, as well as other application
clusters. See Figure 28.

Multi-Channel Routing Solution Wizard B

Solution C ts: Application Cluster G
Select or create the Application Clusters used for grouping sets of media servers o5y '?
used in the ‘Web APl Server connection list.

To add ane ar more applications of this tppe to this Solution, click Add. Then, select the new
applications pou want to add from that browse windows.

Application | Startup Priarity | optional

< I+]

Add | Eemave | Eroperties |

< Back I Hext > I Firish | Cancel |

Figure 28: Application Connections in Application Cluster Wizard

18. Add the Web API Server

a. Solution Components: Web API Server:
Click Add and then click the New Application icon to run the Web API
Server Wizard.

b. Web API Server Name:
Name = MM761_WebAPIServer

C. Log Configuration:
Accept the default log settings and click Next.

Warning! For Web API Server .NET, you must use Configuration
Manager to specify the full path of your log file in the Log/all
section of the Options tab in your Web API Server Application
object. If only a file name is specified, Web API Server does
not create a log file.

Full permissions should be granted to the Everyone user for the
folder containing your log file.

d. Server Information:
Enter the server information, and click Next.
Host = MMHost
Default Port = 80 (Use your web server’s http port here. The value
might be 443 if you are using the https port.)

€. Application Connections: Message Server:
Use the Connection Wizard to connect to Message Server. Click Next.
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Application Connections: Servers for Load Balancing:

Connect to the applications that WWeb API Server will use for load
balancing and click Next. Such applications might include Chat Server
and E-mail Server Java, if you have them. If you do not have them,
click Next.

Application Connections: Universal Contact Server:
Use the Connection Wizard to connect to Universal Contact Server.
Click Next.

Application Connections: Stat Server:
Use the Connection Wizard to connect to Stat Server. Click Next.

Application Connections: Interaction Server:

Use the Connection Wizard to connect to Interaction Server. Click
Next.

Application Connections: Solution Control Server:

Use the Connection Wizard to connect to Solution Control Server.
Click Next.

Note: Web API Server will not work without a connection to Solution

k.

0.

Control Server.

Installation Package:
Copy the Web API Server installation package. Select a source and
destination. Click Next.

Installation Ready:

Confirm that your Web API Server software is ready for installation,
and then click Next.

Click Finish to exit the Web API Server Wizard and return to the
Multimedia Wizard.

Browse for Application (Web API Server):

Select the Web API Server and click oK.

Click Next.

19. Add Web Compound Samples and Web Client

a.

Solution Components: Web Compound Samples:

Click Add, and then click the New Application icon to run the Web
Compound Samples Wizard. The Web Compound Samples enable you
to begin configuring and working with components that handle
interactions that arrive in your contact center through a website. The
procedure for adding the Web Compound Samples includes creating
and configuring aweb Client object in the Configuration Layer. The
Web Client serves as an account for interactions that arrive through the
Web API Server.
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Note: For environments using WebSphere and WebLogic, the samples

g.

are presented as part of an enterprise archive (EAR) project.

Web Compound Samples Name:
Name = MM761_WebClient

Installation Package:
Copy the Web Compound Samples installation package. Select a
source and destination. Click Next.

Installation Ready:
Confirm that your Web Compound Samples software is ready for
installation, and then click Next.

Click Finish to exit the Web Compound Samples Wizard and return to
the Multimedia Wizard.

Browse for Application (Web Client):
Select the Web Client and click oK.

Click Next.

20. Add the Universal Contact Server Manager

a.
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Solution Components: Universal Contact Server Manager:

Click Add and then click the New Application icon to run the Universal
Contact Server Manager Wizard.

Universal Contact Server Manager Name:

Name = MM761_UCSMgr

Application Connections: Universal Contact Server:

Use the Connection Wizard to connect to Universal Contact Server.
Click Next.

Installation Package:
Copy the UCS Manager installation package. Select a source and
destination. Click Next.

Installation Ready:

Confirm that your UCS Manager software is ready for installation, and
then click Next.

Click Finish to exit the Universal Contact Server Manager Wizard and
return to the Multimedia Wizard.

Browse for Application (Contact Server Manager):

Select the Universal Contact Server Manager and click oK.

Click Next.

Multimedia 7.6 &=

©



Chapter 5: Model Configuration and Installation on Windows Configuring Multimedia Objects

Deployment Guide

21.

Select Additional CDs for Installation

Based on how you plan to implement Multimedia, identify any additional
CDs you need to complete this installation.

The list of CDs that the wizard presents (shown in Figure 29) may include
some you have not purchased. Select only those CDs that apply to your
environment. For the purposes of the model environment, this section
describes an installation using all possible CDs. If you select more than
one CD, the wizard presents the appropriate component-related wizards in

order.
Multi-Channel Routing Solution Wizard [ x| I
Solution CDs 506
Select CD's in arder to includs their components into the Solution 5y '?

Pleaze select additional CD's you would like to install into the Muli-Channel Fouting Solution.
Before selecting a CD, make sure you have the conesponding installation package.

Mote that you can alwayps configure a desired CD later uzing the Configuration wizard for thiz
Solution.

I fen '
™ Knowledge Management CD
I Genesps Web Media CD

™ Genesys Web Collaboration CD

< Back I Mext > I Finish | Cancel |

Figure 29: Other CDs for Multimedia Installation

22.

a.

Add E-mail Server Java

Solution Components: E-mail Server Java:
Click Add and then click the New Application icon to run the E-mail
Server Java Wizard.

E-mail Server Java Name:

Name = MM761_E-mailServer

Log Configuration:

Accept the default log settings and click Next.
Server Information:

Host = MMHost

Default Port = 6150

Use the wizard to connect to Message Server, Interaction Server, and
Universal Contact Server.

The Names of the POP3 and SMTP Servers:
POP3 server name = MMHost

POP server type = POP3

SMTP server name = MMHost
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Notes: This model installation uses MMHost as its POP3 and SMTP
Servers.

If you are using your enterprise POP3 server, enter its name as the
POP3 server name value. You do not need to enter a value for the
SMTP server name if it is the same server that you used for PoP3
server name.

g. POP3 User Name:
Add information about the e-mail account identified as the
administrator on the POP3 server.
Address = <mai lboxName >eMMHost
User name = <username)
Password = <{password)
h. Default Domain for E-mail Addresses:
E-mail address default domain name = MMHost

i. External Agent E-mail Address:
External Agent e-mail address = externaleMMHost

J.  Web Form Processing:
Enable Web Form Processing by selecting the check box, and provide a
port where the Web API Server should listen for requests—for example
IWF Processing Port = 7777. (See Figure 30.)

E-mail Server Java Wizard B
‘Web Form Processing
Enable ar disable Integrated ‘web Farm processing. E

Integrated 'Web Form [I'%/F] pracessing enabled by default in E-mail Server Java. Pleasze check
and if necessary change the incoming listening port number for the ‘w'eb Form processing entry
point for Web AP Server.

I you want ta disable integrated *Web Form pracessing uncheck the box belaw.
Enable Web Fom processing

IwF Processing port I _%

< Back I Hext > I Einish | Cancel |

Figure 30: Information for Web Form Processing

K. Automated Reply Agent:
This e-mail address is used to supply field values in automated
responses generated in the contact center. Select an existing Person
object from the Configuration Layer.

|.  Auto-reply Agent = Agent]
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m.

Installation Package:
Copy the E-mail Server Java installation package. Select a source and
destination. Click Next.

Installation Ready:
Confirm that your E-mail Server Java software is ready for installation,
and then click Next and Finish.

Browse for Application (E-mail Server):
Select the E-mail Server and click ok.

E-mail Accounts:

Configure e-mail accounts that exist on your corporate e-mail server
for customers to use when contacting your company—for example:
Customer access account 1 = <mailboxName1>eMMHost

Customer access account 2 = <mailboxName2>eMMHost

Note: If you installed the Interaction Workflow Samples, then your

g.

configuration will automatically include the following three e-mail
accounts (which are used in the samples):
Customer support, Tech support, and Warranty support.

If you did not install the Interaction Workflow Samples before
running the wizard, then no e-mail accounts are shown. You must
add and configure at least one e-mail account before continuing.

Click Finish to exit the E-Mail Wizard.

23. Add the Classification Server

If you selected the Knowledge Management CD in Step 21 on page 121,
the wizard now guides you through the configuration of the Classification
Server, Training Server, and Knowledge Manager.

a.

Solution Components: Classification Server:
Click Add, and then click the New Application icon to run the
Classification Server Wizard.

Classification Server Name:

Name = MM761_ClassificationServer

Log Configuration:

Accept the default log settings and click Next.
Server Information:

Host = MMHost
Default Port = 6160

Application Connections:
Use the wizard to connect to Message Server, Universal Contact
Server, and Interaction Server.
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Access to License:

Specify the license options to use (either a license host and port or a
local filename) and click Next.

License Server Host = MMHost

License Server Port = 7260

Installation Package:
Copy the Classification Server installation package. Select a source
and destination. Click Next.

Installation Ready:
Confirm that your Classification Server software is ready for
installation, and then click Next.

Click Finish to exit the Classification Server Wizard and return to the
Knowledge Management Wizard.

Browse for Application (Classification Server):
Select the Classification Server and click ok.

24. Add the Training Server

a.

Solution Components: Training Server:
Click Add, and then click the New Application icon to run the Training
Server Wizard.

Training Server Name:
Name = MM761_TrainingServer

Log Configuration:
Accept the default log settings and click Next.

Server Information:
Host = MMHost
Default Port = 6170

Use the Connection Wizard to connect to Message Server and
Universal Contact Server.

Installation Package:
Copy the Training Server installation package. Select a source and
destination. Click Next.

Installation Ready:
Confirm that your Training Server software is ready for installation,
and then click Next.

Click Finish to exit the Training Server Wizard and return to the
Knowledge Management Wizard.

Browse for Application (Training Server):
Select the Training Server and click oK.

25. Add the Knowledge Manager

a.
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Solution Components: Knowledge Manager:
Click Add, and then click the New Application icon to run the
Knowledge Manager Wizard.
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Training Server Name:
Name = MM761_KnowledgeManager

Use the Connection Wizard to connect to Universal Contact Server.

Knowledge Manager Options:

Indicate that you have a Classification Server Content Analysis license
installed by selecting the check box of the same name. If you do not
have this license, do not select this check box.

Installation Package:
Copy the Knowledge Manager installation package. Select a source
and destination. Click Next.

Installation Ready:
Confirm that your Knowledge Manager software is ready for
installation, and then click Next.

Click Finish to exit the Knowledge Manager Wizard and return to the
Knowledge Management Wizard.

Browse for Application (Knowledge Manager) :
Select the Knowledge Manager and click ok. Click Finish to exit the
Knowledge Management Wizard.

26. Add the Chat Server

a.

Deployment Guide

Solution Components: Chat Server.
Click Add, and then click the New Application icon to run the Chat
Server Wizard.

Chat Server Name:
Name = MM761_ChatServer
Log Configuration. Accept the default log settings and click Next.

Server Information:
Host = MMHost
Port = 6180

Use the Connection Wizard to connect to Message Server, Interaction
Server, and Universal Contact Server.

Extended Service Protocol Settings:

Identify what port and nickname you want to use for Extended Service
Protocol (ESP) chat. (See Figure 31.)

ESP refers to the ability of URS to submit messages directly from a
strategy into a chat session—for example, to greet a customer who is
waiting for an agent.

Click Next.
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Chat Server Wizard X

Extended Service Protocol Settings
Select port number and nickname for "auto-chatting'’. E

Port used for connection to Chat server [used to listen for extended service protocol). Must be
different fram standard Chat server part. This feature dizabled when port iz 0.

ESP server port: Im _|;
ESF default nickname: Isystem

< Back I Mest > I Finizh | Cancel |

Figure 31: Configure ESP Settings for Chat Server

g.

Installation Package:

Copy the Chat Server installation package. Select a source and
destination. Click Next.

Installation Ready:

Confirm that your Chat Server software is ready for installation, and
then click Next.

Click Finish to exit the Chat Server Wizard and return to the Genesys
Web Media Wizard.

Browse for Application (Chat Server):
Select the Chat Server and click oK. Click Next.

k. Click Finish to exit the Genesys Web Media Wizard.
27. Add the Co-Browsing Server

a.
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Solution Components: Co-Browsing Server:
Click Add, and then click the New Application icon to run the Co-
Browsing Server Wizard.

Co-Browsing Server Name:
Name = MM761_Co-BrowsingServer

Log Configuration:
Accept the default log settings and click Next.

Server Information
Host = MMHost2
Default Port = 6195

Tip: You must install Co-Browsing Server and the supporting third-
party software, KANA Response Live Server, on a separate host
from the Web API Server—MMhost2 for the model setup. To install
and configure Kana Response Live, see “Deploying KANA
Response Live for co-browsing” on page 74.
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Use the wizard to connect to Message Server and a JDBC-based DAP.
(You can use the MM761_UCS_DAP that you created.)

Installation Package:
Copy the Web Collaboration installation package. Select a source and
destination. Click Next.

Installation Ready:
Confirm that your Co-Browsing Server software is ready for
installation, and then click Next.

Click Finish to exit the Co-Browsing Server Wizard and return to the
Genesys Web Collaboration Wizard.

Browse for Application (Co-Browsing Server):
Select the Co-Browsing Server and click oK. Click Next.

Click Finish to exit the Genesys Web Collaboration Wizard and return
to the Multimedia Configuration Wizard.

Solution Components: Web API Server:
Follow the on-screen instructions to configure servers for load
balancing. Click Next.

28. Create Capacity Rules

a.

Resource Capacity Rules Deployment:
Select a folder in the Configuration Server where Multimedia should
store its resource capacity rules. Click Next.

Resource Capacity Rules Selection:

From the drop-down menu, select the capacity rule you want to use as
the default for Multimedia. The wizard assigns that rule to the Tenant
object associated with your deployment in the previous step. Click
Next.

29. Complete the wizard

a.

Solution Summary:

At this point the wizard lists the solution components you have
collected for use with Multimedia. Click Next to finish the
configuration or Back to change the configuration of some solution
component. See Figure 32 on page 128 for a sample of the Solution
Summary page.
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Multi-Channel Routing Solution Wizard E
Solution Summary 50
You are about to create a Solution. L5y ‘?

Solution Marme: — [M 761
Salution Tupe:  [Multi-Channel Routing

Solution Components:

MM 7E1_LCSDAP

hAbA 7E1_[_DiaP
FRMTET_EM_DBServer
k4 7E1_LICS

bR 7ET_[M
StatServer

URS ;l

Click Back to make ary changes.
Click Mext to update the Configuration D atabase.

I

¢ Back Firizh Cancel

Figure 32: Solution Summary

b. Completing the Multimedia Solution Wizard:
Click Finish to confirm your solution configuration. Remember that
you can change configuration details at a later time as well.

Note: Only at this point, when you exit the wizard, are the details of your
solution configuration entered into the Configuration Database. Exiting
the wizard prior to this point requires that you begin the solution
configuration from the beginning. Any components you create along
the way, however, are available during subsequent solution
configuration using the wizard.

End of procedure

Next Steps

» For Chat Server, Genesys recommends that you specify an additional port
for dedicated communication with Web API Server: see Specifying a
webapi-port for Chat Server, page 129.

« If you want Chat Server to use the same port for communicating with both
Web API Server and your call center agents (not recommended), then
continue at Performing an integrated installation of all Multimedia servers,
page 131
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Procedure:
Specifying a webapi-port for Chat Server

Purpose: To establish a dedicated port for Chat Server communication with
Web API Server.

Note: Chat Server can function using a single port for communicating with
both web clients and agents. However, for system security Genesys
recommends that you specify an additional webapi-port, which allows
only web clients to communicate through it. Only this port should be
opened/exposed to outside connections, thus prohibiting agent
connections over a firewall.

Start of procedure

1. In Configuration Manager, on the Options tab, double-click Settings.

2. Double-click webapi-port, and then enter the model setup value of 6181.
Refer to the Configuration Worksheet, page 43 if using different values
than the model.

3. Click ok, then oK again.
Your change takes effect immediately.

End of procedure

Next Steps

» Performing an integrated installation of all Multimedia servers, page 131

Installing Multimedia Components

Deployment Guide

This section describes the installation process for Multimedia 7.6.1
components after you have finished configuring them with the wizards.

For Windows-only installations and the Windows portions of Solaris, Linux,
and AlX installations, Genesys provides an installation package that integrates
the installation of most or all Multimedia 7.6.1 components. The installation
package is copied to one host as part of the process of running the Multimedia
Configuration Wizards. Start IPStarter.exe, located in the Windows/
subdirectory of your installation directory, one time for each Windows host
that is part of your Multimedia deployment. (Each time you run
IPStarter.exe, you are installing the appropriate components for the given
Windows host.)

For Solaris, Linux, or AlX installations, after going through the configuration
process, install Multimedia components by first manually copying them from
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their deployed locations (where the wizards placed them) to each Solaris,
Linux, or AIX host. Then manually install each component separately by
launching its own setup. Detailed information on Solaris, Linux, and AIX
installations is available in “Deploying Multimedia on UNIX Hosts” on
page 153.

Note: For all platforms, you need to install the Third Party Components,

before installing individual components. (This does not affect Chat
Server, Interaction Server, and Co-Browsing Server.)

On Windows, if you use IPStarter.exe, that executable takes care of
this for you automatically. On each Solaris, Linux, or AlX host,
however, you must manually run the Third Party Components setup
before you run the setup for the other Multimedia components on that
host.

For an explanation of the difference between Third Party Components
(executable) and ThirdPartyApplications (directory), see the note on
page 55.

For the purposes of this section, the host where you have the Multimedia
installation directory is called the local host. Any other hosts that you
configured to receive Multimedia components are called remote hosts.

Generalized Installation Procedure

The general outline of how the integrated installation proceeds is as follows:
1. Local host

a.

C.

The installer presents a list of Multimedia components that you
configured to run on the local host, and asks you to verify it.

The installer presents a list of components for which you did not
specify a host, and asks if you want to install them on the local host.

The installer installs the appropriate components on the local host.

2. Remote hosts

a.

b.
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From each remote host in turn, you must access the installation
package from its shared directory on the local host (see “Create a
Shared Directory” on page 94).

The installation package then begins to install on the remote host.

0
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Installing Multimedia Components

If for some reason you want to install individual components rather than using
the integrated installation package, be aware that the directory structure of the

individual installation packages looks like this:

{componentA>
AIX

Linux
Solaris
Windows

{componentB)
AIX

Linux
Solaris
Windows

aix
ThirdPartyComponents

Linux
ThirdPartyComponents
solaris
ThirdPartyComponents
windows

Configuration Wizards
ThirdPartyComponents

That is, for each Multimedia component other than Common and Third Party
Components, there is a directory named for the component. That directory
contains subdirectories holding the installation packages for the supported
operating systems.

To perform an integrated installation of all Multimedia Servers, see the next
section.

Procedure:
Performing an integrated installation of all Multimedia
servers

Start of procedure

1.

Starting the Integrated Installation

a. Go to your shared directory, on which you had the Genesys Wizard
Manager place the Multimedia components (for example,
\\MMHost\GenesysSetup). Find and run windows\IPStarter.exe.

b. At the Welcome window, click Next to proceed.
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c. If any components were not assigned to a specific computer while
running the Configuration Wizards, the Host independent components
dialog page lists those components. Select the check box of any of
these components that you want to install on the current machine (the
host computer of the installation package). Click Next.

d. Atthe Ready to start dialog page, click Next to proceed.

e. The Integrated Installation takes you through each component’s
necessary installation steps. Prior to each subsequent component’s
installation, the installer displays a list of component directories (see
Figure 33) containing:

« Components that have been installed, each with a green check
mark next to it.

« Components not yet installed, with no markings next to them.

» The component to be installed next, with a blue check mark next to

It.
MCR Installation Starter - Deployment stak ﬂ
MCR deployment
Application Path ;I

+ CMbInstalwindows\ Configurationywizards
+ CAMMIngtall\UniverzalContactS erverM anager
CAMMInstallWknowledgetd anager
C: sk bdInstallsyw ebCompounds amplesiwindows

4| | 3

Legend
«/  Deployed applications

&/  Mext application for deployment

MCR Installation Starter iz about ta launch the nest application scheduled far

deploymernt.
To continue MCR deployment press OK button,

To cancel MCR deployment prezs Cancel button.

Cancel |

Figure 33: Deployment Status Window

2. Installing Third Party Components

Note: For an explanation of the difference between Third Party
Components (executable) and ThirdPartyApplications (directory),
see the note on page 55.

a. Onthe Servlet Engine page, select your web application container and
click Next.

b. Onthe Choose Servlet Location page, enter the location of your web
application container and click Next.
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3.

5.

6.

c. Confirm the location of your Multimedia Third Party Components and
click Install.

d. ClickFinish.
Installing Configuration Wizards

If you do not already have the Genesys Multimedia Configuration Wizards
installed on this host, the Installation Starter will install them for you in the
existing Wizards directory. You may need to restart your host after
Multimedia Configuration Wizards installation.

If you already have the Genesys Multimedia Configuration Wizards
installed on this host, click cancel on the first page of the Multimedia
Configuration Wizards setup.

Installing Universal Contact Server

a. Click Next, and then click Install.

b. ClickFinish.

Note: Once you install any given Multimedia component on your
computer, the wizard uses that directory for all other Multimedia
components. You are not allowed to install these components
across different directories.

Installing Interaction Server
a. Click Next, then Install, if ready for installation.
b. Click Finish.

Installing Web API Server

Note: If Co-Browsing Server is going to be installed with Web API Server on

the same host, then you must install KANA Response Live Server first.
See “Deploying KANA Response Live for co-browsing” on page 74
for details.

In addition to following the steps listed here, installing the Web API Server
requires that you refer back to the installation of your web server and your
web services container. Installation of those components is described in
Chapter 4, “Deploying Third-Party Web Applications,” on page 55.

To install the Web API Server:

a. Select from the list the Web API components (as in Figure 34) to be
installed. Click Next.
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Genesys Web API Server 7.6.100.00 - InstallShield Wizard E

Component Selection -

Select components ta install
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< Back | Mest » I Cancel

Figure 34: Web API Server Component Choices

b
C.
d.
e

J.

Select the web server and web application container. Click Next.
Browse to the web server location. Click Next.
Browse to the web application container location. Click Next.

Confirm the location of the worker.properties file you created during
installation of the web application container (<CATALINA_HOME \conf\j k
directory). Click Next.

Select the worker.properties file. Click Next.
Select the ajp13 worker. Click Next.

Select a server-side code page—that is, the preferred language for
processing all requests to Web API Server. Click Next.

At the Start Copying Files page, confirm your current settings. Click
Next.

Click Yes, and then Finish.

7. Installing E-Mail Server Java

a.
b.

Click Next, then Install if ready for installation.
Click Finish.

8. Installing Classification Server

a.
b.

Click Next, then Install if ready for installation.
Click Finish.

9. Installing Training Server

a.
b.
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10. Installing Chat Server

a.
b.

Click Next, then Install if ready for installation.
Click Finish.

11. Installing Universal Contact Server Manager

a.
b.

Click Next, and then Install.
Click Finish.

12. Installing Knowledge Manager

a.
b.

Click Next, then Install.
Click Finish.

Note: Beginning in release 7.6.1, the error log is written to the following

location: Documents and Settings\<local account>\My
Documents\KM_ErLog. The log is generated when Knowledge
Manager is started. This change was made to comply with Vista
security systems.

13. Installing Web Compound Samples

a.

b
C.
d.
e

Confirm the list of necessary samples to be installed. Click Next.
Select the web server and web application container. Click Next.
Browse to the web server location. Click Next.

Browse to the web application container location. Click Next.

Confirm the location of the worker.properties file you created during
installation of the web application container (<CATALINA_HOME Y\conf\j k
directory). Click Next.

Select the same worker file used for your Web API Server installation.
Click Next.

Select the ajp13 worker. Click Next.
Select the tenant ID. Click Next.

Confirm the system configuration information about Co-Browsing
Server. Click Next.

On the Specify code page indicate the preferred language for
processing requests to samples. Click Next.

On the webstarter Configuration page, confirm your settings. Click
Next.

Click Finish.

14. Installing Co-Browsing Server

a.

Enter the fully qualified domain name of the web server and the unique
server identifier. Click Next.

Browse to the root folder containing your KANA Response Live
server. (See “Deploying KANA Response Live for co-browsing” on
page 74.) Click Next.
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c. Browse to the destination folder where the application will be installed,
and click Next.

d. Click Install, thenFinish.
The integrated installation is now complete.

End of procedure

Next Steps

» Creating Databases and Running Scripts

Creating Databases and Running Scripts

If you have not already done so, create the databases for Interaction Server,
Universal Contact Server, and Co-Browsing Server. For UCS, you may also
want to create an Archive database to store older UCS data and ease storage in
the Main UCS database.

Note: If you intend to use the Event Logger functionality that is available in
version 7.6.1, you will need to create another database and run the
corresponding script. Configuration and deployment of Event Logger
is explained in the “Event Logger” section in the “Interaction Server:
Advanced Topic” section of the “Ongoing Administration and Other
Topics” chapter of the Multimedia 7.6 User’s Guide.

Procedure:
Running scripts for your databases

Start of procedure
1. At the starting directory for each component, locate the SQL script folder:

Component Script Folder
Interaction Server Script

UCS sql-scripts
Co-Browsing Server dbscripts

2. Run the database scripts for each component.

0

136 Multimedia 7.6 &=



Chapter 5: Model Configuration and Installation on Windows Verifying Connections

Note: Only one Universal Contact Server database pair (Main and
Archive) is allowed per Tenant.

End of procedure

Next Steps

» Verifying connections

Verifying

Connections

At this point in the Multimedia installation process, you must update the
configuration settings for some components before continuing. Refer to
Table 4 on page 52 for a list of connections that must be set in the
Configuration Layer. Refer to the Multimedia 7.6 Reference Manual for
information on option settings.

Procedure:
Verifying connections

Start of procedure

1. In Configuration Manager, verify that the required connections have been
made in the Multimedia Application objects. See Table 4 on page 52 for a
detailed list of the connections you need to add to the Multimedia objects.

2. Add a connection from Stat Server to Interaction Server.
3. Add a connection from Universal Routing Server to Interaction Server.

End of procedure

Next Steps

» Testing the Multimedia servers

Testing Multimedia Components

Deployment Guide

The minimum required components for testing include:
* Local Control Agent

+ DB Server

» Configuration Server

* Message Server
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Solution Control Server
Solution Control Interface
Stat Server

Universal Routing Server

Procedure:
Testing the Multimedia servers

Purpose: To test that the Multimedia servers will successfully launch and run
free of errors.

Tip: General instructions for starting and stopping your Multimedia
solution are in Chapter 11 on page 193. This section provides startup
instructions for the sole purpose of testing your solution.

Prerequisites

Before testing the Multimedia servers, ensure that both Universal Contact
Server and Interaction Server have connections to Stat Server (if you have
not already made these connections).

Confirm that both Stat Server and Universal Routing Server have
connections to Interaction Server.

Be sure Genesys Framework is running.

Before testing chat and web form e-mail, restart the host(s) running the
Chat Server, and ensure that your POP3 e-mail server is up and running.

Start of procedure

1. Start the servers in this order:

a. DB Server for Interaction Server
Interaction Server

Universal Contact Server

E-mail Server Java

Chat Server

Classification Server

Training Server

Co-Browsing Server

Web Server and Web Application Container for Web API Server
launch

S@ae o o o0 o

2. After each server starts, check its console window for errors.

End of procedure
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Next Steps
» Testing the components using the Web-based TestTool761

Procedure:
Testing the components using the Web-based
TestTool761

An application for testing the components, called TestTool761, is included as
part of the installation of Web API Server. Use this tool to test the various Java
classes and servlets that run the Multimedia solution

Start of procedure

1. Open a web browser window and enter the following URL:
http://<{WebAPIServerhost>/TestTool761

Note: The address used to access the testing application is case sensitive.

You should see a window that looks like the one in Figure 35.

MCR 7.6.1 TestTools menu @

GENESYS

Shows information about LoadBalancing sendet
Also it provides information about all active servers

#/ | cadBalancing servlet info page in current configuration

> E_Mail servers self test page ‘sanes( information about E-Mail servers and possible detected misconfigurations
» Chat servers self test page Self test information about Chat servers and possible dstects

#/ Stat server self test page Soliesy o

Self test informat

# Callback server self test page
>

Universal Contact Server seff test page |S*!f test infol

©

GENESYS

Figure 35: Multimedia 7.6.1 Test Tools Page

2. Click any of the links to launch the various testing tools. The results of the
test display in the bottom frame of the web page.

End of procedure

Next Steps

» Testing that Genesys Desktop can handle interactions
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Procedure:
Testing that Genesys Desktop can handle interactions

Purpose: To log in the Genesys Desktop agent that will receive test
Multimedia interactions (e-mail, chat, and web e-mail).

Test agent handling of interactions by configuring and installing Genesys
Desktop. For instructions on how to do this, see the Genesys Desktop 7.6
Deployment Guide.

Note: After installing Genesys Desktop, use Configuration Manager to
ensure that the Desktop App Lication object has a connection to your
Interaction Server or if applicable, Interaction Server Proxy.

Start of procedure
1. Enter the following URL into your web browser:
http://<Host_IP_Address:port)>/gdesktop

2. Tolog in an agent, enter the following information:
 AgentlID
+ Password
» The name of the agent’s associated Place

End of procedure

Next Steps
» Testing the Setup

Testing the Setup

Next you should test your installation’s functionality. This requires that you
implement an interaction workflow. The workflow and its associated routing
strategies can be very simple. The simplest way to test the setup is to use the
ABC Simple BP andthe ABC Simple Chat BP business processes that are
installed as part of your Interaction Workflow Samples installation.

Using the Sample Business Processes

The ABC Simple BP receives e-mail interactions that enter the system and
delivers them to an agent group. This business process also allows the agent
who works on a given interaction to reply to it and send a resulting outbound
e-mail. The ABC Simple Chat BP does essentially the same thing, but for chat
interactions; it receives chat interactions that enter the system and delivers

0
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them to an agent group. See the Universal Routing 7.5 (or later) Business
Process User’s Guide for more details on these and the other sample business
processes. That guide also describes how to work with strategies and queues in
the Interaction Design portion of IRD.

Procedure:
Configuring ABC Simple BP for routing e-mail
interactions

Start of procedure

1.

Set E-mail Server Java default-inbound-queue option (in the email-
processing section) to the value Inbound queue, which is the name of the
inbound queue in ABC Simple BP.

Note: If you installed the Interaction Workflow Samples before using the
wizard installation, you will find that two Interaction Queue
objects named Inbound queue and Outbound queue already existin
your <Tenant)\Scripts folder in Configuration Manager. Use the
Inbound queue name as the value for this E-mail Server Java
default queue option.

The Person object you plan to use for handling e-mail interactions must be
a member of the Agent Group named E-mail distribution for
processing, Which serves as a target for interactions in the Process ABC
strategy of this sample business process.

From the Interaction Design portion of IRD, if they are not already
activated, activate the two strategies that this business process uses,
Process ABC and Send ABC.

See the Universal Routing 7.5 (or later) Business Process User’s Guide and
Universal Routing 7.6 Interaction Routing Designer Help for additional
instructions on creating and activating/loading routing strategies.

End of procedure

Next Steps

Deployment Guide

Configuring ABC Simple Chat BP for routing chat interactions
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Procedure:
Configuring ABC Simple Chat BP for routing chat
interactions

Start of procedure

Be sure you have set the following prior to testing this workflow:

1. If you installed the Interaction Workflow Samples before using the wizard
installation, you will find that an Interaction Queue object named Chat
inbound queue already exists in your <Tenant>\Scripts folder in
Configuration Manager. That queue is also the value for the Chat Server
default option (in the endpoints:<tenant_id> section). Make sure this is
the case.

2. The Person object you plan to use for handling chat interactions must be a
member of the Agent Group named Chat distribution for processing,
which serves as a target for interactions in the Chat inbound strategy
strategy of this sample business process.

3. From the Interaction Design portion of IRD, if they are not already
activated, activate the three strategies this business process uses: Chat send
transcript email strategy, Chat request transcript send strategy,
and Chat inbound strategy.

See the Universal Routing 7.5 (or later) Business Process User’s Guide and
Universal Routing 7.6 Interaction Routing Designer Help for additional
instructions on creating and activating/loading routing strategies.

End of procedure

Next Steps

» Sending a test e-mail to a Desktop agent

Procedure:
Sending atest e-mail to a Desktop agent

Purpose: To send a test e-mail from your installed Multimedia solution to a
Genesys Desktop agent using the ABC Simple BP routing strategy.

Start of procedure

1. If you have not already started the necessary components (as noted in
“Testing Multimedia Components” on page 137), do so now.

2. Open your e-mail client and send an e-mail to the POP box that E-mail
Server Java checks (the value of that component’s address option).

0
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3. Ready an agent at the Genesys Desktop and look for the arrival of the
e-mail interaction.

4. If the inbound e-mail fails (for example, E-mail Server Java does not see
the message or E-mail Server Java sends the message to a bad directory),
check each of the E-mail Server Java options, logs, and the routing
strategies for possible errors.

End of procedure

Next Steps

+ Starting a test chat session with a Desktop agent

Procedure:
Starting a test chat session with a Desktop agent

Purpose: To start a test chat session between a sample customer from the Web
Client and a Genesys Desktop agent, using the Web Client and the ABC
Simple Chat routing strategy.

Start of procedure

1. Start the web server and the web application container, if you have not
already.

2. If you have not already started the necessary components (as noted in
“Testing Multimedia Components” on page 137), do so now.

3. Ready an agent at the Genesys Desktop.

4. Start the Web Client by opening a browser and selecting a Chat link from
http://<{WebAPIServerhost)/WebAPISamples761.

5. Click Chat Sample with user typing notification.

6. Fill in customer data and click Start Chat.

7. Look for the arrival of the chat interaction at the Genesys Desktop.

8. If chat does not work (for example, a disconnected from chat server

message appears or the customer joins but the agent does not), check each
of the manual install steps. Specifically, check the:

+ Chat Server options.
+ Web API Server options.
+ WebAPISamples761 parameters, contained in the constants.jsp file.

End of procedure
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Next Steps

* Sending a test web form e-mail to a Desktop agent

Procedure:
Sending atest web form e-mail to a Desktop agent

Purpose: To send a test web form e-mail from the Web Client to a Genesys
Desktop agent.

Start of procedure

1. If you have not already started the necessary components (as noted in
“Testing Multimedia Components” on page 137), do so now.

2. Start the Web Client by opening a browser and clicking the E-mail over
the Web sample link from http://<WebAPIServerhost>/WebAPISamples761.

Fill in customer data and click Submit.

4. Ready an agent at the Genesys Desktop and look for the arrival of the web
form e-mail interaction.

5. If web form e-mail does not work (for example, no thank you page
displays, a thank you page displays with an error, or a thank you page
displays but the e-mail never pops to the desktop), check each of the
manual install steps.

End of procedure

Next Steps

* You have completed all steps for testing the setup of Multimedia 7.6.1.

0
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Chapter

Deploying an E-Mail System
In Secured Mode

This chapter describes how to configure an e-mail system to work in secured
mode using SSL. This applies to POP3, IMAP4, and SMTP. The information
in this chapter is divided among the following sections:

Configuring the Corporate E-Mail Server, page 145

Configuring SSL for E-mail Server Java, page 147

Configuring the Mailer, page 150

Configuring the Corporate E-Mail Server

This section describes the procedures for configuring the corporate mail server,
such as Lotus Domino, to work in secured mode using SSL. This section
includes the following procedure:

» Configuring the corporate e-mail server to work in secured mode

Procedure:
Configuring the corporate e-mail server to work in
secured mode

Prerequisites

* Microsoft Certificate Services must be installed on Host1 (in this example,
Host1 is running Windows 2000 Server):

+ |IS must be installed

+ Navigate to Control Panel > Add/Remove Programs > Add/Remove
Windows Components > Certificate Services
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Configuring the Corporate E-Mail Server

* A corporate mail server such as Lotus Domino, which is used in this
procedure, must be installed on Host2. In this example, Lotus Domino
version 5.3 is used.

Start of procedure

1. From a browser on Host2, go to website of the Certification Authority (CA)
at the following URL: http://Host1/Certsrv

a.

C.

From the main menu select Retrieve the CA certificate revocation
List and Install this CA certification Path.

From the main menu select Retrieve the CA certificate revocation
List and Download CA certificate (Base 64 encoded)

Save the file certnew.cer in c:\temp (this is the trust certificate).

2. From Lotus Domino administration, open SSL Domino Administration by
selecting File > Database > Open. Select the server and open Server
Certificate Admin (file certsrv.nsf).

3. The Domino SSL Administration Page has four top-level menu sections.
The following is a sample configuration:

a.

Create Key Ring

Key Ring File Name: JavaEmai L .kyr

key ring password: password

Common name: Host2

Organization: Company

State or Province: State

Country: Country

Create Certificate Request

Key ring file name: JavaEmai L.kyr

Create Certificate Request:

i.  The certificate request in PKCS format is displayed.
ii. Copy the request by selecting all the text in a temporary file.

iii. On the CA website, select Request a certificate > Advance
Request > Submit a certificate request using a base64 encoded
PKCS. ..

iv. Copy the request in PKCS format and submit.

v. Launch Programs > Administrative Tools > Certification
Authority

vi. Select the last certificate in the Pending Requests folder and issue
it.

vii. Inthe Issued Certificates folder, open this certificate and copy it
to a new file: certificate.cer.

viii. Copy the file certificate.cer to \\Host2\temp.
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c. Install Trusted Root Certificate into Key Ring
Key ring file name: JavaEmai L. kyr
Certificate Label: Microsoft Certificate Authority
Certificate Source: File: C:\temp\certnew.cer

d. Install Certificate into Key Ring
Key ring file name: JavaEmai L. kyr
Certificate Source: File: C:\temp\certificate.cer
Select Merge Certificate into Key Ring.

4. Copy the yavaEmail.kyr and JavaEmai L.sth files from c:\Lotus\Notes\Data
to c:\Lotus\Domino\Data.

5. In Domino Administration, set the SSL key file name in Internet Ports to
JavaEmail.kyr.

6. Enable SSL on the Domino POP, IMAP, and SMTP ports.
7. Restart the Domino server.

End of procedure

Next Steps

» Configuring SSL for E-mail Server Java

Configuring SSL for E-mail Server Java

Deployment Guide

This section describes procedures for configuring your E-mail Server Java
application to work with SSL. This configuration is supported for E-mail
Server Java version 7.0 and above. The following procedures are included in
this section:

» Generating the .keystore file
* Modifying the E-mail Server Java startup command line
» Configuring E-mail Server Java’s POP, IMAP, and SMTP ports

Procedure:
Generating the .keystore file

Prerequisites:

» Configuring the corporate e-mail server to work in secured mode
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Start of procedure

1. Copy the certificate.cer file to the host running E-mail Server Java
(Host3 for this sample configuration).

2. Use the Java keytool utility that is available with the JRE to import the
certificate. Use the JRE installed with Multimedia Third Party
Components. The utility can be found in
{Multimedia_Install_Dir>/jre/bin for Unix operating systems, and in
{Multimedia_Install_Dir>\jre\bin for Windows operating systems.

For example:
keytool -import -file certificate.cer

3. A .keystore file is generated. On Windows, the default path to find this
file is C:/Documents and settings/<username)/.KeyStore

End of procedure

Next Steps

* Modifying the E-mail Server Java startup command line

Procedure:
Modifying the E-mail Server Java startup command
line

Purpose: To provide E-mail Server Java with the location of the .keystore file
on startup.

Prerequisites

» Generating the .keystore file

Start of procedure

1. Locate the E-mail Server Java startup file (startServer.bat and
setini.bat on Windows operating systems, or startServer.sh on Unix
operating systems).

2. Open the file in a text editor and modify the startup command line so E-
mail Server Java can locate the .keystore file. For example:

java -Djavax.net.ssl.trustStore="C:/Documents and
settings/<username)/.KeyStore" --Xmx512M ....

3. Save and close the file.

End of procedure

0
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Next Steps
» Configuring E-mail Server Java’s POP, IMAP, and SMTP ports

Procedure:
Configuring E-mail Server Java’s POP, IMAP, and
SMTP ports

Purpose: The ports must be configured in order for the e-mail system to work
in secured mode.

Prerequisites

» Generating the .keystore file
* Modifying the E-mail Server Java startup command line

Start of procedure
1. In Configuration Manager, open the properties for your E-mail Server Java
application.

2. Inthe options tab, locate the [pop-client] section for IMAP and configure
the type, port, and enable-ssl options. For example:

[pop-client1]

type = IMAP

port = 993 (the default SSL port for IMAP)
enable-ssl = TRUE

3. Locate the [pop-client] section for POP3 and configure the type, port,
and enable-ssl options. For example:

[pop-client2]

type = POP3

port = 995 (the default SSL port for POP3)
enable-ssl = TRUE

4. Locate the [smtp-client] section and configure the port and enable-ssl
options. For example:

port = 465 (the default SSL port for SMTP)
enable-ssl = TRUE

5. Save your changes.
End of procedure

Next Steps

» Configuring the mailer to work in secured mode

149



Chapter 6: Deploying an E-Mail System in Secured Mode Configuring the Mailer

Configuring the Mailer

150

This section describes the procedures to configure the mailer, such as Outlook
Express, to work in secured mode with SSL. This section contains the
following procedure:

» Configuring the mailer to work in secured mode

Procedure:
Configuring the mailer to work in secured mode

Prerequisites

* A mailer (Outlook is used in this example) must be installed on Host4.

Start of procedure

1. On the Certificate Authority website (http://Host1/Certsrv), select
Retrieve the CA certificate revocation List and Install this CA
certification Path.

2. Select Request a certificate > User Certificate Request (E-Mail
Protection Certificate). The following is a sample configuration):

Name: client1 (this field must be set to the name of your Outlook account)
E-Mail: clientlemail.com
City: City
State: State
Country: Country
Submit the request.
3. Launch Programs > Administrative Tools > Certification Authority.
a. Select and issue the last certificate in the Pending Requests folder.

b. Locate the certificate in the Issued Certificates folder, open it and
copy itto anew file client1.cer.

c. Copy clientl.cer to \\Host4\temp (Outlook is located on Host4).

4. On Host4, open the certificate named client1.cer located in c:\temp\ and
install it.

5. Open Outlook and choose Tools > Accounts > Mail, and select the client1
account.

a. InsSecurity, select the certificate in Signing certificate and
Encrypting preferences.

b. In Advanced, validate SSL and provide the correct port numbers.

0
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6. InTools > Options, select the Security tab.
a. SelectDigitally sign all outgoing messages.

b. Click on Advanced and select Always encrypt to myself when sending
encrypted mail, Include my digital ID when sending signed
messages and Add senders' certificates to my address book.

End of procedure
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Chapter

Deploying Multimedia in
UNIX Environments

This chapter describes procedures for configuring and installing Multimedia
components in UNIX environments—Solaris, AlX, and Linux—as well as for
configuring the Web API components in a WebSphere or WebLogic
environment.
This chapter has these sections:

Deploying Multimedia on UNIX Hosts, page 153

Deploying WebSphere on AlX or Solaris, page 156

Deploying WebLogic on Solaris, page 169

Note: You can deploy all Multimedia 7.6.1 components on UNIX platforms,
except for the following user interfaces:
» Knowledge Manager
» Universal Contact Server Manager
* Interaction Workflow Samples

Deploying Multimedia on UNIX Hosts

Configuring and installing Multimedia 7.6.1 on Solaris, AlX, or Linux follows
the general procedure introduced in Chapter 5, beginning on page 91. You can
use the Multimedia 7.6.1 Configuration Wizards on a Windows host to
configure components that will run in UNIX environments. For the installation
phase, however, you should proceed in a slightly different fashion than you
would for a Windows-only environment. The main difference is that after
configuration, you will need to manually copy the individual component
installation packages to each UNIX host, as initially suggested in “Installing
Multimedia Components” on page 129. Also consider the guidelines under
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“Copying Installations to Remote Computers” in Chapter 8, “Deploying with
Configuration Wizard Framework,” of the Framework 7.6 Deployment Guide.

After you copy the software to the UNIX hosts, do one of the following:
* Run the setup for individual components manually.

* Use the Multimedia CD on each host to run the setup for the components
directly from that CD.

Note: For all platforms, before you install individual components, but with
two exceptions, you must first install the Third Party Components
provided for you. On Windows, if you use IPStarter.exe, it takes care
of this automatically. On Solaris , AIX, or Linux, however, you must
manually run the Third Party Components setup on each host before
you run the setup for the other Multimedia components for that host.

Interaction Server and Chat Server are exceptions to this guideline. On
Windows for Chat Server, and on all platforms for Interaction Server,
you can install without first installing Third Party Components.

For an explanation of the difference between Third Party Components
(executable) and ThirdPartyApplications (directory), see the note on
page 55.

Procedure:
Deploying Multimedia on Solaris, AlX, or Linux from a
Windows host

Purpose: To suggest how you might use the Multimedia Configuration
Wizards on a Windows host to configure and install components to other hosts
for Solaris, AlX, or Linux deployments.

Start of procedure

1. On each Solaris, AlX, or Linux host, define the variable GES_HOME_761 to
target the directory containing Multimedia components.

Warning! Do not include any spaces in the GES_HOME_761 name (for example,
use MCR761 instead of MCR 7.6.1).

2. When you run the Multimedia Configuration Wizard, it will ask you to
specify the destination for copying installation packages. Do one of the
following:

» Create a shared directory on your Solaris, AlX, or Linux computer for
the installation package deployment, making sure that it is accessible
from the Windows host.

0
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» Create a shared directory on a Windows host (as recommended in
“Create a Shared Directory” on page 94 for the Windows installation),
making sure that it is accessible from the Solaris, Linux, or AlX host(s)
that will run your Multimedia components.

In either case you must copy all installation packages to the Solaris, Linux,
or AIX computer(s) that will host your Multimedia solution.

On a Windows machine, run the Multimedia Wizards as described in
Chapter 5, beginning on page 91.

The Wizards copy the installation packages using a directory structure such
as the following:
{componentA)

IBM_AIX

Linux

Solaris

Windows_2000

Windows_Server_2003

{componentB>
IBM_AIX
Solaris
Windows_2000
Windows_Server_2003

aix

ThirdPartyComponents
Linux

ThirdPartyComponents
solaris

ThirdPartyComponents

windows
CommonWizardComponentSet
ThirdPartyComponents

After completing configuration using the Wizards, begin installation by
running the installation package in <platform)\ThirdPartyComponents On
each host where you plan to install components.

Continue installation by running the installation package for each
remaining Multimedia component. You will find that package in the
<{platform) subdirectory contained in the directory named for each
component.

End of procedure

Next Steps

For Solaris deployments, you need to install and configure one of the
following web application servers:

+ Deploying WebLogic on Solaris, page 169
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+ Deploying WebSphere on AlX or Solaris, page 156
+ Configuring Apache and Tomcat for Linux or Solaris, page 72

» For AlIX deployments, you need to deploy the following web application
server:

Deploying WebSphere on AlX or Solaris, page 156

* For Linux deployments, you need to install and configure the following:
+ Configuring Apache and Tomcat for Linux or Solaris, page 72

Deploying WebSphere on AlX or Solaris

In Multimedia 7.6.1, you can use the IBM WebSphere Application Server in
both AlX and Solaris deployments. After configuring and installing
Multimedia as outlined in Chapter 5 on page 91, and in “Deploying
Multimedia on UNIX Hosts” on page 153, you need to enable your WebSphere
deployment to use the Web API Server and the MCR 7.6.1 Samples.

For AIX deployments, WebSphere is the only supported web server. For
Solaris, however, you can use WebSphere, Apache/Tomcat, or WebLogic in
your deployment. For WebSphere deployment procedures, see:

» Deploying WebSphere on AlX, page 157
» Deploying WebSphere on Solaris, page 160
» Testing the WebSphere installation on AlX or Solaris, page 169

Note: For information about deploying Solaris with Apache or WebLogic,
see the following sections:

* “Configuring Apache and Tomcat for Linux or Solaris” on page 72
» “Deploying WebLogic on Solaris” on page 169

Prerequisites

This section assumes that you have your WebSphere environment ready to go,
and that you have completed the model setup. The steps outlined in this section
use values you entered for that model installation.

Checklist of Genesys Components for Your AIX or Solaris
Host
Your Multimedia installation of the Web API Server created an EAR project,

MCR_API_EAR.ear, with three parts: Third Party Components, Web API, and
Compound Samples.
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Note: For an explanation of the difference between Third Party Components
(executable) and ThirdPartyApplications (directory), see the note on
page 55.

This document refers to the root directory for IBM WebSphere as
<WEBSPHERE_HOME >. The root directory for the IBM HTTP Server, an Apache-
based Web Server, is <IHS_HOME>. <MCR_API_EAR) represents the base directory
of your MCR_API_EAR. ear file location. A sample directory structure in this case
might be:

{WEBSPHERE _HOME >/AppServer/instal ledApps/DefaultNode/MCR_API_EAR.ear.

Note: For instructions on how to configure and install Genesys Web API
Server and the Compound Web Samples, see the Web API Server
sections of the following procedures:

» Configuring Multimedia objects using the wizard, page 98

» Performing an integrated installation of all Multimedia servers,
page 131

Procedure:
Deploying WebSphere on AIX

Note: Although WebSphere 5.x is supported, the following procedures apply
to WebSphere 6.0.

Start of procedure

1. Launch your WebSphere 6.0 Application Server.

2. Startthe Administrative Console.

3. Inthe left frame, click Applications > Enterprise Applications.
4

In the right frame, select the Default Application and click Stop. (You
must do this because the WebSphere default application shares the same
context root as the one you created in your EAR project.)

5. Inthe left frame, click Applications > Install New Application.

6. In the right frame, for Local path, browse to or enter the full path to your
EAR project. Click Next.

7. Retain defaults and click Next.
8. Retain defaults and click Next.
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9. Under Map modules to servers, select your web and application servers
from the Clusters and Servers list.

10. Check each Modu Le corresponding to your web projects. Click Apply. Click
Next. See Figure 36.

Install New Application

Specify options for installing enterprise applications and modules.

Step 1 Select Map modules to servers
installation options

Specify targets such == application servers or clusters of application servers where you want to install the modules contained in your zpplil

Step 2: Map Modules can be instzlled on the same spplication server or dispersed among several zpplication servers. Also, specify the Web servers a:
modules to servers targets that vill serve as routers for requests to this application. The plug-in configuration file {plugin-cfg.xml) for each Web server is ger

-

Step 3 Map
virtua| hosts for
Weh modules

based on the applications which are routed through it

g | 2ooly

Step 4 Summary

]
SF_-Iect! Module URT Server
; JEB- icell==i == servers
i WebARITEL WebAPI761.var, WEB- WebSphere:cell=aix53gat4Model2Cell,node=aix323qa54Nodel2, server
INF/ veb.xml

TestTool761

TestTool761.war, WEB-
INF/ web.xml

WebSphereicell=zix33ga64MNode0zCell.node=aix33ga64Node02, server=

CompoundSample7&l.war, WEE-
INF/ web.xml

WebSphereicell=2ix33qa64Node02Cell.node=2ix33q264Node02, server=

r
[ CompoundSample761
O

WebAPISamplesT5L

WebAPISamples7&61.var, WEB-
INF/ web.xml

WebSphereicell=2ix33ga64ModelzCell.node=2ix33g254NodelZ, server=

| Previous ] Nertl .mCancei"|

Figure 36: Map Modules to Application Servers

11. Click Next.
12. Review the summary and click Finish.

13. Click the save to Master Configuration link.
14. Click save.
15. In the left frame, click Servers > Web Servers.

16. In the right frame, select your web server. Click Generate PLlug-in.

17. You must also update the web server configuration file to accommodate the
specifics of your deployment.

a. Locate the <IHS_HOME)/conf/httpd.conf file.

b. Add the following text (one for each web project, with your
environment’s specifics), indicating a virtual root, to the end of

158

httpd.conf:

Alias /CodeBase761 "<MCR_API_EAR)/CodeBase761"
Alias /CoBrowse761 "“<MCR_API_EAR)/CoBrowse761"

Alias /CompoundSample761

"{MCR_API_EAR>/CompoundSample761.war"

Alias /WebAPISamples761 "<MCR_API_EAR)/WebAPISamples761.war"
Alias /TestTool761 "<MCR_API_EAR)>/TestTool761.war"

Also see, for example, Figure 37 on page 159.
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#

fp ugin

JCodeBase?sl fdataf'r\'s 02/8ppServer/profiles/default/instal ledapps/ai x530a64Node02Cel ] /M

SE
JfgentCoBrowse?s1 fdatafWSB 02/ fppServer/profiles/default/installeddpps/aix53ga4N0de02ce 1]/ MCR_APT_EAR, ear/ AgentCobrowse761 "
ff‘nmnnund%’-umn'lp?m "fdataMSRo N2 anpServer fnenfiles/defanl tiinstal Trdanns/ai »53naRdNndrn2Ce1 1 MOR_ART_FAR. mar/CrimpnundSamp ] e7R1 . war"
f'r\'ehP.PISamp]es?m JSdata/Wse. 02/ sppServer/profiles/defaul t/instal ledfpps/ai x530a64Node02Ce] 1 /MCR_APT_EAR. earfWehP.PISamp]es?B war"
STestTool761 "/data/WSE. 02/ dppServer/profiles/default/installedApps,/aix53gagdtoded2Cel ] /MCR_APT_EAR. ear,/TestTool 761 . war"

Figure 37: Sample Text Required in httpd.conf File

c. Savethe httpd.conf file.
d. Restart the IHS Web Server.

18. In the Genesys Configuration Layer, make the following change to your
Web API Server Application object:

In its Log section, update the messagef i Le option with the full path to your
log and message files for the web project, for example:
{MCR_API_EAR>/WebAP1761.war/webapimsg. Lms.

19. Back in WebSphere, in the left frame, go to Applications > Enterprise
Applications. In the right frame, stop all non-Genesys web applications.

20. Now select your EAR in the right frame and click Start. The status of the
application should be a green right-pointing arrow, as shown in Figure 38.

Enterprise Applications
Lists installed applications, A single application can be deploved onto rultiple servers,

Fraferances

Ml Stop | Install Uninstall Update Rollout Update | Rermove File Export Export DDL
........
Select| Harme Statuz (9
I— Defaultapplication %
W MCR_APL EAR =3
| PlantsBywebSphere ®
I— SarnplesGallery -
O ivbApp #®
e 8
Total &

Figure 38: Start Your EAR Application
End of procedure

Next Steps
» Testing the WebSphere installation on AIX or Solaris, page 169
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Procedure:
Deploying WebSphere on Solaris

The following procedures and sample screens apply to WebSphere version
5.1.1.10. For other versions of WebSphere, variations may occur.

Start of procedure

1. Launch your WebSphere Application Server.

2. Login to the Administrative Console (typically using the address
http://<{yourhost>:9090/admin) and proceed to the main page (see
Figure 39).

2 WebSphere Administrative Console - Microsoft Internet Explorer, E”Elgl
Filz  Edit View Favorites Tools  Help "

Oﬂatk - Q \ﬂ @ ;\J /-‘ISEarEh ‘:;._‘:{Favuntes & (- \77 — _] i 3

Address ] hitp:jfyour_host=12090/sdminsscursflagon.do M €
ebSphere Ad ative Console

Home | Save | Preferences | Logout | Help | B(m|
User ID: techpubs
Defaultilode ®® WebSphere Application Server on About your ¥iehSphere Application Server
Servers |BM.com
Applica IEM WekSphere Application Server, 5.1.1.10 -
 Applestions The place for support; including WebSphere Flashes, Build Number: cf100812.03 =
Resources FAQs, Hints and Tips, and Technotes. You will also Build Date: 03i21/2006
Security find Downloads, Library, News, and other useful | |
Environment information. () Copyright B Corporation 1936, 2004 =
System Administration
Troubleshooting
WebSphere Developer Domain ® InfoCenter
Getthe latesttechnical articles, best practices, The complete source for product documentaton,
tutorials and much more in the WebSphere including tasks, reference, and conceptual
Application Server Zone. Influence the evolution of information on product features and functions.
YWebSphere Application Server and reguest new
product features
WebSphere Status [i] olEsEE [P December 5, 2007 833,07 AM PST &)
‘WebSphere Runtime Messages Clear all
Total Al Messages:171 @ 3nevw, 3total Ay, Dnevy, 0total [} 168 new, 168 total
Preferences Izl

&] Dane B Inkernet

Figure 39: Administration Console—Main Page

©

160 Multimedia 7.6 &=



Chapter 7: Deploying Multimedia in UNIX Environments Deploying WebSphere on AlX or Solaris

3. In the left frame of the main page, click Applications > Enterprise
Applications (See Figure 40).

Home | Save | Preferences | Logout

User ID:

DefaultHode

Servers | _—

B Applicstions /

Erterprise Applications
Install Mevy Application
Reszources

Securty

Ervviranment

System Administration
Troubleshooting

Figure 40: Click Enterprise Applications

4. After the Enterprise Application page opens, in the right frame, select
Default Application, and then click Stop (see Figure 41).

Enterprise Applications

A lizt of inztalled applications. A zingle application can be deployed ente multipls zervers. [

Total: 7
Fitter

Preferences

Start | [Biggl tostal | tninetall | | Update | | Export | ExportDDL |
< \Please Wait =
[ Hame ¥ (€ Status v_()
AV =
2

DefaultAppTcation

PlantzBvebSphere

adminconscle

o e e I e o |
®| ®| & E | =

petstors

Figure 41: Stop the Default Application

Tip: You must click Stop, because the WebSphere default application
shares the same context root as the one you created in your EAR project.
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5. After the page refreshes, in the left frame, click Applications > Install
New Application (See Figure 42).

Home | Sawe | Preferences

| Logout

User ID:

DefaultHode
B Applications

Servers

Install Mew Application
Resources

Security

Environment

System Administration
Troubleshooting

Erterprize Applications /

Figure 42: Click Install New Application

6. Afterthe Install New Application page opens, in the right frame, enter the
full path to the MCR_API_EAR.ear file that was prepared when you ran the
installation package script (see Figure 43). Click Next.

Preparing for the application installation

Specify the EARMWAR/JAR module to uplead and install

Path Browse the local machine or a remote server:

& Local path
Browss

£rMCR_AP| EAR.zar]

¢ Server path

Context Root: Used only for standalone VWeb modules (*.war,

)

[i] choose the local path if the sar resides on the same machine as the browser. Chooss the server
path if the ear resides on any of the nodes in your cell context.

[l vou must specify a context root if the module being instalied is a YWAR module.

Figure 43: Enter the Path to the MCR API EAR File

Tip: If you experience difficulties, check access permissions for your
UNIX user account as it applies to the . ear file.

162

0

Multimedia 7.6 Q



Chapter 7: Deploying Multimedia in UNIX Environments

Deployment Guide

7. Retain the override and Virtual Host defaults, (see Figure 44) and click

Next.

Deploying WebSphere on AlX or Solaris

Preparing for the application installation

“You can choose to generates default bindings and mappings. [l

Override:

Wirtual Host

Specific bindings fil:

" Generate Defautt Bindings

@ Do not override existing bindings

' Override existing bindings

€ Do not default virtual host name for web modules

' Default virtual host name for web modules

defaut_host
Browse..

Previous Next Cancel

[i] Generate gefautt bindings for existing entries and over writs them

[i] The virtual host to be used for this web module.

[i] optional location of pre-defined bindings fil.

Figure 44: Retain Defaults

8. Atthe step 1 page (see Figure 45), retain all defaults, or change the

Application Name value (retaining defaults for the remaining fields), and
then click Next.

Install New Application

Allows installation of Enterprise Applications and Module

Pre-compile JSP

Deploy EJB2

Application Name

Next Cancel

Distribute Application

Enable Class Reloading

Deploy WebServices

-» Step 1: Provide options to perform the installation
Specify the various options available to prepare and install your application.
AppDeployment Options

Directory to Install Application

Use Binary Configuration

Create MBeans for Resources

Reload Interval in Seconds

Enable

O
—
I
O
O
I
O

——

-

Stepd  Summary

Map virtual hosts for web modules

dap modules to application servers

Figure 45: Change Application Name
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9. Atthe step 2 page (see Figure 46), select all the checkboxes and click
Next.

Deploying WebSphere on AlX or Solaris

Install New Application

Allows instaliation of Enterprise Applications and Medule

Step1  Provide options te perform the installation

-+ Step 2: Map virtual hosts for web modules

Specify the virtual host where you want to install the Web modules contained in your application. Web modules can be installed on the same virtual host or dispersed among several
hosts.

Apply Muttiple Mappings

[~ Web Module Virtual Host
[ WebApTE! [etaut_nost =]
[ TestTool6t [oetaut_ost =]
[T CompoundSample751 lml
[T web&PIZamples781 lm

Previous | Next| Cancel

Step 3 Map modules to application

Step 4 Summary

Figure 46: Select All Checkboxes

10. Atthe Step 3 page (seeFigure 47) , select your web and application servers

from the Clusters and Servers drop-down list, and then click Apply.

Install New Application
Allows inztallatien of Enterprise Applications and Module

Step 1  Provide options to perform the installation

Step2  Map virtual hosts for web modules

- Step 3: Map modules to application servers

Specify the application server where you want to install medules contained in your application. Modules can be installed on the same server or dizpersed among 3cveral servers.

Clusters and Sei

Server

WebSphere:cel=Defaultode, node=DefaultNode server=servert

[V TestToolT61 Tes{Tool761.war, W VWebSphere:cel=Defaulttiode, node=Defauttod
[V CompoundSampleTs CompoundSampleTe1 war, WEB-INF/web xml WebSphere: cel=DefaultNode.node=DefauttNode server=servert
¥ WebAPSamplesTa1 ViebAPISampl WEB-INF/ WebSphere:cell=Defaulttode, node=Defaulthode server=servert

Frevious Next | | Cancel

Stepd  Summary

Step

Figure 47: Select Your Web and Application Servers

11. From the list of modules, select all the checkboxes and click Next.
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12. At the Step 4 page (see Figure 48), review the summary of the your install
options. If it is correct, click Finish. Otherwise, click Previous to return to

an earlier page and make any necessary changes.

Install New Application

Allows instalation of Enterprize Apglications and Module

Step1  Provide options to perform the installation
Step 2 Map virtual hosts for web modules
Step3  Map modules to application servers

- Step4: Summary

Summary of Instal Options

Options Values
Districute Application es

Use Binary Configuration No
CellNode/Server Click here
Enable Class Reloading Ne
Create MBeans for Resources Yes

Deploy EJBs No
Reload Interval in Seconds
Application Name: MCR_AP_EAR

Directory to Install Application

Pre-compile JSP No
Application Name MCR_APLEAR
Deploy WebServices No

Previous Finish | Cancel

Figure 48: Review the Summary

After a few moments, you will receive a message notifying you that the

installation was successful (see Figure 49).

Installing..

Check the SystemOut.log on the Deployment Manager or Server where the application iz deployed for specific information atout the EJB Deploy process as it occurs
ADMAS00SL Application MCR_API_EAR configured in WebSphere repository

ADMASO001I: Application binaries saved in /data’VVSS.1/AppServer/wstemp/l/workspace/cells/DefaultNodesapplications/MCR_API_EAR.ear/MCR_API_EAR.car
ADMASO11L: Cleanup of temp dir for app MCR_AP|_EAR done.

ADMAS012L: Application MCR_API_EAR inatalled succesafully.

Application MCR_API_EAR installed successfully.

If you want to atart the application, you must first 2ave changes to the master configuration

Save to Master Configuration

If you want to werk with installed applications, then click Manage Applications.

Manage Applications

If there are EJB's in the application, the EJB Deploy process may take several minutes. Please do not save the configuration until the process is complete.

Figure 49: Notice of Successful Installation

13. Click the Save to Master Configuration link in the middle of the right
frame.
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14. At the confirmation page (see Figure 50), click Save.

& Changes have been made to your local configuration. Click Save to apply changes to the master configuration

[} The server may need to be restarted for these changes to take effect

Enterprise Applications >

Save

Save your workspace changss o the master configuration

Click the Save button to update the master repositary with your changss. Click the Discard button to discard your changes and begin work again using the master repository
configuration. Click the Cancel button to continus working with your changes

Total changed documents: 22
Wi

with changes

Save | Discard Cancel

Figure 50: Confirmation Page

After the save is complete, the main WebSphere Admin page opens.

15. If you are using the IBM HTTP Server to provide frontline access to
WebSphere, you must also do the following:

a. Inthe navigation tree in the left frame, click Environment > Update Web
Server Plugin (see Figure 51).

Home | Sawe | Preferences | Logout
User ID:
Defaultlode

Servers

Applications
Resources
Security |_—

B Environment /

Update Web Server Pludin
Yirtual Hosts
Manage WehSphere YWariables

Shared Libraries
System Administration
Troubleshooting

Figure 51: Click Update Web Server Plugin

0

166 Multimedia 7.6 &=



Chapter 7: Deploying Multimedia in UNIX Environments Deploying WebSphere on AlX or Solaris

Deployment Guide

b. Atthe Update web server plugin configuration confirmation page
(as shown in Figure 52), click oK.

& Changes have been made to your local configuration. Click Save to apply changes to the master configuration

B} The server may need to be restarted for these changes to take effect.

Update web server plugin configuration

The web server plugin configuration file centrols what content is transTerred from the web sery
o virtual host alias configurations are changed. The generated plugin-cfg.xmi file is placed in the config directory of th
machine, you must manually move this file to that machine.

This file must be regenerate
Sphere installation. If your

ver, cluster, HTTP tranzport,
is located on a remete

Click the OK button to update the plugin configuration file.

|ok| | cancel

View or download the current web server plugin configuration file

Figure 52: Update Web Server Plugin Confirmation Page

c. Update the web server configuration file to accommodate the specifics
of your deployment. To do this, locate the <IHS_HOME>/conf/httpd.conf
file and add following text (one for each web project, with your
environment’s specifics), indicating a virtual root, to the end of it:

Alias /CodeBase761 "<MCR_API_EAR)/CodeBase761"

Alias /AgentCoBrowse761 "<MCR_API_EAR)>/AgentCoBrowse761"
Alias /CompoundSample761 "<MCR_API_EAR)/CompoundSample761.war"
Alias /WebAPISamples761 "“<MCR_API_EARY/WebAPISamples761.war"
Alias /TestTool761 "<MCR_API_EAR)>/TestTool761.war"

For an example of an amended http.conf file, see Figure 53:

Text Editor - h nf
File Edit Format Options Help

# AddDescription allows you to place a short description after a file in =
# server—generated indexes.
# Format: AddDescription "description” filename

# ReadmeName is the name of the README file the server will look for by
# default. Format: ReadmeName name
H

# The server will first look far name.html, include 1t if found, and it will
# then look for name and include it as plaintext if found.
#

# HeaderName is the name of a file which should be prepended to
# directory indexes.

ReadmeName README
HeaderName HEADER

# The following directives disable keepalives and HTTP header flushes.
# The first directive disables it for Metscape 2.x and browsers which

# spoof 1t. There are known problems with these.

# The second directive is for Microsoft Internet Explorer 4.0b2

# which has a broken HTTP/1.1 implementation and does not properly

# support keepalive when it is used on 301 or 302 (redirect} responses.

BrowserMatch "Mozillas2" nokeepalive
BrowserMatch "MSIE 4%.0b2;" nokeepalive downgrade—1.0 force-response-1.0

# The follawing directive disables HTTP/1.1 responses to hrowsers which
# are in wiolation of the HTTP/1.0 spec by not being able to grok a
# basic 1.1 response.

BrowserMatch "RealPlayer 44.0" force-response-1.0
BrowserMatch "Tava/1%.0" force—response—1.0
BrowserMatch "TJDK/1N.0" force-response—1.0

# Page to display indicating the Administration Server is not installed
<«files apadminred. html >

ErrarDocument 404 /9ainterim.htm

</files»

# CoreDumpDirectory directory: Sets the location where the server will
# attempt to put a core dump. The default location is the ServerRoot.

#
HCoreDumpDirectory /tmp

LoadModule app_server_http_module /fdata/wss.1/IBMHTTPServer/Plugins/mod_app_server_http.so
WebSpherePluginConfig fdataMss.1/fppserver/confio/cells/plugin—cfg. um

A1 1 od 1 "/dat 1/Apps talledd efaul thod

Figure 53: Sample http.conf File
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d. Save the http.conf file.
e. Restart the IHS Web Server.

16. In the Genesys Configuration Layer, make the following change to your
Web API Server Application object:

* Inits Log section, update the messagef i Le option with the full path to
your log and message files for the web project, for example:

<{MCR_API_EAR>/WebAP1761.war/webapimsg. Lms.

17. Back in WebSphere, in the left frame, go to Applications > Enterprise
Applications.

18. Atthe Enterprise Applications page, in the right frame, select your Web
API Server EAR application and click Start.

The status arrow next to your EAR application should change to green as
shown in Figure 54.

Enterprise Applications

A4 list of installed applications. A single application can be deployed onte multiple servers. (i

Total: 8

Fitter

Preferences

M Install Uninstall Update Export Export DOL

™ |name % Status *_&%
r DefauttApplication ®
(7 1| MCRAPIEAR ®
r L4
r L
(| i L
- ) ®
[T |eststor: ®

Figure 54: Start Your EAR Application
End of procedure

Next Steps
« Testing the WebSphere installation on AlX or Solaris, page 169
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Procedure:
Testing the WebSphere installation on AlX or Solaris

Purpose: Use the Genesys MCR 7.6.1 Samples Pages to test the your IBM
WebSphere deployment.

Start of procedure

1. Launch the IBM HTTP Server.
2. Enter the following address in your browser:
http://<yourhost)>/WebAPISamples761/

The main MCR 7.6.1 Samples page opens. If you can access and work
with those sites, you successfully performed the installation.

MCR 7.6.1 Sample Pages
Main menu

=
GENESYS

> Sample of E-mail submission over the web based on the Multi-Channel Routing AP| Java classes and JSP pages

> Sample of E-mail submission over the web based on the Multi-Channel Routing APl Java classes and JSP pages. Allows
to attach files with form

> Sample of E-mail submission over the web plus statistic information about E-mail senver based on the Multi-Channel
Routing AP| Java classes and JSP pages

=)
Chat sample based on Multi-Channel Routing AP Java classes and JSP pages
> Chat with statistic sample based on Multi-Channel Routing AP Java classes and JSP pages
> ;
Chat sample based on HTTP-Tunneling service applets. Alsa this sample provides Cobrowse functionality
> Basic Cobrowse functionality sample
> Cobrowse functionality sample which also allows to connect to another user by known Cobrowse ID of this user
> Cobrowse functionality sample which also allows start session from particular page.
= Cobrowse functionality sampls which also allows start session from customer’s current page with keeping all information
entered on page
> Submit interaction to ItxServer sample via socket-to-socket connection
> Callback samiple based on new Multi-Channel Routing API Java classes and JSP pages
> ‘D{,-namn: FAQ page sample

Figure 55: MCR 7.6.1 Web API Samples
End of procedure

Next Steps

* You have completed all the actions required to deploy WebSphere on AlX
or Solaris

Deploying WebLogic on Solaris

Deployment Guide

For deployment on Solaris, after configuring and installing Multimedia as
outlined in Chapter 5, beginning on page 91, and “Deploying Multimedia on
UNIX Hosts” on page 153, you need to enable a web application to use Web
API Server and the Web Samples. You can deploy any of the following web
applications on Solaris hosts:

169



Chapter 7: Deploying Multimedia in UNIX Environments

Deploying WebLogic on Solaris

BEA WebLogic Server—See this section for deployment details.

IBM WebSphere Application Server—See “Deploying WebSphere on AlX
or Solaris” on page 156 for details.

Apache HTTP Server and Apache Tomcat Application Container—See
“Configuring Apache and Tomcat for Linux or Solaris” on page 72 for
details.

Prerequisites

This section assumes that you have your WebLogic environment installed and
ready, and that you have completed the model setup. The steps outlined in this
section use values you entered for that model installation.

Checklist of Genesys Components for Your Solaris Host

170

Your Multimedia installation of the Web API Server created an EAR project,
MCR_API_EAR.ear, with the following components:

WebAP1761.war—Web API
TestTool761.war—Test tool

CompoundSamp Le761.war—Compound Samples
WebAPISamples761.war—Web APl Samples

Procedure:
Deploying Genesys web applications for WebLogic

Start of procedure

1.
2.
3.

Run the install.sh script.

Enter the host name where you will install the Web API Server.

If you have not specified configuration information using a Wizard, you
are prompted to enter the following information:

» Configuration Server Hostname

* Network Port

e User Name

» Password

» Backup Configuration Server Hostname

» Backup Network Port

Specify which application to install.
Choose the web server type, and then enter the web server root directory.
Enter the WebLogic domain directory that you are using.

0
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7. Select the code page-character set pair for processing requests from
computers with different locale settings.

8. Choose the CompoundSamp Le application to install.
9. Enter the fully qualified host name where Co-Browsing Server is installed.
10. Enter the Configuration Server tenant name.

11. Press Enter to confirm the destination directory, and to begin the
installation.

The installer will extract the necessary files to the locations you specified,
and will update the following files:

* <{Apache root>/conf/httpd.conf
o Allrelated =. j sp files.
* startWeblogic.sh

End of procedure

Next Steps
» Checking your WebLogic configuration file, page 171

Procedure:
Checking your WebLogic configuration file
WebLogic automatically generates a config.xml configuration file during the

first run of the domain created in DEVELOPMENT mode. This configuration
file specifies which Web API applications WebLogic starts.

To confirm that your Multimedia web application will run correctly, complete
the following steps:

Start of procedure

1. Locate and open your WebLogic config.xml file.
2. Search for the following lines inside your configuration file:

{Application Name="_appsdir_MCR_API_EAR_ear"
Path="/data/bea/user_projects/domains/webapisrv/applications/MCR_API_EAR.ear"
StagingMode="nostage" TwoPhase="true")

{WebAppComponent Name="WebAPI761" Targets="myserver" URI="WebAPI761.war"/)

{WebAppComponent Name="TestTool761" Targets="myserver" URI="TestTool761.war"/>

{WebAppComponent Name="CompoundSample761" Targets="myserver"
URI="CompoundSample761.war"/>

{WebAppComponent Name="WebAPISamples761" Targets="myserver"
URI="WebAPISamples761.war"/»

<{/Application)

Deployment Guide
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Warning! If the Multimedia web application is not present in your config.xml
file, then remove the .app_poller_lastrun file located in the
<WebLogic_Domain»/<MCR_SERVER> folder and restart your WebLogic
server. WebLogic will regenerate the config.xml file and add the
MCR application automatically.

End of procedure

Next Steps
» Deploying your web applications, page 172

Procedure:
Deploying your web applications

Genesys web applications for WebLogic are deployed automatically during the
installation process. However, if you choose to create a custom package based
on the Web API Server, then you will have to use WebLogic to manually
deploy the related web applications.

Start of procedure

1. Start your Admin and Managed servers, if they are not already running.
Open your web browser and start the Administrative console.
Log in using your username and password.

> wn

Open the Dep Loyments section for your domain, and select Applications as
shown in Figure 56.

pelication o Wah Serce contained in an Erserpriss Application Archive (EAR) file or sxploded EAR dirsctary. Indwidual components containad in
doyed 1o one or more 1arget $eevers of clusters.

ben corigured for deployment in the cument WebLoge: Serr domsin, this Appications page dsplays key informsation about the EAR
o confiqure an apglicatian fie doploymare, click the Degloy a naw Application . link

Figure 56: Deploy a Web Application in WebLogic

Note: For this procedure, the only Managed server shown in WebLogic
Server Console screenshots is called MCR_Server.

5. Click Deploy a new Application.

Multimedia 7.6 &=
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6. Specify the full path to your MCR_API_EAR.ear application archive, and then
click “Target Application” button. See Figure 57.

5] WebLogic Server Consale - Micrasalt Internet Bplorer e

te Bk per Fote Lo beo - | &
|Omock = 3 - (=] 2 ] Sech i Fovertes | (e S ] -
erfs [ ]| sonacke_frams A sonscle_frame_

e MCR_DOMAIN> Deployments> Applications> Deploy a new Application...
B 38 Servers " e
P admingenr
:J:u:‘::'“m Deploy an Application
B 3 Machines
B 28 pepioyments Select the archive for this application
20 appiications.
23 e moduws
Z'wab Application Modules
- coaciackiod ke Mot Oty vaid e paths ane shown below. I you do not find what you are keakang for, you should upload vour hlels) andfor confirm your
0 Shartp 8 Sttt ow application contains valid descrptors

Select the hle path that represents your archive or exploded archie directory.

B 2 Senices
£ gocuny
3 Deemain Log Filters | e
ETasis Al
oo Location: Tt focal / besf] fyser projects f domaine /MR DOMAIN spplications

[[]] s apt Enmox |

Application Target Each Moduls

Figure 57: Select a Target Application

7. Select your Managed Servers, and click Continue. See Figure 58.

2 WebLogk Server Console - Micrasolt Entemet Explorer o A
B Edt Mhew Fgvorbes Took  Helo — X
OBk = 3 - =) 3 G S Seweh iFevorkes £ 0w e - G ‘
s | ] L sonaoie frams 117 T
ry
] g::’;“ll-:,mn MCR_DOMAIN> Deployments> Applications= Deploy a new Application...
-]= L
T csters
B 0 Mahines .
R B Depioyments Deploy an Application
1 23 Senices.
]= Y Select targets for this application
3 oemain Log Filters
DTasks

Select the Servers andier clusters on which you would kke to deploythis appication initially. (You can reconfigure deployment targets later it
oy wish)

Independent Servers

I AdminServer

[F] MCR_Sarver |

Continun

Figure 58: Select the Managed Servers

8. AttheReview your choices and deploy page, confirm that the Deployment
Targets setting is correct and then click Dep Loy. See Figure 59 on page 174.
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it Internet Enplorer 7‘1‘]-"
e f oy w kst | &
Ok - O - = @) O] Poewch Srowtes €| C3- fa - @ ‘
wh]l_m_arm_- W_consale_freme_

-
[ - MCR_DOMAIN: Deployments> Applications> Deploy a new Application...

& Senvers
S custors.

& 2 Machi
m:JDeoﬂ;::‘rMs Deploy an Application

& Sl geness

@ 5 Socuiy Review your choices and deploy
(3 poemain Log Filters
D rans

Deployment Targets
Your applicaton will be deployed 1o th following locations:

| mcr_ap1_EaR vl be deployed to \

| Sorvers . MCR_Sarver ‘

Saurce Accessibility

Cunng runbirme, & targeted Server must e sble to access tis his canbe bry sathar
copying the application onto evary sarver, ar by defining a single location v\llere Ihs files auist,

Hewe should the source files be made accessible?
& Copy this application onte every target for me.

Dunreg deployment, the files = this spphcalion wil be copred automatically 1o each of the Lageled locations. Note thal the spphcation fles should
S1ill be rade available at the erignal source location.

 will make the application accessible from the following location:
[ustocalboai fuser_prejactaidamansiR_DOM:

Provide the location fom where al targets will access this application’s fles. You mwst ansure e application ks exist in this location aed that
wach target can rwach the location

Idenilty
Enter a nama to be usad to identfy this application

Hame. [MCR_API_EAR

The name of this application deglyment

Figure 59: Confirm Application Details

9. The deployment is now complete.

Check your summary page to ensure that each module in the web
application has a deployment status of “Available”, as shown in Figure 60.

@ Console
mpdomiEE
& 20 Servers
2 csters
S0 machines
23 Degloymans
20 Applicstians

mydomain> Applications> MCR_AFI_EAR

Contgunion | Tugeis | RN ites |
- Ths page allows you 1o vew the deployment status of each module in the application. You may also choose 1o stop and redeploy sl modules within the applcation
= LI Husules usng Lhe butlons at the bettom of the page. (To configure additiorsl depleyment Largets for this application, chek the Tagets Lab )
Shwwen Application Modules
£ comnector Modues
3 tatup & Srendown
B Senices Module Target

Daploymant Seanus for Wab Application Modulss

Target | Deployment  Status of

/23 Spcurity Type | Status Last Action
ey Hiare WeAPI7E1 myserver | Server | & Success
TestTool7é1 myserver | Server | Bayailable | Success

CompoundSample761 | mysemver | Server |EAvailable | Success
WebAPISamplesT61 | musenver | Server | BAvailable | Success

Stop Application Rodegloy Apghcation |

Figure 60: Application Summary Page

End of procedure

Next Steps
« Testing the WebLogic installation and deployment, page 175
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Procedure:
Testing the WebLogic installation and deployment

Start of procedure

1.
2.
3.

Ensure Apache is running.
Start WebLogic.

In a browser, enter the following addresses:

» http://<Apache host>:<Apache listen port>/TestTool761

* http://<Apache host>:<Apache listen port>/\WebAPISamples761

* http://[<Apache host>:<Apache listen port>/CompoundSample761

If you can access and work with those sites, you have successfully
completed the installation and deployment.

Note: The addresses listed above are case sensitive.

End of procedure

Next Steps

You have completed all the actions required to deploy WebLogic on
Solaris.

Deploying WebLogic on Solaris
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Chapter

Manual Deployment—Web
Components and UCS

This chapter describes the manual deployment of Web API Server and Web
Compound Samples, together called the Multimedia Web Components, and
Universal Contact Server (UCS) and UCS Manager.
The information in this chapter is divided among the following topics:
Introduction, page 177
Configuring Multimedia Web Components and UCS, page 178
Installing Multimedia Web Components and UCS, page 180

Introduction

It is possible that you may want to use Web API Server, Web Compound
Samples (together called the Multimedia Web Components) or UCS and UCS
Manager without deploying the other Multimedia components. For example,
Genesys Voice Callback requires these three components. In such a situation
you may want to install these components on their own without using the
Multimedia Configuration Wizard or the Multimedia integrated installation.
This chapter describes procedures for such manual configuration and

installation.
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Requirements

These components require certain other components to operate:

* The Multimedia Web Components require a web server and an application
container. See Chapter 4 for a description of installing these objects.

* Web API Server, UCS, and UCS Manager require Multimedia Third Party
Components installed on the host. Step 1 of Installing Multimedia Web
Components and UCS, page 180 describes configuration and installation of
this component.

Note: For an explanation of the difference between Third Party Components
(executable) and ThirdPartyApplications (directory), see the note on
page 55.

Configuring Multimedia Web Components

and UCS

178

In the Configuration Layer, create or edit the following App Lication objects:
1. Creating or editing the Web API Server application object, page 178

2. Creating or editing the UCS application object, page 179

3. Creating or editing the UCS Manager application object, page 180

Procedure:
Creating or editing the Web API Server application
object

Start of procedure

1. Create an Application object if it does not already exist.
2. Open the Properties dialog box of the Application object.

3. Onthe Host tab:
* Inthe Host box, enter the name of the desired host.
* Inthe Communication Port box, enter the number of the web server
HTTP port.
4. Onthe Connections tab, add connections to:
» Solution Control Server (mandatory)
e Universal Callback Server
» Chat Server
* E-mail Server

Multimedia 7.6 &=
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Interaction Server
Stat Server

Config Server, if you support Genesys Advanced Disconnect Detection
Protocol (ADDP)

Co-Browsing Server

Only the connection to Solution Control Server is mandatory. Make
additional connections based on your planned configuration.

End of procedure

Next Steps

» Creating or editing the UCS application object

Procedure:
Creating or editing the UCS application object

UCS requires one database (the main database). It can optionally use a second
(archive) database to store older UCS data and ease storage in the main
database.

Start of procedure

1. Create the main and (optional) archive databases if you have not already
done so. See also “Creating Databases and Running Scripts” on page 136.

2. Run the SQL script located in the sql_scripts folder of the UCS starting
directory.

3. Create a Database Access Point (DAP) for the main database. Create a
second DAP for the archive database if you have one. Use the JDBC
connection type.

4. Create a UCS Application object if it does not already exist.

a.
b.
C.

On the server Info tab, enter the host name and communication port.
On the Start Info tab, enter the working directory.

On the Connections tab, add connections to:

* Message Server

»  Stat Server

* The two DAPs that you created in the Step 3.

Click Apply.

Onthe Security tab, inthe Log On As area, select the This Account

check box, and then select a Person or Access Group with privileges
that are high enough to include write permission.
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f. Onthe options tab, ports section, specify for the option ucsapi a
valid network port number that UCS will use for connections from
Java clients.

End of procedure

Next Steps
» Creating or editing the UCS Manager application object

Procedure:
Creating or editing the UCS Manager application
object

Start of procedure

1. Create a UCS Manager Application object if it does not exist.
2. Onthe Connections tab, add a connection to UCS.

End of procedure

Next Steps
* Installing Multimedia Web Components and UCS

Installing Multimedia Web Components

and UCS

180

Complete the following procedure to install the Multimedia Web Components
and UCS.

Procedure:
Installing Multimedia Web Components and UCS

Start of procedure
1. Install the Multimedia Third Party Components on the same host as UCS
and the Multimedia Web Components.
a. Locate and double-click Setup.exe.
b. Select the servlet container that you are using.
c. Enter or browse to the location of the servlet container.

Multimedia 7.6 &=
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2.

Install the Multimedia Configuration Wizards.

Genesys Multimedia Configuration Wizards are required by the installation
of Web API Server and Web Compound Samples.

Locate and double-click Setup.exe.

Install Web API Server and Web Compound Samples

Manual Deployment of Web API Server and the Web Compound Samples

is identical, except for two steps, to the Wizard deployment as described in

“Add the Web API Server” on page 118 and “Add Web Compound

Samples and Web Client” on page 119. The differences are:

a. You must locate and double-click Setup.exe.

b. During the installation you need to provide Configuration Layer
connection parameters.

Install UCS
a. Locate and double-click Setup.exe.

b. Enter information for login to your Configuration Server:
Host
Port
User
Password

Install UCS Manager:
Locate and double-click Setup.exe.

End of procedure
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Chapter

UCS Proxy and Interaction
Server Proxy

This chapter describes the manual deployment of Universal Contact Server
Proxy and Interaction Server Proxy. These two components are new in release
7.6.1.
This chapter includes these sections:

Deploying UCS Proxy, page 183

Deploying Interaction Server Proxy, page 186

Deploying UCS Proxy

Some operating systems have limits to the number of open connections that
will be supported. To work around this operating system limitation, Universal
Contact Server Proxy has been introduced in release 7.6.1. Desktop
applications can be configured to connect to UCS Proxies instead of the main
Universal Contact Server, allowing many more available connections. This
component is not part of the Multimedia Configuration Wizards and must be
installed manually. UCS Proxy only supports connections from desktop
application.

Note: UCS Proxy supports High Availability in Warm Standby mode.

Requirements
This component works with Universal Contact Server. In order to work

properly, all components that are needed by Universal Contact Server must be
installed. This will depend on your environment and how you are using
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Universal Contact Server. For more details, refer to the chapter that is
applicable to you:

» Chapter 5, “Model Configuration and Installation on Windows,” on
page 91 for a typical Multimedia Solution running on Windows.

» Chapter 7, “Deploying Multimedia in UNIX Environments,” on page 153
for a sample deployment of a Multimedia Solution running on UNIX.

» Chapter 8, “Manual Deployment—Web Components and UCS,” on
page 177, for environments that are not using all Multimedia components,
but that do require Universal Contact Server, such as Voice Callback.

Deploying Universal Contact Server Proxy can be divided into the following
procedures:

1. Creating the Universal Contact Server Proxy application object, page 184
2. Installing Universal Contact Server Proxy, page 185
3. Configuring Genesys Desktop to use UCS Proxy, page 185

Procedure:
Creating the Universal Contact Server Proxy
application object

Purpose: Before installing the Universal Contact Server Proxy component, a
corresponding AppLication object must exist in the Configuration Database.

Prerequisites

* A Universal Contact Server Application object must already be
configured.

Start of procedure

1. Create an Application object for UCS Proxy if it does not already exist.

a. Import the Universal Contact Server Proxy application template from
the Interaction Management CD.

b. Create a new Application object based on the template.
2. Open the Properties dialog box of the AppLication object.

3. Onthe Server Info tab:
* Inthe Host box, enter the name of the desired host.
* Inthe Communication Port box, enter the port UCS Proxy will use for
listening.
4. Onthe Connections tab, add connections to:
+ the primary Universal Contact Server (mandatory)
* Message Server (optional)

0
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5. Click Apply.

6. If you would like to configure your UCS Proxy for HA, repeat this
procedure for the second UCS Proxy.

End of procedure

Next Steps

» Installing Universal Contact Server Proxy

Procedure:
Installing Universal Contact Server Proxy

Prerequisites

» Creating the Universal Contact Server Proxy application object

Start of procedure

1. Locate the setup.exe for Universal Contact Server Proxy (available on the
Interaction Management CD).

2. Double-click setup.exe.

3. Enter the login information for your Configuration Server:
* Host
e Port
e User
* Password

4. Select the appropriate UCS Proxy AppLication object from the list.
End of procedure

Next Steps
» Configuring Genesys Desktop to use UCS Proxy

Procedure:
Configuring Genesys Desktop to use UCS Proxy

Purpose: In order to take advantage of the benefits provided by UCS Proxy,
your desktop Application must be updated to connect to the UCS Proxy
instead of the main Universal Contact Server.
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Start of procedure

1. Login to Configuration Manager.

2. Locate the Genesys Desktop Application object and open its Properties
dialog box.

3. On the Connections tab, remove the connection to the main Universal
Contact Server.

4. Add a connection to the UCS Proxy.
Click Apply.

End of procedure

Deploying Interaction Server Proxy

Some operating systems have limits to the number of open connections that
will be supported. To work around this operating system limitation, Interaction
Server Proxy has been introduced in release 7.6.1. Desktop applications can be
configured to connect to Interaction Server Proxies instead of the main
Interaction Server, thereby allowing many more available connections. This
component is not part of the Multimedia Configuration Wizards and must be
installed manually. Interaction Server Proxy only supports connections from
desktop applications.

Note: Interaction Server Proxy supports HA in Warm Standby mode.

Requirements

186

This component works with Interaction Server. In order to work properly, all
components that are needed by Interaction Server must be installed. For more
details, refer to the chapter that is applicable to you:

» Chapter 5, “Model Configuration and Installation on Windows,” on
page 91 for a typical Multimedia Solution running on Windows.

» Chapter 7, “Deploying Multimedia in UNIX Environments,” on page 153
for a sample deployment of a Multimedia Solution running on UNIX.

Deploying Interaction Server Proxy can be divided into the following
procedures:

1. Creating the Interaction Server Proxy application object, page 187
2. Installing Interaction Server Proxy, page 187
3. Configuring Genesys Desktop to use Interaction Server Proxy, page 188

0
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Procedure:
Creating the Interaction Server Proxy application
object

Purpose: Before installing the Interaction Server Proxy component, a
corresponding AppLication object must exist in the Configuration Database.

Prerequisites

» An Interaction Server Application object must already be configured.

Start of procedure

1. Create an Application object for Interaction Server Proxy if it does not
already exist.

a. Import the Interaction Server Proxy application template from the
Interaction Management CD.

b. Create a new Application object based on the template.
2. Open the Properties dialog box of the Application object.

3. Onthe Server Info tab:
* Inthe Host box, enter the name of the desired host.

* Inthe Communication Port box, enter the TCP port Interaction Server
Proxy will use for listening.

4, Onthe Connections tab, add connections to:
» the primary Interaction Server (mandatory)
* Message Server (optional)

5. Click Apply.

6. If you would like to configure your Interaction Server Proxy for HA,
repeat this procedure for the second Interaction Server Proxy.

End of procedure

Next Steps

» Installing Interaction Server Proxy

Procedure:
Installing Interaction Server Proxy

Prerequisites

» Creating the Interaction Server Proxy application object
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Start of procedure

1. Locate the Setup.exe for Interaction Server Proxy (available on the
Interaction Management CD).

2. Double-click setup.exe.

3. Enter the login information for your Configuration Server:
* Host
* Port
* User
* Password

4. Select the appropriate Interaction Server Proxy Application object from
the list.

End of procedure

Next Steps

» Configuring Genesys Desktop to use Interaction Server Proxy

Procedure:
Configuring Genesys Desktop to use Interaction
Server Proxy

Purpose: In order to take advantage of the benefits provided by Interaction
Server Proxy, your desktop Application object must be updated to connect to
the Interaction Server Proxy instead of the main Interaction Server.

Start of procedure

1. Login to Configuration Manager.

2. Locate the Genesys Desktop Application object and open its Properties
dialog box.

3. On the Connections tab, remove the connection to the main Interaction
Server.

4. Add a connection to the Interaction Server Proxy.
Click Apply.

End of procedure

0
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Chapter

10 Uninstalling Multimedia

This chapter describes how to uninstall Multimedia components. It covers the
following topics:

Using Wizards to Uninstall Multimedia, page 189

Removing Multimedia Components, page 190

Removing Genesys Desktop, page 192

Using Wizards to Uninstall Multimedia

Complete the following procedure to uninstall Multimedia.

Procedure:
Uninstalling Multimedia using the wizards

Start of procedure

1. Launch the Genesys Wizards Manager.

2. Click Multimedia on the left side of the window. The Wizard presents a list
of currently installed Multimedia Solutions. Selecting one of them enables
you to change or uninstall the solution (Figure 61).
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Wizard Manager, Server pubsjl, port:2020, ¥.7.6.000.04

Genesys Wizard Manager

GENESYS
AN ALCATEL LACENT OOMPANT
LL Multimedia
L&) : ; .
=(irf Currently installed Solutions:
— Name Yersion
'-_.’/"'» MWFED ¥.6.000.00
- M7E1 7.6.100.00
P 1=
i; E, Multimedia Deploy another Multimedia Solution in your contact center.

Wisit Genesys to learn mare about Multimedia.

]

Figure 61: Genesys Wizard Manager

3. Click uninstall. The Wizard asks you to confirm your decision, and then
uninstalls the solution.

End of procedure

Next Steps

* Removing Multimedia components

Removing Multimedia Components

Use the following procedure to remove Multimedia components from each
host machine.

Procedure:
Removing Multimedia components

Start of procedure

1. From the Windows Start menu, open the Control Panel (Settings >
Control Panel) and click Add or Remove Programs.

2. Atthe Add or Remove Programs dialog box, select these programs:
+ Genesys .Net Web API Server & Samples 7.6.1

©
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+ Genesys Chat Server 7.6.1

+ Genesys Classification Server 7.6.1

+ Genesys Co-Browsing Server 7.6.1

+ Genesys E-mail Server Java 7.6.1

+ Genesys Interaction Server 7.6.1

+ Genesys Interaction Server Proxy 7.6.1

+ Genesys Interaction Workflow Samples 7.6.1

+ Genesys Knowledge Manager 7.6.1

+ Genesys Multimedia Configuration Wizards 7.6.1
+ Genesys Multimedia Third Party Components 7.6.1
+ Genesys Training Server 7.6.1

+ Genesys Universal Contact Server 7.6.1

+ Genesys Universal Contact Server Proxy 7.6.1

+ Genesys Universal Contact Server Manager 7.6.1
+ Genesys Web API Server 7.6.1

+ Genesys Web Compound Samples 7.6.1

Click change/Remove. Repeat this step as needed for each component listed
in Step 2.

Using Windows Explorer, browse to the 6cTI main directory and delete the
complete Multimedia subdirectory, including all subfolders.

In your RDBMS, delete the tables and databases that relate to Multimedia.
For the model setup presented in Chapter 5, beginning on page 91, for
instance, this would mean deleting the IxnDB, Customer, and, possibly,
co-browse databases from the Microsoft SQL 2000 RDBMS on host
MMHost. If you have an Archive instance of your Universal Contact Server
database, you would delete its Customer database as well. If you have an
Event Logger database, you would delete that as well.

Consult with your database administrator about deleting the database files
themselves.

Delete your Web Samples virtual directories by using the I1S Management
Console or the Internet Service Manager.

End of procedure

Next Steps

* You have completed all the necessary steps to uninstall your Multimedia

7.6.1 Solution.
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Removing Genesys Desktop

To remove Genesys Desktop, refer to the Genesys Desktop 7.6 Deployment
Guide.
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Chapter

1 1 Starting and Stopping
Procedures

This chapter describes how to start and stop Multimedia 7.6.1. It covers these
topics:

Starting with Solution Control Interface, page 193

Starting Manually, page 194

Stopping with Solution Control Interface, page 196

Starting with Solution Control Interface

Complete the following procedure to start Multimedia using the Solution
Control Interface (SCI).

Procedure:
Starting Multimedia using SCI

Note: You cannot use Solution Control Interface to start or stop Web API

Server. See “Starting Manually” for instructions on how to start your
Web API Server.

Prerequisites

You must start all of the following Genesys components before starting SCI:

Deployment Guide

Local Control Agent

Primary Database Server
Configuration Server

Solution Control Server (SCS)
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Start of procedure

1. Start SCI.
2. Gotothe Solutions view.

3. Select the name of your Multimedia solution on the List pane. (For the
model installation, the name is MM761.)

4. Click start on the toolbar or select Start from the shortcut menu and
confirm the action in the dialog box.

The command to start Multimedia is sent to SCS, which uses Local
Control Agents (LCAS) to activate the solution components in the Solution
configuration object.

After all of the Multimedia components have reported a status of Running
within the configured timeout, SCI reports a successful start of Multimedia
by changing the solution status from Pending to Running.

Note: Because many components are shared by a number of solutions,
some Multimedia components can have status Running before the
solution as a whole has started.

End of procedure

Next Steps

* You have completed all of the steps to start Multimedia using SCI.

For more information, see Framework 7.6 Solution Control Interface Help. To
view the Help file, open SCI, and then launch the Help file.

For information about the following Management Layer topics, see the
documentation for Genesys Framework 7.6:

* Message Server

» Solution Control Server

+ Solution Control Interface
* Local Control Agent

* Log Database

Starting Manually

194

This section describes how to manually start Multimedia and the Multimedia
servers. For information on manually starting Database Server, Message
Server, and Stat Server, see the Framework 7.6 Deployment Guide. For
Universal Routing, see the Universal Routing 7.6 Deployment Guide.
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Procedure:
Starting Multimedia components from the
command line

Start of procedure

1. A x.bat (or *.sh for UNIX) file for Interaction Server is available in its
installation directory (as is the case with almost all Multimedia
components). You can use this file to start Interaction Server (or the given
component). Or you can start Interaction Server by using a command line
with the following command-line options:

-host The name of the host where Configuration Server is running
-port The Configuration Server port

-app The Application object name in the Configuration database
-1 The port and host of the license server

You can place the command line with the specified command-line
parameters in your own *.bat file. For Solaris, Linux, and AIX
environments, you should also place the command line parameters in the
startup script.

Example

interaction_server.exe -host cs-host -port 2020
-app "IxnSrv" -1 7260eMMHost

End of procedure

Procedure:
Starting Multimedia components as services

Services may include LCA and the web server.

Start of procedure

1. From the Windows Start menu, select Settings > Control Panel.

2. Inthe Control Panel window, select Administrative Tools > Component
Services.

3. Inthe Component Services window, verify that a given service is running.
If it is not, start it.

End of procedure
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Procedure:
Starting Multimedia from the Windows Start menu

You can start all Multimedia applications from the Windows Start menu.

Start of procedure

* From the Windows Start menu, select Start » Programs > Genesys
Solutions > Multi-Channel Routing 7.6.1 > <ApplicationName) >
{Shortcut to Application).

End of procedure

Note on E-mail Server Java

Before starting E-mail Server Java, make sure the computer where it is
installed has TCP/IP loaded and that it can communicate with the corporate
mail server. If the server has a dial-up connection to the Internet, connect to the
Internet before starting E-mail Server Java.

As soon as you start the e-mail POP server, E-mail Server Java retrieves all the
messages stored in the specified POP mailbox and stores them in the
Interaction Server database. If you are evaluating e-mail functionality, empty
the POP mailbox ahead of time.

Stopping with Solution Control Interface

Complete the following procedure to stop Multimedia using SCI.

Procedure:
Stopping Multimedia using SCI

Start of procedure

1. Start the SCI.
2. Gotothe Solutions view.

3. Select the name of your Multimedia solution on the List pane (MM761 in the
model setup).

0
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4. Click stop on the toolbar or select stop from the shortcut menu and
confirm the action in the dialog box.

The command to stop Multimedia is sent to SCS, which uses LCAs to
terminate the solution components in the reverse order of the component
startup. (The component startup order is defined in the Solution
configuration object.)

SCI reports a successful de-activation of Multimedia after all of the
solution components have terminated within the configured timeout. Upon
a successful de-activation of Multimedia, its status changes from Running
to Stopped.

Note: Because many components are shared by a number of solutions,
some Multimedia components can continue to have the status
Running after the solution has stopped.

End of procedure

Next Steps

* You have completed all the steps to stop Multimedia using SCI.
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Appendix

Deploying an E-Mail
Solution Using MIME
Customization
Multipurpose Internet Mail Extensions (MIME) is a standard that allows
e-mail messages to include graphics, audio or video files, or text in languages
other than English.
This appendix describes how to create a custom transformer that enables you
to modify the content of e-mails and still ensure that they are compliant with
MIME standards.
«  Overview, page 199
«  Configuration Process, page 200
+  Message Flow Pattern, page 206

Overview

MIME customization in a Genesys e-mail handling environment ensures that
you have normalized formats for all e-mail messages processed by your system
and stored in the UCS database. To accomplish this, your e-mail solution uses
a custom transformer to transform any MIME content in incoming or outgoing
messages.

You implement this solution by using MIME customization APIs (as described
in “Creating a custom transformer” on page 201) to change the content of
incoming and outgoing e-mails. After creating the custom MIME transformer,
you configure the E-mail Server Java Application object to enable the MIME
customization option. For details, see “Configuring the E-Mail Server Java
Application Object” on page 203.
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Your custom server then does all of the work required to handle incoming and
outgoing e-mail messages as needed.

*  When an e-mail message is received, E-mail Server Java uses the custom
MIME transformer to transform the message before saving it in the UCS
database.

* When an e-mail message is sent, E-mail Server Java uses the custom
MIME transformer to transform the message (if it requires MIME
customization) before sending it to the external e-mail server.

Configuration Process

Complete the following procedure to deploy a MIME-compliant e-mail
solution.

Procedure:
Deploying a MIME-compliant e-mail solution

Start of procedure

1. Viewing a sample transformer
2. Creating a custom transformer
3. Configuring the E-mail Server Java application object, page 203

End of procedure

Procedure:
Viewing a sample transformer

E-mail Server Java 7.6.1 includes a sample incoming MIME transformer. This
sample is an “MS-TNEF Microsoft specific format to MIME” transformer, and
can be found in the mimeapi subdirectory.

Start of procedure

1. Open the directory where E-mail Server Java 7.6.1 is installed.

2. Inthe mimeapi subdirectory, you can find the following files:
* esj-mime-api-doc.jar—Javadoc documentation for the API.
* esj-mime-api.jar—The actual API archive.
» samples—A subdirectory, containing the following files:
+ TNEFMimeTransformer.java—Java source code for this sample.

0
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Deployment Guide

+ readme.txt—A readme file describing the sample.

Tip: Use the instructions in the readme. txt to download the JTNEF
library and then compile the source. After you complete these two
actions, you can use the sample to transform MS-TNEF incoming
mails into regular MIME messages.

End of procedure

Next Steps

» Creating a custom transformer, page 201

Procedure:
Creating a custom transformer

Overview

To transform MIME content of e-mail messages, you must create a custom
transformer. Your transformer code needs two Java classes: one to implement
the API for transforming MIME content of incoming e-mail, and another to
provide an API that transforms MIME content of outgoing e-mail. Both of
these classes return the transformation result, and contain the following
parameters:

* input—The MIME message content.

» config—Properties contained in the [mime-custom-outbound-properties]
section of your E-mail Server Java Application object.

* debuglogStream—Lo0g object to be used for debugging purposes.
Each custom class that you create should satisfy the following conditions:

» Implements one of the two appropriate interfaces (see “Incoming E-Malil
Customization API” and “Outgoing E-Mail Customization API” for
details).

* Is thread-safe.
» Does not change the MIME message ID.

Start of procedure

1. Create two Java classes: one for transforming incoming e-mail, another for
transforming outgoing e-mail. Use the following interfaces:
* Incoming E-Mail Customization API, page 202
» Outgoing E-Mail Customization API, page 202

2. Bundle these two classes into a JAR file called mimecustomization.jar.
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3. Place the new JAR file in the esj\Llib\external\ folder of your E-mail
Server Java installation.

End of procedure

Next Steps

» Configuring the E-mail Server Java application object, page 203

Incoming E-Mail Customization API

Your custom transformer for incoming e-mail must implement the following
interface:

EmailinTransformer Interface

public interface EmaillnTransformer {
public TransformerResult transform(bytel[] input, java.util.Properties config,

java.io.PrintStream debuglLogStream);

public class TransformerResult {
public static TransformerResult noTransformationNeeded();
public static TransformerResult succesfull(byte[] transformedInput);
public static TransformerResult failure(String failureReason, FailureAction

failureAction);

// Implementation details skipped -

}

public class FailureAction {
public static final FailureAction RETRY;
public static final FailureAction BYPASS_TRANSFORMATION;
public static final FailureAction DEPEND_ON_BAD_FORMAT_OPTION;
// Implementation details skipped -

}

Outgoing E-Mail Customization API

The only difference between this API and the incoming e-mail customization
APl is that the fai LureAction parameter and class have been removed. If a
transformation fails, then the original message is sent to the external e-mail
server.

Your custom transformer for outgoing e-mail must implement the following
interface:
EmailOutTransformer Interface

public interface EmailOutTransformer {
public TransformerResult transform(byte[] input, java.util.Properties config,
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java.io.PrintStream debuglLogStream);
public static class TransformerResult {
public static TransformerResult noTransformationNeeded();
public static TransformerResult succesfull (byte[] transformedInput);
public static TransformerResult failure(String failureReason);
// Implementation details skipped -

)

Configuring the E-Mail Server Java Application Object

Deployment Guide

After you create the custom MIME transformer, configure the E-mail Server
Java Application object to specify the class names and configuration settings
used with your custom transformer. E-mail Server Java will use the values you
specify to transform content that is sent and received as e-mail messages.

Procedure:
Configuring the E-mail Server Java application object

Start of procedure

In Configuration Manager, configure the following sections on the options
panel of your E-mail Server Java Application object:

* [mime-custom-inbound-properties]—Content in this section is passed to
the Emai LInTransformer.transform() method using the config parameter.
You can use this section to define custom options and settings.

This section is not part of the default template. Add this section manually
to set options for your custom transformer for incoming e-mail.

* [mime-custom-outbound-properties]—Content in this section is passed to
the Emai LOutTransformer.transform() method using the config parameter.
You can use this section to define custom options and settings.

This section is not part of the default template. Add this section manually
to set options for your custom transformer for outgoing e-mail.

* [mime-customization]—USse this section to enable or disable the MIME
customization, to specify the fully qualified class names of your custom
classes, or to set allow optional debugging or saving features.

See Table 10 on page 205 for details about the options applicable to this
section.

End of procedure
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Next Steps

* You have completed the actions required to deploy a MIME-compliant
e-mail solution.

0
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MIME Customization Options Table

Table 10: MIME Customization Options Section

Configuration Process

Option Name

Value

Description

[mime-customization] Sec

tion

enable-inbound

Default Value: false
Valid Values: true, false

If set to true, sends inbound e-mail
messages to the specified inbound
MIME transformer class.

enable-outbound

Default Value: false
Valid Values: true, false

If set to true, sends outgoing e-mail
messages to the specified outbound
MIME transformer class.

enable-inbound-debug-log

Default Value: false
Valid Values: true, false

If set to true, activates the inbound
debug logger.

enable-outbound-debug-log

Default Value: false
Valid Values: true, false

If set to true, activates the outbound
debug logger.

inbound-class-name

Default Value: ™
Valid Values: <any string>

Specifies the fully qualified name of the
custom inbound transformer.

outbound-class-name

Default Value: "
Valid Values: <any string>

Specifies the fully qualified name of the
custom outbound transformer.

inbound-keep-received-mime

Default Value: false
Valid Values: true, false

Controls the way E-mail Server Java
saves the content of MIME messages.

If set to true, and if the message was
transformed successfully, then saves the
unmodified MIME content of incoming
e-mails received in the UCS database
(along with the transformed content).

outbound-keep-sent-mime

Default Value: false
Valid Values: true, false

Controls the way E-mail Server Java
saves the content of MIME messages.

If set to true, and if the message was
transformed successfully, then saves the
transformed MIME content of outgoing
e-mails is also saved in the UCS
database (along with the initial content).

Deployment Guide
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Message Flow Pattern

Message Flow Pattern

Incoming E-Mail Message Flow

206

Figure 62 shows the message pattern for incoming e-mail messages.

Corporate Inbound Custom ucs

E-Mail Server Messaging Client Code
I I I [
I _ I I
OpenSession | |
_ I I
I SessionOpened—p | |

r RetrieveMsg

I I
n | |
MsgContent——p»| |

|
FindMsgUsingMimeld(
1

|
¢—LookupResult
——TransformMime()

S EGanEEEEEE

g—TransformedMime ]

SaveTransformedMime(
1

SaveOrigMimeMsg(

Repeated for each available message,
up to the configured maximum

MarkMsg
ForDeletion

CloseSession

SessionClosed—p»|

1

E-mail Server Java checks if a message with the same MIME message-
ID already exists the UCS database to avoid duplicate processing.

The MIME message is only transformed if UCS does not find that
message in its database.

If the transformation is successful and the option to keep original MIME
messages is enabled, E-mail Server Java saves the original message in
the UCS database.

The messaging client removes any messages that are marked for
deletion after the session is closed.

® @@ ——F@ZI

Figure 62: Message Flow for Incoming E-Mail
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Outgoing E-Mail Message Flow

Message Flow Pattern

Figure 63 shows the message pattern for outgoing e-mail messages.

URS Interaction E-Mail Service ucs Corporate Custom Code
Server E-Mail Server
| |
OutboundEmail | _
Send IRD | Applies only
Block Hit

EventPrivateReq(
SendRequest()

&

ServiceResult—

EventPrivateResp(

—— -

C
I
I
to: Send I
I
I
I
|

—FindOutMsgBYId(
¢—OutboundMsg
Generate .
MimeMsg | ——GetMimeMsg( é
MimeMsg—p» €——MimeMsg ]

I

I

OpenSMTPSession(|
I

¢—SMTPSessionOpened

TransformMime()

TransformedMime

SendMsg()
1

|
¢—MimeMsgld
I

SaveSent
MimeMsg()

¢—Result |

SaveOrig
MimeMsg()

—Result

n

@ Only if the MIME message does not exist in the UCS database.

e Only if the MIME message already exists in the UCS database.

@ Only if required. SMTP sessions are pooled, and closed when unused for a configured time period.

@ Only if Transformation was successful and the option to keep original MIME messages is enabled.

Figure 63: Message Flow for Outgoing E-Mail
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